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Abst ract

Thi s docunment describes how Ethernet Shortest Path Bridging - MAC
nmode (802.1aq) and (802.1CQbp) can be conmbined with EVPN in a way that
interworks with PBB-MESs as described in the PBB-EVPN solution in a
way that pernits operational isolation of each Ethernet network

subt endi ng an EVPN core while supporting full interworking between
the 3 variations of Ethernet operation.
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1. Introduction

Thi s docunment describes how Ethernet Shortest Path Bridging - MAC
nmode (802.1aq) and (802.1CQbp) along with PBB-MESs and PBBNs (802. 1lah)

Allan et al., Expi res January 2013 [ Page 2]



Internet-Draft draft-all an-1 2vpn-spbm evpn-01 July 2012

can be supported by EVPN such that each island is operationally
i solated while providing full L2 connectivity between them Each
i sland can use its own control plane instance and mnulti - pathing
design, be it nultiple ECT sets, nultiple spanning trees, or ECMP.

The intention is to permt both past, current and energing future
versions of Ethernet to be seam essly integrated to pernmt |arge
scal e, geographically diverse nunbers of Ethernet end systens to be
fully supported with EVPN as the unifying agent.

1.1. Authors
David Allan, Jeff Tantsura, Don Fedyk, Ali Sajassi
1.2. Requirenents Language

The key words "MJST", "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOMMENDED', "MAY", and "OPTIONAL" in this
docunment are to be interpreted as described in RFC2119 [1].

2. Conventions used in this docunent
2. 1. Term nol ogy

BCB: Backbone Core Bridge

BEB: Backbone Edge Bri dge

BU: Broadcast/ Unknown

B- MAC. Backbone MAC Address

B- VI D. Backbone VLAN I D

CE: Custoner Edge

C- MAC. Custoner/dient MAC Address
DF: Designated Forwarder

ESI: Ethernet segenent identifer
EVPN: Et hernet VPN

ISIS-SPB: |1S-1S as extended for SPB
|-SID | -Conponent Service |ID

MES: MPLS Edge Switch

MP2MP: Mul ti point to Miltipoint
MVPN: Mul ticast VPN

NLRI: Network |ayer reachability information
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PBBN: Provi der Backbone Bridged Network
PBB- MES: Co | ocated BEB and MES

P2MP: Point to Miultipoint

P2P: Point to Point

RD: Route Distinguisher

SPB: Shortest path bridging

SPBM Shortest path bridgi ng MAC node

3. Solution Overview

The EPVN sol ution for 802.1ag SPBM i ncorporates control plane
interworking in the MES to map ISIS-SPB [2] information elenents into
the EVPN NLRI information and vice versa. This requires each MES to act
both as an EVPN BGP speaker and as an | Sl S-SPB edge node. Associ at ed
with this are procedures for configuring the forwardi ng operations of
the MES such that an arbitrary nunber of EVPN subtending SPB i sl ands may
be interconnected w thout any topol ogi cal or nultipathing dependenci es.
This requires each MES connected to an SPBMisland to act both as an
EVPN BGP speaker and as an | SI S-SPB edge node. This nodel also permits
PBB- MESs as defined in draft-I2vpn-pbb-evpn-02[6] to be seam essly
communi cate with the SPB islands. The next version of this docunent will
add support for 802.1Cbp permtting seanl ess interworking between

802. 1ah, 802.1aq and 802. 1Qbp as wel|l as supporting subtendi ng 802. 1lad
based PBNs.

Fom e e e e +
| |
I I
H--mnn + +----+ | +----+ +---+
| |----- | SPBM | | |PBB |---|CE2|
| SPBM | | MES1| | | Pl MPLS | | MESL| +-- -+
+---+ | NTVKY| +----+ Net wor k | +----+
| CE1] -| | | |
ot | | oo | |
| |----- | SPBM | | 4ok oo
+----- + | MES2| | | | SPBM | SPBM | +---+
+----+ | | MES3| ---| NTWK2]| - | CE3|
Fom e e e e + -+ B + +---+
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Fi gure 1: PBB and SPBM EVPN Net wor k

Each EVPN is identified by a route target. The route target identifies
the set of SPB islands and BEB-MESs that are allowed to communi cate.
This manifests itself as a set of Ethernet segnents, where each Ethernet
segment IDis unique within the route target.

BGP acts as a conmon repository of the I-SID attachnment points for the
set of subtending MESs/SPBM i sl ands. This is in the formof B-MAC
address/|-SI D/ Tx-Rx-attribute tuples. BGP filters leaking I-SID
information into each SPBM | SLAND on the basis of locally registered
interest. If an SPBM | SLAND has no BEBs registering interest in an |-
SID, informati on about that 1-SID fromother SPBMisland, PBB-VMESs or
PBBNs will not be | eaked into the local |1SIS SPB routing system

Each SPBMisland is administered to have an associ ated Ethernet Segnent
ID (ESI) associated with it.

For each B-VID in an SPBMisland, a single SPBMMES is el ected the

desi gnated forwarder for the B-VID. An SPBM MES may be a DF for nore
than one B-VID. This is described further in section 4.2. The SPBM MES
originates IS-1S advertisenents as if it were an |-BEB or |B-BEB that
proxy for the other SPBMi sl ands and PBB MESs in the VPN defined by the
route target, but the MES typically will not actually host any I-
conponents.

An SPBM MES that is a DF for a B-VID strips the B-VID tag infornation
fromframes relayed towards the EVPN. The DF al so inserts the
appropriate B-VID tag information into frames rel ayed towards the SPBM
i sland on the basis of the local I-SID/ B-VID bindings advertised in

| SI S- SPB.

4. Elements of Procedure
4.1. MES Configuration
At SPBM i sl and commi ssioning a MES is configured wth:
1) The route target for the service instance. \Were a service
instance is defined as the set of SPBMi sl ands, PBBNs and PBB-
MESs to be interconnected by the EVPN
2) The unique ESI for the SPBMi sl and. Mechanisns for deriving a
comon ESI for the SPBMisland are for a future version of the

docunent .

And the following is configured as part of conmissioning an | SIS SPB
node:
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1) A Shortest Path Source I D (SPSourcel D) used for algorithmnic
construction of nulticast DA addresses. Note this is

2) The set of VLANs (identified by B-VIDs Ethernet franes) used in
the SPBMisland and nultipathing algorithmIDs to use. The B-VID
may be different in different donmains and nmay be renoved as
carried over the | P/ MPLS network.

A type-1 RD for the node can be auto-derived. This will be described
in a future version of the docunent.

4.2. DF Election
MESs self appoint in the role of DF for a B-VID for a given SPBM
i sland. The procedure used is as per section 9.5.2 of draft-ietf-
| 2vpn-evpn-01[ 4] "DF election with service carving".

4.3. Control plane interworking ISIS-SPB to EVPN
When a MES receives an SPBM service identifier and unicast address
sub-TLV as part of an ISIS-SPB MI capability TLV it checks if it is
the DF for the B-VID in the sub-TLW.
If it is the DF, and there is new or changed informati on then a MAC
advertisement route NLRI is created for each new I-SID in the sub-
TLV.
- the Route Distinguisher (RD) is set to that of the MES
- the ESI is that of the SPBMi sl and
- the Ethernet tag ID contains the I-SID (including the Tx/Rx

attributes). The encoding of I-SID information is as per figure 2.

0 1 2 3

01234567890123456789012345678901
B T T i I T T o S S S e b S S S
| TI Rl Reserved | |-SID |
B e i s e S e e S e e S e e Rl il st sT o SRR I S S o

Figure 2: |1-SID encoding in the Ethernet tag-1D field
- the MAC address fromthe sub-TLV
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- an MPLS | abel

Simlarly in the scenario where a MES becane el ected DF for a B-VID
in an operating network, the 1S-1S database woul d be processed in
order to construct the NLRI information associated with the new role
of the MES.

If the BGP dat abase has NLRI information for the I-SID, and this is
the first instance of registration of interest in the I-SID fromthe
SPB island, the NLRI information with that tag is processed to
construct an updated set of SPBM service identifier and unicast
address sub-TLVs to be advertised by the MES

The 1SIS-SPB information is also used to keep current a local table

i ndexed by 1-SID to indicate the associated B-VID for processing of
frames received fromEVPN. Wien an |-SID is associated with nore than
one B-VID, only one entry is allowed in the table. Rules for this
will be in a future version of the docunent.

4.4. Control plane interworking EVPN to | SI S-SPB

Wien a MES receives a BGP NLRI that is new information, it checks if
the I1-SIDin the Ethernet Tag IDlocally maps to the B-VID it is an

el ected DF for. Note that if no BEBs in the SPB island have
advertised any interest in the |-SID, it will not be associated with
any B-VID locally, and therefore not of interest. If the |I-SIDis of
Il ocal interest to the SPBMisland and the MES is the DF for the B-VID
that that I-SIDis locally napped to, a SPBM service identifier and
uni cast address sub-TLV is constructed/updated for advertisenment into
I SIS

The NLRI information advertised into ISIS-SPB is also used to locally
popul ate a forwardi ng table indexed by B-MAC/I-SID that points to the
| abel stack to inpose on the SPBM frane. The bottom | abel being that
offered in the NLR

4.5. Data plane Interworking 802.1lag SPBM i sl and or PBB-MES to EVPN

When an MES receives a frame fromthe SPBMisland in a B-VID for
which it is a DF, it looks up the B-MAC/I-SID information to
deternmine the | abel stack to be added to the frane for forwarding in
the EVPN. The MES strips the B-VID information fromthe franme, adds
the |l abel information to the franme and forwards the resulting MPLS
packet .
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4.6. Data plane Interworking EVPN to 802. 1ag SPBM i sl and

When a MES receives a packet fromthe EVPN it may infer the B-VID to
overwite in the SPBMfrane fromthe |-SID or by other neans (such as
via the bottomlabel in the MPLS stack).

If the frame has a local nulticast DA, it overwites the SPsourcel D
in the frame with the | ocal SPsourcel D

4.7. Data plane interworking EVPN to 802. 1ah PBB- MES

N

A PBB- MES actually has no subtendi ng PBBN nor concept of B-VID so no
frane processing is required.

A PBB-MES is required to accept SPBM encoded nulticast DAs as if they
were 802. 1lah encoded nulticast DAs. The only information of interest
being that it is a nmulticast frane, and the |1-SID encoded in the

| ower 24 bits.

8. Dat apl ane interworking between 802. 1Qbp i sl ands and EVPN

For a future version of the docunent

9. Miulticast Stitching

For a future version of the docunment

O her Aspects

.1. Flow Ordering

When per 1-SID multicast is inplemented via MES replication, a stable
network will preserve frane ordering between known uni cast and BU
traffic (e.g. race conditions will not exist). This cannot be

guar ant eed when nmulticast is used in the EVPN

.2. Transit
Any MES that does not need to participate in the tandem cal cul ati ons
may use the IS-1S overload bit to exclude SPBM tandem pat hs and
behave as pure interworking platform
Acknow edgenent s

The authors would |ike to thank Peter Ashwood-Sm th and Janos Farkas
for their detailed review of this draft.

Allan et al., Expi res January 2013 [ Page 8]



Internet-Draft draft-all an-1 2vpn-spbm evpn-01

7. Security Considerations

For a future version of this docunent.
8. | ANA Consi derations

For a future version of this docunent.
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