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In summary: By participating with the IETF, you agree to follow IETF processes.

• If you write, say, or discuss anything in the IETF, formally or informally, (all of which we call "a contribution") that you know is covered by a patent or patent application you or your employer own, one of you must disclose that.

• You understand that meetings might be recorded and broadcast.

• See http://www.ietf.org/about/note-well.html
Agenda

- This, plus blue sheets, plus that last bit
- 60 min: Auto Discovery VPN Problem Statement and Requirements
  - draft-ietf-ipsecme-p2p-vpn-problem
  - Steve Hanna
- 15 min: TCP transport for the Internet Key Exchange
  - draft-nir-ipsecme-ike-tcp
  - Yoav Nir
Not on the agenda

• Formation of a design team to deal with ECDSA certificate flexibility for IKEv2
• draft-kivinen-ipsecme-oob-pubkey
  – No discussion on list since the last meeting
• draft-zhang-ipsecme-multi-path-ipsec
  – No changes since previous draft