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Abstract
Thi s docunment provides provides technical requirenments in Fixed
Mobi | e Convergence for the two use cases of group identification and
user equi pnent nobility in fixed network.
Requi renment s Language
The key words "MJST", "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOMMENDED', "MAY", and "OPTIONAL" in this
docunent are to be interpreted as described in RFC 2119 [ RFC2119].
Status of this Meno

This Internet-Draft is submtted in full conformance with the
provi sions of BCP 78 and BCP 79.

Internet-Drafts are working docunents of the Internet Engineering
Task Force (IETF). Note that other groups may also distribute

wor ki ng docunments as Internet-Drafts. The list of current Internet-
Drafts is at http://datatracker.ietf.org/drafts/current/.

Internet-Drafts are draft documents valid for a maxi num of six nonths
and nay be updated, replaced, or obsol eted by other docunents at any
time. It is inappropriate to use Internet-Drafts as reference
material or to cite themother than as "work in progress.”
This Internet-Draft will expire on April 25, 2013.

Copyright Notice

Copyright (c) 2012 | ETF Trust and the persons identified as the
docunent authors. Al rights reserved.

This docunent is subject to BCP 78 and the | ETF Trust’'s Legal
Provisions Relating to | ETF Docunents
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(http://trustee.ietf.org/license-info) in effect on the date of
publication of this docunent. Please review these docunments
carefully, as they describe your rights and restrictions with respect
to this docunent. Code Conponents extracted fromthis docunent nust
include Sinplified BSD License text as described in Section 4.e of
the Trust Legal Provisions and are provided without warranty as
described in the Sinplified BSD License.
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1.

I nt roducti on

In the FMC (fix/ nobil e convergence) network, the major convergenced
aspects include the converged business and service, converged network
and infrustructure, and converged user nmanagenent and term nals

[ TR203].

Wth network heterogeneity and huge demand of multinmedia and audi o-
vi sual services and applications as a given, users’ satisfaction is
the aimof each service provider to reduce churn, pronote new
services and inprove the ARPU (Average Revenue per User). The market
is cromded. Many players provide Internet and entertai nnent
services, which notivates new busi ness nodel s consi dering users
experi ence and consi dering roan ng agreenent between different
operators. New expectation for users’ consunption style focuses on
personal i zed and interactive usage. This allows users on one hand to
share content across many devices and with other users, but on the
other hand to access all content seam essly at the touch of a button

The converged business will provide the custoner with a uniform
policy and user experience. It can be seam essly and intuitively
accessi ble across all devices and all networks. The converged
network and infrustructure will reduce the CAPEX and OPEX for
operators, and incur miniml additional costs with the ever-changing
busi ness nodel. The converged user managenment and terminals wll
offer a nore sinple and conveni ent user experience, which wll
del i ver broadband connectivity and standardi zed nul tinedia services
to a wide range of devices, including nedia servers, video caneras,
portabl e nedia players, PCs and nobil e phones [TS23. 203].

The purpose of this docunent is to provide sone technica
requirenents specific to FMC scenario. |t can be regarded as a
nmotivation to encouragi ng standardi zation work in I ETF in those
areas.

Use case 1: Goup ldentification

The goal of our nodel is to enforce certain unified policy contro
for consuner’s service by nmeans of grouping the consuner’s devices
for managenent. This enforcenent allows control over the subscriber
| evel who can share the subscription anong several devices. This
group can be configured in the subscription server of the operator
Thi s device group for subscriber managenent coul d be defined as
subscri ber 1D

Subscriber I D used for unified service nmanagenent can be constructed
based on the requirenents of:
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1. Subscriber IDis assigned by the ICP/ISP or operators, and

2. Subscriber ID determne which traffic policy such as QS are
enforced by the nodes inside the network, and

3. Subscriber 1D could be configured in the subscription server of
the operator or ICP/ISP, and

4. Subscriber IDis conbined with the subscriber infornmation

5. Subscriber ID nmay correspond to the device identifiers, such as
ISIM etc. And the ID should be kept unchanged in the Carrier G ade
Net wor k Address Transl ation (CGN) devices.

The rules of this ID could be set through adm nistrative rules, which
is out the scope of this docunent. The devices of the consunmer and
the operator nust have the consistent ID for the sanme nanagenent
group. A differentiated service-conpliant network node can provide
differentiated policy enforcement and packet schedul i ng nechani sm
based on this kind of |D.

Consi der an ISP assign a subscriber-id to the custoner, the custoner
can not only use this subscriber-id to access the network, but also
use sone applications (operator’'s service or third-party service)

wi t hout additional appliance or authentication.

One subscriber may have nultiple devices, including PC, nobile
phones, ipad, etc., and nmay seanl essly nove across nmultiple

het er ogeneous networks. Wth this unified user ldentication, the
custonmer can log in different application systenms with a single
access control. Besides, operators and Content providers can al so
apply the unified access policy, accounting policy, etc., to the
custoner for the specific set of devices.

Pot enci al Techni cal |ssues:

Two different types of identifiers play an inportant role in this
case: Device ldentifier and Subscriber Identifier. The Device
Identifier is used to indicate each individual devices for the
customer, and the Subscriber Identifier is used to indicate a
custoner under the sane policy, e.g. accouting policy, priority
profile, etc. One Subscriber Identifier nay correspdent to nultiple
Devices Identifiers. These Identifiers should be kept unchanged in
the CGNs.
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3.

Use case 2: Requirements for UE Mobility in Fixed Broadband Network

Regardi ng the requirenents for MN (Mbile Node) nobility in fixed
br oadband networks two use cases can be distinguished. One is the
mobi l ity between different access technologies e.g. WF and 3 GPP
access and the other is the nobility in a WFi scenario.

Cust onmer service should be guanranted during the switch between one
access network to another. For exanple, custonmer’s call or video
service shouldn't be interrupted when noving from 3GPP access to WFi
access techonol ogy. The services depend on the substantive of
custonmer’s profile and it is inportant to confirmthe device

i dentification binding or updated accordingly for the same noving
devi ce.

The following are the requirenents for the User Equi pment Mbility in
Fi xed Broadband Networ k:

- Handover between networks while the session is active according to
the network status with the change in the MN attachment.

- Mechani sns and interfaces between operators or/and access networks
SHOULD be depl oyed to nmanage the nobility of the traffic flows of
their users

- Mobility should be enabl ed whet her or not coverage areas overl ap

- Differentiated Services for the nobile device (M)

- Service guarantee when device is roanmi ng or nobile

- Resiliency in the network nodes shoul d be provided

Pot ential Technical |ssues:

The potential issues for the nobility use case is device
identification suitable for nobility requirenents, |P address

reserved techonol ogy, QoS or UE information comruni cati on between
different access networks, nobility technology in WFi scenario.

| ANA Consi der ati ons

Security Considerations

Thi s docunent focuses on FMC requirenents and the interworking of
"WFi, 3G etc..." and should not give rise to any new security

Durel, et al. Expires April 25, 2013 [ Page 5]



Internet-Draft FMC use case Cct ober 2012

vul nerabilities beyond those described in | PSec [ RFC4301], TLS

[ RFC5246] or SRTP [ RFC3711]. Neverthel ess an open network
architecture aimed at fulfilling the requirements listed in this
docunent nay give rise to security issues not yet identified.
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