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Abstract

Thi s docunent provides a brief review of use cases in FMC (Fi xed
Mobi | e Convergence) architecture fromoperational point of view It
al so provides technical requirenments and probl ems which need be
resolved in ETF. It is conplenentary to the existing problem
statenment and requirenents documents.

Requi renents Language

The key words "MJST", "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOMMENDED', "MAY", and "OPTIONAL" in this
docunent are to be interpreted as described in RFC 2119 [ RFC2119].

Status of this Meno

This Internet-Draft is submitted in full conformance with the
provi sions of BCP 78 and BCP 79.

Internet-Drafts are working docunents of the Internet Engineering
Task Force (IETF). Note that other groups nmay also distribute

wor ki ng documents as Internet-Drafts. The list of current Internet-
Drafts is at http://datatracker.ietf.org/drafts/current/.

Internet-Drafts are draft docunents valid for a maxi num of six nonths
and nay be updated, replaced, or obsol eted by other docunents at any
time. It is inappropriate to use Internet-Drafts as reference
material or to cite themother than as "work in progress.”
This Internet-Draft will expire on April 25, 2013.

Copyright Notice

Copyright (c) 2012 | ETF Trust and the persons identified as the
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This docunment is subject to BCP 78 and the I ETF Trust’s Legal

Provisions Relating to | ETF Docunents
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publication of this docunent. Please review these docunents
carefully, as they describe your rights and restrictions with respect
to this docunment. Code Conponents extracted fromthis docunment nust
include Sinplified BSD License text as described in Section 4.e of
the Trust Legal Provisions and are provided without warranty as
described in the Sinplified BSD License.
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1. Introduction

In the FMC (Fi xed Mbil e Convergence) architecture, the major FMC
could be devided into several aspects, which are the converged
busi ness and service, converged infrastructure and network, and
converged user nanagenent.

The fundamental principle of FMC all starts fromthe consuners. Wth
a multitude of devices to fit different personal preference, nulti

het er ogeneous networks including fixed, 3GPP, WFi, etc., and

di fferent business nodels in practice, people are getting nore and
nore confused on how to nmake the decision to choose their

subscri ber-id, access network, etc.

The customer needs a life without barriers. The converged business
will provide the customer with a uniform policy and user experience
It can be seanlessly and intuitively accessible across all devices
and all networks. The converged network and infrastructure wll
reduce the CAPEX and OPEX for operators, and incur mnimal additiona
costs with the ever-changi ng busi ness nodel. The converged user
managenent and terminals will offer a nore sinple and conveni ent user
experience, which will deliver broadband connectivity and
standardi zed nmul tinedia services to a wi de range of devices,

i ncludi ng nedi a servers, video caneras, portable nedia players, PCs
and nobi | e phones.

Wi | e BBF and 3GPP has done a | ot of work on architecture nodel
interface definition, etc., protocol standardization work should
still be undertaken in I ETF which is acceptable to all parties and
cultivates a common ecosystem based on Internet protoco
architecture.

The purpose of this docunent is provides the use cases in FMC
ecosystem together with sone technical requirenents and probl ens
whi ch need be resolved in | ETF process. Sone issues have been taken
by some existing Was in | ETF, and some can be applied but not
specific to FMC scenario. Qur purpose can be regarded as a
nmotivation to encouragi ng those working itens to be standardized in
| ETF.

2. Use case 1: Unified User ldentification

Consi der a device of the subscriber accessing a network has to be
aut hori sed and authenticated as well as to assure reliability of the
service,the device nust be able to identified and recogni zed as the
first step. That nmeans that the identity of the device nust be
transferred and acknowl edged. |In addition, a unique identity has to
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be transferred or assigned to the device to maintian the device
nmanagenent .

In real network,|SP assign a subscriber-id to the subscriber al ways.
One subscriber may have nultiple devices, including PC, nobile
phones, ipad, etc., and nmay seanl essly cross multiple heterogeneous
networ ks. The subscriber can not only use this subscriber-id to
access the network, but also share the subscription between multiple
devices. ISP could assign an IDto the custoner, any of the devices
bel onging to the custoner can achi eve the authentication progress.
The cuntoner can use this subcriber-id to connect the sane service
applications (operator’s service or third-party service) wthout
addi ti onal appliance. The devices of the same subscriber should be
managed in a group. This group could be identified by a
identification.Wth this unified identication, the custoner can | og
in different application systens with a single access control
Besi des, operators and content providers can apply the unified access
policy, accounting policy, etc., to the custonmer for the specific set
of devices, as illustrated in Figure 1 bel ow
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Figure 1

Pot enci al Techni cal |ssues:
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The Device ldentifier, such as ISIM MAC address, |P address etc, is
used to indicate each individual device or host for the custoner.
Currently, |IP address can be regarded as a device ldentifier fromthe
network | ayer. However, these identifiers are difficult to be kept
consistently with NAT/CGNs(Carrier Grade Network Address Transl ation)
al ong the path. Addional techniques (e.g. Host ID, |D Locator

split, Device ID mapping to the network information,etc.)should be

i ntroduced to guarantee that a unique device ldentifier will not be
nmodi fi ed het er ogeneous network environnent.

Additionally, there is no suitable certain identifier by neans of
group the customer’s devices for unified control and nmanagenent.

The group identifier for the devices should be introduced. Based on
this kind of identifier, the operator can provide unified policy
control on the user-level, irrespective of the devices .It provides a
busi ness case with unified subscriber nmanagenent, policy control
single sign-on for applications, etc.

3. Use case 2: Unified QoS provisioning capability

A custoner was firstly watching TV with a smart phone on his way
home, and the video streamis snooth. \Wen he arrives hone, he
switches the same TV channel to the television screen and keep

wat chi ng. This user experience should not decrease due to the
handover between different devices, the QS feature should renmain
consistent with custoners’ profile all the time, as illustrated in
Fi gure 2 bel ow
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In this scenario, different devices will have the special requirenent
on display resolution, codec, etc. Addtionally, different networks
will also have alternative ways to achi eve these

requi renents. Moreover, content providers nay provide differentiated
service for subscribers. Wen a custoner roans fromone network to
anot her, or from one device or another, the user QS priority should
still be treated uniformy in Content Provider/ Service Provider

(CP/ SP), including bandwi dt h guarantee, Content Distribution Network

(CDN) policy, etc.

Pot ential Technical |ssues:

1. QoS nmapping: Unified user experience can only be achi eved when
het er ogeneous networks interpret QoS paraneters uniformy, which
is based on the identification of the user

2. User identification: CP/SP should support to identify the
subscri bers across different devices and heterogenous network

4. Use case 3: Seam ess handover for VPDN tunne

A virtual private dial-up network (VPDN) is a network that extends
renote access to a private network using a shared infrastructure,
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VPDN al | ows individual users to connect to a renote network such as
roam ng sal es people connecting to their conpany’s intranet. VPDNs
use Layer 2 tunnel technol ogies (L2F, L2TP, and PPTP) to extend the
Layer 2 and higher parts of the network connection froma renote user
across an ISP network to a private network. Sonetines, in order to
ensure the confidentiality of the data sent to an renote user, |Psec
is used to setup a secure tunnel fromthe VPDN Client to a centra
router. However, when the user roans from one access point to

anot her one,the network needs to provide a seanl ess renote access
during handover.

Pot enti al Techni cal |ssues:

The issues that should be tackled in this case include device feature
identification, seam ess handover between different secure
tunnel s, Qos mapping, etc. Currently, a possible solution is Mbike

[ RFC4555], which allows the | P addresses of the tunnel endpoints in

| Psec tunnel nobde to change. However, this solution has a "NAT

prohi bition" feature which can be used to ensure that |P addresses
have not been nodified by NATs, |Pv4/1Pv6 translation agents, or
other simlar devices. Besides, other kinds of VPDN should al so be
sol ved in seam ess handover case

5. Use case 4: Mbility

Mobility is one of the nost inportant itens which should be
considered in FMC work. We introduce two nobility usecases here, one
is nmobility between different access technol ogies (WFi and 3GPP)

and the other is nobility in WFi scenario, such as between APs, as
illustrated in Figure 3 bel ow
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Cust onmer service should be guaranteed during the switch between one
access network to another. For exanple, custonmer’s call or video
service shouldn't be interrupted when noving from 3GPP access to WFi
access techonol ogy. Even nore we can see all the services depends on
the substantive of custoner’s profile. Mve, in the NAT scenario, we
need identification for UE behind NAT. It is inportant to confirm
the device identification binding or updated accordingly for the same
UE which is nmoving. It isn't in the scope of nmobility protocol

Additionally, WFi is one of the nost inportant access technology for
operators, it is possible that custonmer is playing video in the bus
via WFi. The nobility between APs,and in AP overlap area nust be
consi dered. Even nore, wherever the device access to the service via
WFi, such as at hone or in the hotspot, or even roam ng to another
W Fi operator’s network, the QS and service experience should be
uni f orm

Potential Technical |ssues:
1. In order to provide uniformpolicy control, the device

identification should be uniformor transferred during the device
mobility. This is the specical requirenent for UE identifier
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2. Wen the service application fromone device to another deivce of
a subscriber, the uniform QS and service experience should be
guar ant eed, even between different access networks. Based on
this requirenment, PMP and M P can not achieve the QS uniform
during nobility. Additional nechine is needed.

3. In the scenario of WFi, the service QS and experi ence between
different APs should be guanrantted during device mobility. In

this case, the WFi connection status and the subscri ber
i nformati on should be tracked during nobility.

6. | ANA Consi derati ons

7. Security Considerations

TBD
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