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Abstract

The Pat h Conputati on El enent Communi cation Protocol (PCEP) provides
mechani sns for Path Conputation Elenments (PCEs) to perform path
conmputations in response to Path Conputation Cients (PCCs) requests.

[I-D.ietf-pce-stateful -pce] describes a set of extensions to PCEP to
provi de stateful control. This docunent describes the objects and
TLVs to be used with these PCEP extensions to control Miltiprotocol
Label Switching (MPLS) Traffic Engineering Label Switched Paths (TE
LSP) via a stateful PCE.

Requi rement s Language

The key words "MJST", "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOMMENDED', "MAY", and "OPTIONAL" in this
docunment are to be interpreted as described in [ RFC2119].

Status of this Meno

This Internet-Draft is submtted in full conformance with the
provi sions of BCP 78 and BCP 79.

Internet-Drafts are working docunents of the Internet Engineering
Task Force (I ETF). Note that other groups may also distribute

wor ki ng documents as Internet-Drafts. The list of current Internet-
Drafts is at http://datatracker.ietf.org/drafts/current/.

Internet-Drafts are draft documents valid for a maxi num of six nonths
and may be updated, replaced, or obsoleted by other docunents at any
time. It is inappropriate to use Internet-Drafts as reference
material or to cite themother than as "work in progress.”

This Internet-Draft will expire on April 18, 2013.
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1. Introduction

The Pat h Conput ati on El enent Communi cati on Protocol (PCEP) provides
mechani sns for Path Conputation Elenments (PCEs) to perform path
conputations in response to Path Conputation Cients (PCCs) requests.

[I-D.ietf-pce-stateful -pce] describes a set of extensions to PCEP to
provi de stateful control. This docunent describes the objects and
TLVs to be used with these PCEP extensions to control Miltiprotocol
Label Switching (MPLS) Traffic Engineering Label Sw tched Paths (TE
LSP) via a stateful PCE.

2. Term nol ogy

This docunent uses the following terns defined in [ RFC5440]: PCC,
PCE, PCEP Peer.

Thi s docunment uses the following terns defined in [ RFC4090]: MPLS TE
Fast Reroute (FRR), FRR One-to-One Backup, FRR Facility Backup.

This docunent uses the following ternms defined in
[I-D.ietf-pce-stateful -pce] : Passive Stateful PCE, Active Stateful
PCE, Del egation, Delegation Tinmeout Interval, LSP State Report, LSP
Update Request, LSP Priority, LSP State Database, Revocation.

Wthin this docunent, when describing PCE-PCE conmuni cations, the
requesting PCE fills the role of a PCC. This provides a saving in
docunment ation without |oss of function.

The message formats in this docunment are specified using Routing
Backus- Naur Format (RBNF) encoding as specified in [ RFC5511].

3. Mdtivation

Several use cases for stateful PCE in an MPLS-TE network are included
in [l-D.ietf-pce-stateful-pce].

4, MPLS-TE specific descriptors used in PCEP Messages

As defined in [ RFC5440], a PCEP nessage consists of a comon header
foll owed by a variable-l1ength body made of a set of objects that can
be either mandatory or optional. [I-D.ietf-pce-stateful-pce]

descri bes the nessages and objects needed in support of stateful PCE
The follow ng sections contain MPLS-TE specific descriptors used in
some of these nessages.
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4.1. MPLS-TE specific descriptors for the PCRpt Message

The format of the PCRpt nessage is defined in
[I-D.ietf-pce-stateful -pce] as follows, and included here for easy

ref erence:

<PCRpt Message> ::= <Common Header >

<state-report-list>

Wher e:

<state-report-list> ::= <state-report>[<state-report-1list>]

<state-report> ::= <LSP>

[ <pat h-1ist>]

Wher e:

<pat h-1ist>::=<pat h>[ <pat h-1i st >]
For MPLS-TE LSPs, the path descriptor is defined as foll ows:

<pat h>: : =<EROC><attri bute-1li st >

VWher e:
<attribute-list> ::= [ <LSPA>]
[ <BANDW DTH>]
[ <RRC>]
[<nmetric-list>]
<metric-list> ::= <METRIC[<metric-1ist>]

The LSP State Report MAY contain a path descriptor for the primary
path and one or nore path descriptors for backup paths. A path
descriptor MJUST contain an ERO object as it was specified by a PCE or
an operator. A path descriptor MJST contain the RRO object if a
primary or secondary LSP is set up along the path in the network. A
pat h descriptor MAY contain the LSPA, BANDW DTH, and METRI C obj ects.
The ERO, LSPA, BANDW DTH, METRIC, and RRO objects are defined

i n[ RFC5440] .

4.2. WMPLS-TE specific descriptors for the PCUpd Message

A Path Conputation LSP Update Request message (also referred to as
PCUpd message) is a PCEP nessage sent by a PCE to a PCC to update
attributes of an LSP. A PCUpd nessage can carry nore than one LSP
Updat e Request. The Message- Type field of the PCEP comobn header for
the PCUpd nessage is set to [TBD].
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The format of the PCUpd nessage is defined in
[I-D.ietf-pce-stateful-pce] and included here for easy reference:

<PCUpd Message> ::= <Common Header >
<udpat e-request-1list>
Wher e:
<updat e-request-1list> ::= <updat e-request >[ <updat e-request - | i st >]
<updat e-request > ::= <LSP>
[<pat h-1ist>]
\Wher e:

<pat h-1i st>::=<pat h>[ <pat h-1i st >]

For MPLS-TE LSPs, the endodi ng of path descriptor is defined as
fol | ows:

<pat h>:: =<ERC><attri bute-1list>

Wher e:
<pat h>:: =<ERC><attribute-1ist>
\Wher e:
<attribute-list> ::= [ <LSPA>]
[ <BANDW DTH>]
[<metric-1ist>]
<metric-list> ::= <METRIC>[ <netric-1list>]

There is one mandatory object that MJST be included within each LSP
Updat e Request in the PCUpd nessage: the LSP object (see
[I-D.ietf-pce-stateful-pce]). |If the LSP object is nissing, the
recei ving PCE MUST send a PCErr nmessage with Error-type=6 (Mandatory
bj ect missing) and Error-val ue=[ TBD] (LSP object m ssing).

The LSP Update Request MJST contain a path descriptor for the primry
pat h, and MAY contain one or nore path descriptors for backup paths.
A path descriptor MJST contain an ERO object. A path descriptor NMAY
further contain the BANDWDTH, | RO and METRIC objects. The ERQ
LSPA, BANDW DTH, METRIC, and | RO objects are defined in [ RFC5440].

Each LSP Update Request results in a separate LSP setup operation at

a PCC. An LSP Update Request MJST contain all LSP paraneters that a
PCC wi shes to set for the LSP. A PCC MAY set nissing paraneters from
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locally configured defaults. |If the LSP specified the Update Request
is already up, it will be re-signaled. The PCC will use nmake- before-
break whenever possible in the re-signaling operation

A PCC MUST respond with an LSP State Report to each LSP Update
Request to indicate the resulting state of the LSP in the network. A
PCC MAY respond with nultiple LSP State Reports to report LSP setup
progress of a single LSP

If the rate of PCUpd nessages sent to a PCC for the sane target LSP
exceeds the rate at which the PCC can signal LSPs into the network,
the PCC MAY perform state conpression and only re-signal the |ast
nmodi fication in its queue.

Note that a PCC MJST process all LSP Update Requests - for exanple,
an LSP Update Request is sent when a PCE returns del egation or puts
an LSP into non-operational state. The protocol relies on TCP for

message-1 evel flow control

Note also that it’s up to the PCE to handle inter-LSP dependenci es;
for exanple, if ordering of LSP set-ups is required, the PCE has to
wait for an LSP State Report for a previous LSP before triggering the
LSP setup of a next LSP

4.3. MPLS-TE specific encoding for the PCReq Message for stateful PCE

A PCC MAY include the LSP object defined in
[I-D.ietf-pce-stateful-pce] in the PCReq nessage if the stateful PCE
capability has been negotiated on a PCEP session between the PCC and
a PCE. The definition of the PCReq nessage (see [ RFC5440], Section
6.4) is then extended as foll ows:
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<PCReq Message>::= <Comopn Header >
[ <svec-list>]
<request-list>

Wher e:

<svec-|ist>::=<SVEC>[ <svec-|i st >]
<request-1list>::=<request>[<request-Ilist>]

<request >:.: = <RP>
<END- PO NTS>
[ <LSP>] <--- New pj ect
[ <LSPA>]
[ <BANDW DTH>]
[<metric-1list>]
[ <RRC>[ <BANDW DTH>] ]
[ <I RO>]
[ <LOAD- BALANCI NG>]

\Wher e:
<metric-list> :=<METRIC[<netric-list>]

4.4, WMPLS-TE specific encoding for the PCRep Message for stateful PCE
A PCE MAY include the LSP object defined in
[I-D.ietf-pce-stateful-pce] in the PCRep nessage if the stateful PCE
capability has been negotiated on a PCEP session between the PCC and
the PCE and the LSP object was included in the correspondi ng PCReq

message fromthe PCC. The definition of the PCRep nessage (see
[ RFC5440], Section 6.5) is then extended as foll ows
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5.

5.

<PCRep Message> ::= <Common Header >
<response-|list>

Wher e:
<response-|ist>::=<response>[ <response-|ist>]

<response>: : =<RP>
[ <LSP>] <--- New Qbj ect
[ <NO PATH>]
[<attribute-list>]
[<pat h-1ist>]

<pat h-1i st>::=<pat h>[ <pat h-1i st >]
<path>::= <ERC><attribute-list>
Wher e:

<attribute-list>::=[ <LSPA>]
[ <BANDW DTH>]
[<netric-list>]
[ <I RO>]

<metric-list> :=<METRI C[<netric-1|ist>]

bj ect and TLV Fornats

The PCEP objects defined in this docunent are conpliant with the PCEP
object format defined in [RFC5440]. The P flag and the | flag of the
PCEP obj ects defined in this document MJST al ways be set to 0 on
transm ssi on and MJST be ignored on receipt since these flags are
exclusively related to path conputation requests.

1. LSP lIdentifiers TLVs

Whenever the value of an LSP identifier changes, a PCC MJUST send out
an LSP State Report, where the LSP (bject carries the LSP Identifiers
TLV that contains the new value. The LSP Identifiers TLV MJST al so
be included in the LSP object during state synchronization. There
are two LSP ldentifiers TLVs, one for |IPv4 and one for |Pv6.

The format of the | PV4A-LSP-1DENTIFIERS TLV is shown in the follow ng
figure:

Crabbe, et al. Expires April 18, 2013 [ Page 8]



Internet-Draft Stateful PCE extensions for MPLS-TE LSPs Cct ober 2012

0 1 2 3
01234567890123456789012345678901
B i S S T s i S T st i S S S S S S S S i
[ Type=[ TBD| [ Lengt h=12 [
B e i i e o e e S T S e e s i i TR S
[ | Pv4 Tunnel Sender Address [
B e o i T o S e i T e e e S i s ot o S R TR S
| LSP ID | Tunnel 1D |
B i S S T s i S T st i S S S S S S S S i
[ Ext ended Tunnel 1D [
B e i i e o e e S T S e e s i i TR S

Fi gure 1: | PV4-LSP-1DENTI FI ERS TLV f or mat

The type of the TLV is [TBD] and it has a fixed length of 12 octets.
The val ue contains the follow ng fields:

| Pv4 Tunnel Sender Address: contains the sender node's | Pv4 address,
as defined in [ RFC3209], Section 4.6.2.1 for the LSP_TUNNEL | Pv4
Sender Tenpl ate Obj ect.

LSP ID: contains the 16-bit 'LSP ID identifier defined in
[ RFC3209], Section 4.6.2.1 for the LSP_TUNNEL | Pv4 Sender Tenpl ate
bj ect.

Tunnel ID: contains the 16-bit 'Tunnel ID identifier defined in
[ RFC3209], Section 4.6.1.1 for the LSP_TUNNEL_I Pv4 Sessi on (bject.
Tunnel 1D remains constant over the life tinme of a tunnel
However, when G obal Path Protection or G obal Default Restoration
is used, both the primary and secondary LSPs have their own Tunne
IDs. A PCCwll report a change in Tunnel ID when traffic
switches over fromprimary LSP to secondary LSP (or vice versa).

Ext ended Tunnel I1D: contains the 32-bit 'Extended Tunnel 1D
identifier defined in [ RFC3209], Section 4.6.1.1 for the
LSP_TUNNEL | Pv4 Sessi on bject.

The format of the | PV6-LSP-1DENTIFIERS TLV is shown in | follow ng
figure:
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0 1 2 3
01234567890123456789012345678901
B i S S T s i S T st i S S S S S S S S i

Type=[ TBD| [ Lengt h=36 [
B e i i S e S i e S T S R S e o o T S s

I

+-

I I
+ +
| | Pv6 tunnel sender address |
+ (16 octets) +
I I
+ +
I I
e e e e i e s S e R CE o o R
| LSP ID Tunnel 1D |
B I S i e S i S S i S S I i i S o

I I
+
I I
+
I I
+
I I
+-

+

+

Ext ended Tunnel | D

(16 octets) +
+
+

S e e i S S S S S S e
Figure 2: | PV6-LSP-1DENTIFI ERS TLV for mat

The type of the TLV is [TBD] and it has a fixed | ength of 36 octets.
The val ue contains the follow ng fields:

| Pv6 Tunnel Sender Address: contains the sender node's | Pv6 address,
as defined in [ RFC3209], Section 4.6.2.2 for the LSP_TUNNEL | Pv6
Sender Tenpl ate Obj ect.

LSP ID: contains the 16-bit 'LSP ID identifier defined in
[ RFC3209], Section 4.6.2.2 for the LSP_TUNNEL | Pv6 Sender Tenpl ate
bj ect.

Tunnel ID: contains the 16-bit 'Tunnel ID identifier defined in
[ RFC3209], Section 4.6.1.2 for the LSP_TUNNEL_I Pv6 Session (bject.
Tunnel 1D remains constant over the life time of a tunnel.
However, when G obal Path Protection or G obal Default Restoration
is used, both the primary and secondary LSPs have their own Tunnel
IDs. A PCCwll report a change in Tunnel ID when traffic
switches over fromprimary LSP to secondary LSP (or vice versa).
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Ext ended Tunnel ID: contains the 128-bit ' Extended Tunnel |ID
identifier defined in [ RFC3209], Section 4.6.1.2 for the
LSP_TUNNEL_I Pv6 Sessi on bj ect.

5.2. Tunnel ID TLV

The Tunnel I D TLV MAY be included in the LSPA object.

The format of the TUNNEL TLV is shown in the follow ng figure:

0 1 2 3

01234567890123456789012345678901
T I T S i T i S S S i T i S S S S S S S

| Type=[ TBD] | Lengt h=4 |
B i S S T s i S T st i S S S S S S S S i
[ Reserved [ Tunnel 1D [

B o T S T i T S I i S S S S S S T

Figure 3: Tunnel-1D TLV for nmat

The type of the TLV is [TBD] and it has a fixed length of 4 octets.
The val ue contains a single field:

Tunnel ID: contains the 16-bit 'Tunnel ID identifier defined in
[ RFC3209], Section 4.6.1.1 for the LSP_TUNNEL_I Pv4 Session (bject.
Tunnel I D remains constant over the life tinme of a tunnel.
However, when d obal Path Protection or dobal Default Restoration
is used, both the primary and secondary LSPs have their own Tunnel
| Ds.

5.3. LSP Update Error Code TLV

If an LSP Update Request failed, an LSP State Report MJST be sent to
all connected stateful PCEs. LSP State Report MJST contain the LSP
Update Error Code TLV, indicating the cause of the failure.

The format of the LSP-UPDATE- ERROR- CODE TLV is shown in the follow ng
figure:

0 1 2 3

01234567890123456789012345678901
e T o e S b e i S I R R
| Type=[ TBD| | Lengt h=4 |
B S T S T S i i S s S S S S
| Error Code |
s T S S e i S S S S S Sk S b e SN S
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Fi gure 4: LSP- UPDATE- ERROR- CODE TLV f or mat

The type of the TLV is [TBD] and it has a fixed length of 4 octets.
The val ue contains the error code that indicates the cause of the LSP
setup failure. Error codes will be defined in a later revision of
this docunent.

6. | ANA Consi der ations

This docunent requests | ANA actions to allocate code points for the
protocol elenents defined in this docunent. Values shown here are
suggested for use by | ANA

6.1. PCEP bjects

Thi s docunent defines the foll owi ng new PCEP Obj ect-cl asses and
bj ect - val ues:

bj ect-Cl ass Val ue Narme Ref er ence

32 LSP Thi s docunent
bj ect - Type
1

6.2. PCEP-Error Object

Thi s docunent defines new Error-Type and Error-Value for the
foll owi ng new error conditions:

Error-Type Meaning
6 Mandat ory Obj ect m ssing

Error-value=9: ERO Cbject missing for a path in an LSP
Updat e Request where TE-LSP setup is
requested

Error-val ue=10: BANDW DTH Ohject missing for a path in
an LSP Update Request where TE-LSP
setup is requested

Error-val ue=11: LSPA Object missing for a path in an
LSP Updat e Request where TE-LSP setup
is requested

6.3. PCEP TLV Type Indicators

Thi s docunment defines the foll owi ng new PCEP TLVs:
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7.

9.

9.

Val ue Meani ng Ref er ence
18 | PV4- LSP- | DENTI FI ERS Thi s docunent
19 | PV6- LSP- | DENTI FI ERS Thi s docunent
20 LSP- UPDATE- ERROR- CODE Thi s docunent
24 TUNNEL- | D Thi s docunent

Security Considerations

The security considerations listed in [I-D.ietf-pce-stateful-pce]
apply to this docunent as well.
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