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Abstract

Thi s docunment proposes a variety of optinization approaches for | GW
and MLD in wireless and nobile networks. It ains to provide useful
guideline to allow efficient multicast comunication in these

net wor ks using | GW or M.D protocols.

Requi renents Language

The key words "MJST", "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOMMENDED', "MAY", and "OPTIONAL" in this
docunent are to be interpreted as described in [RFC2119].
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Drafts is at http://datatracker.ietf.org/drafts/current/.

Internet-Drafts are draft docunments valid for a maxi num of six nonths
and may be updated, replaced, or obsol eted by other docunents at any
time. It is inappropriate to use Internet-Drafts as reference
material or to cite themother than as "work in progress."

This Internet-Draft will expire on January 13, 2013.
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1. Introduction

Wth the wi de depl oynment of various wreless access techni ques and
the tendency to support video applications on wrel ess networks,
wireless and nobile multicast come to attract nore and nore interests
fromcontent and service providers, but still face great chall enges
when consi dering dynam ¢ group nenbershi p managenent under constant
update of delivery path introduced by node novement, and high
probability of |oss and congestion due to linmted reliability and
capacity of wreless links.

Mul ticast network is generally constructed by | GW and M.D group
management protocol (respectively for IPv4 and | Pv6 networks) to
track valid receivers and by nulticast routing protocol to build

mul ticast delivery paths. This docunent focuses only on | GW and
M.D, which are used by a host to subscribe a nmulticast group and are
nost possibly to be exposed to wireless link to support term na
mobility. As IGW and M.D were designed for fixed users using wred
link, they do not necessarily work well for different wireless |ink
types and nobile scenarios, thus should be considered to be enhanced
to be nore applicable in these environments.

This meno proposes a variety of optimzations for IGW and M.D in
wi rel ess and nobil e networks to inprove network performance, wth
m ni mum changes on the protocol behavi or and w t hout introducing
interoperability issues. These solutions can also be applied in
wi red network when efficiency or reliability is required.

For generality, this neno does not put limtations on the type of
wirel ess techni ques running below | GW or M.D. They could be
cellular, WMAX, WFi and etc, and are nodel ed as different abstract
link nodel s as described in section 2.2. Even though sonme of them
(such as WFi) have nulticast limtations, it is probable that | GwW/
M.D is enabled on the wireless ternminal and nulticast is supported
across the network. The nobile I P protocol adopted on the core side,
upstream fromthe access router, could be PMP, MPv4, or MPv6.

2. Requirements

2.1. Characteristics of Wreless and Mbile Milticast

Several linitations should be considered when supporting I P nulticast
in wireless and nmobil e networks, including:

OLimted link bandwidth: wireless link usually has linited

bandwi dth, and the situation will be nade even worse if high vol une
video nulticast data has to be carried. Al so the bandw dth avail abl e
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in the upstream and downstream directi ons may be asynmetri cal

O High loss rate: wireless |link usually has packet |oss ranging from
1% to 30% according to different links types and conditions. Al so
when packets have to travel between home and access networks (e.qg.

t hrough tunnel), they are prone to loss if the two networks are

di stant from each ot her

O Frequent nenbership change: in fixed nmulticast, nmenbership change
only happens when a user |eaves or joins a group, while in nobile
scenari o nenbership may al so change when a user changes its |ocation

O Prone to perfornmance degradation: the possible increased
interaction of protocols across layers for nobility managenent, and
the limtation of link capacity, may | ead to network performance
degradation and even to conpl ete connection |oss.

O Increased Leave Latency: the leave latency in nobile multicast

m ght be increased due to user novenent, especially if the traffic
has to be transnitted between access and honme networks, or if there
i s a handshake between networks.

2.2. Wreless Link Mdel

Wreless links can be categorized by their different transnission
nmodes into three typical nodels: point-to-point (PTP), point-to-
mul ti point (PTMP), and broadcast |ink nodels.

In PTP nodel, one link is dedicated for two conmunication facilities.
For nulticast transm ssion, each PTP link normally has only one
receiver and the bandwidth is dedicated for that receiver. Such link
nmodel may be inplenmented by running PPP on the |ink or having
separate VLAN assignnment for each receiver. In nobile network

tunnel between entities of hone and foreign networks should be
recogni zed as a PTP |ink

PTMP is the nodel for mnultipoint transm ssion wherein there is one
centralized transnmitter and nmultiple distributed receivers. PTMW
provi des common downl i nk channels for all receivers and dedi cated
upl i nk channel for each receiver. Bandw dth downstreamis shared by
all receivers on the sane |ink.

Broadcast |ink can connect two or nore nodes and supports broadcast

transmission. It is quite simlar to fixed Ethernet |ink nodel and
its link resource is shared in both uplink and downlink directions.
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2.3. Requirements on | GW and M.D

| GW and MLD are usually run between nobile or wireless termnals and
their first-hop access routers (i.e. hone or foreign routers) to
subscribe an I P multicast channel. Currently the version in-use

i ncludes | GWv2 [RFC2236] and its |IPv6 counterpart M.Dvl [ RFC2710],

| GWv3 [ RFC3376] and its | Pv6 counterpart M.Dv2 [ RFC3810], and LW

| GWv3/ M.Dv2 [ RFC5790]. Al these versions have basic group
managenent capability required by a nulticast subscription. The
differences lie in that |GWwv2 and M.Dvl can only join and | eave a
non- sour ce-specific group, while IGwv3 and M.Dv2 can sel ect

i ncludi ng and excludi ng specific sources for their join and | eave
operation, and LWIGWv3/ M.Dv2 sinplifies | GWwv3/ M.Dv2 procedures by
di scardi ng excl udi ng-source function. Anong these versions, (LW)

| GWv3/ M.Dv2 has the capability of explicitly tracking each host
menber .

Fromthe illustration given in section 2.1 and 2.2, it is desirable
for 1GwW and MLD to have the followi ng characteristics when used in
wi rel ess and nobil e networks:

0 Adaptive to link conditions: wreless network has various |ink
types, each with different bandwi dth and performance features. |GW
or M.D should be able to be adaptive to different |ink nodel and |ink
conditions to optimize its protocol operation

o Mnimal group join/leave | atency: because nobility and handover may
cause a user to join and leave a nulticast group frequently, fast
join and | eave by the user helps to accelerate service activation and
to rel ease unnecessary resources quickly to optinize resource
utilization.

0 Robust to packet |oss: the unreliable packet transm ssion due to
instable wireless Iink conditions and limted bandw dth, or |ong
di stance transm ssion in nobile network put nore strict robustness
requi renent on delivery of |GW and M.D protocol nessages

0 Reduci ng packet exchange: wireless link resources are usually nore
limted, precious, and congested conpared to their wired counterpart.
This requires packet exchange be minimzed w thout degradi ng protoco
per f or mance.

o Packet burst avoi dance: |arge nunber of packets generated in a
short time interval may have the tendency to deteriorate wrel ess
network conditions. |1GW and M.D should be optim zed to reduce the
probability of packet burst.
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3.

3.

3.

| GW/ MLD Optinization for Wrel ess and Mbil e Networks

This section introduces several optimzation nethods for | GW and M.D
in wreless or nobile environment. The aimis to meet the

requi renents described in section 2.3. |t should be noted that
because an enhancenment in one direction mght result in weakening
effect in another, balances should be taken cautiously to realize
overal |l performance el evation.

Swi t chi ng Bet ween Uni cast and Ml ticast Queries

| GW/ MLD protocol uses multicast Queries whose destinations are

mul ticast addresses and al so all ows use of unicast Query with unicast
destination to be sent only to one host. Unicast Query has the
advant age of not affecting other hosts on the sane link, and is
desirabl e for wireless comunication because a nobile terminal often
has limted battery power [RFC6636]. But if the nunber of valid
receivers is large, using unicast Query for each receiver is

i nefficient because | arge nunber of Unicast Queries have to be

generated, in which situation normal nulticast Query will be a good
choi ce because only one CGeneral Query is needed. |If the nunber of
receivers to be queried is snmall, unicast Query is advantageous over

the multicast one.

More flexibly, the router can choose to sw tch between unicast and
mul ticast Queries according to the practical network conditions. For
exanple, if the receiver nunber is small, the router could send

uni cast Queries respectively to each receiver, wthout arousing other
non-menber terminal which is in dormant state. \When the receiver
number reaches a predefined level, the router could change to use
nmul ti cast Queries. To have the know edge of the nunber of the valid
receivers, arouter is required to enable explicit tracking, and
because G oup- Specific Query and G oup-and- Source-Specific Query are
usual Iy not used under explicit tracking [ RFC6636], the swi tching
operation nostly applies to General Queries.

General Query Supplenented with Unicast Query

Uni cast Query al so can be used in assistance to General Query to

i mprove the robustness of solicited reports when General Query fails
to collect all of its valid nenbers. It requires the explicit
tracking to be enabled and can be used when a router after sending a
peri odi cal General Query collects successfully nost of the valid
menbers’ responses while | osing some of which are still valid inits
dat abase. This may be because these reports are not generated or
generated but |ost for some unknown reasons. The router could choose
to unicast a Query respectively to each non-respondent valid receiver
to check whether they are still alive for the nulticast reception
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wi thout affecting the majority of receivers that have already
responded. Unicast Queries under this condition could be sent at the
end of the [ Maxi mum Response Del ay] after posting a General Query,
and be retransmtted for [Last Menber Query Count] tines, at an
interval of [Last Menber Query Interval].

3.3. Retransnission of Queries

In 1GW and MLD, apart fromthe continuously periodical transm ssion
General Query is also transmitted during a router’s startup. It is
transmitted for [Startup Query Count] tines by [Startup Query
Interval]. There are sone other cases where retransm ssion of

General Query is beneficial which are not covered by current | GW and
M.D protocols as shown as foll ow ng.

For exanple, a router which keeps track of all its active receivers
if after sending a General Query, fails to get any response fromthe
receivers which are still valid in its nmenbership database. This may

be because all the responses of the receivers happen to be lost, or
the sent Query does not arrive at the other side of the Iink to the
receivers. The router could conpensate this situation by
retransmtting the General Query to solicit its active nenbers. The
retransm ssion can al so be applied to G oup-Specific or G oup-and-
Source-Specific Query on a router without explicit tracking
capability, when these Specific Queries cannot collect valid
response, to prevent mssing valid menbers caused by |ost Queries and
Reports.

The above conpensating Queries could be sent [Last Menber Query
Count] tinmes, at the interval of [Last Menber Query Interval], if the
router cannot get any feedback fromthe receivers.

3.4. Ceneral Query Suppression

In IGW and MLD, General Query is sent periodically and continuously
without any linmtation. It helps soliciting the state of current
valid nenber but has to be processed by all hosts on the link

whet her they are valid nmulticast receivers or not. When there is no
receiver, the transm ssion of the General Query is a waste of
resources for both the host and the router

An | GW/ M.D router could suppress its transm ssion of General Query
if it knows there is no valid nmulticast receiver on an interface,
e.g. in the foll owi ng cases:

O Wien the |l ast nmenber reports its leave for a group. This could be

judged by an explicit tracking router checking its nenbership
dat abase, or by a non-explicit-tracking router getting no response
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after sending G oup-Specific or G oup-and-Source-Specific Query.
O When the only nmenber on a PTP link reports its |eaving

O When a router after retransmitting General Queries on startup fails
to get any response

O When a router previously has valid nmenbers but fails to get any
response after several rounds of General Queries.

In these cases the router could nake the decision that no nmenber is
on the interface and totally stop its transm ssion of periodica
General Queries. |If afterwards there is any valid nenber joins a
group, the router could resume the original cycle of genera

Querying. Because CGeneral Query has influences on all hosts on a
link, suppressing it when it is not needed is beneficial for both the
link efficiency and terninal power saving.

3.5. Tuning Response Delay According to Link Type and Status

| GW and M.D use del ayed response to spread unsolicited Reports from
different hosts to reduce possibility of packet burst. This is

i npl emented by a host responding to a Query in a specific tinme
random y chosen between 0 and [ Maxi mum Response Del ay], the latter of
which is deternined by the router and is carried in Query nessages to
informthe hosts for calculation of the response delay. A |arger
value will |essen the burst better but will increase |eave |atency
(the tine taken to cease the traffic flowing after the | ast nenber
requests the escaping of a channel).

In order to avoid nessage burst and reduce | eave |atency, the
Response Del ay may be dynamically cal cul ated based on the expected
nunber of responders, and link type and status, as shown in the
fol | owi ng:

O If the expected nunber of reporters is large and link condition is
bad, | onger Maxi mum Response Delay is recommended; if the expected
nunber of reporters is small and the link condition is good, smaller
Maxi mum r esponse Del ay should be set.

olf the link type is PTP, the Maxi num Response Del ay can be chosen
smal l er, whereas if the link is PTMP or broadcast nedium the Maxi num
Response Del ay can be configured |arger

The Maxi num Response Del ay coul d be configured by the adm nistrator

as nmentioned above, or be calculated automatically by a software too
i mpl ement ed according to experiential nodel for different |ink nodes.
The measures to deternmine the instant value of Maxi mum Response Del ay
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are out of this docunment’s scope.
3.6. Triggering Reports and Queries Quickly During Handover

When a nobile termnal is noving fromone network to another, if it
is receiving nulticast content, its new access network should try to
deliver the content to the receiver w thout disruption or performance
deterioration. |In order to inplenment snooth handover between

networ ks, the term nal’s nenbership should be acquired as quickly as
possi bl e by the new access networKk.

An access router could trigger a Query to a terminal as soon as it
detects the termnal’s attaching on its link. This could be a
General Query if the nunber of the entering termnals is not snall
(e.g when they are simultaneously in a noving train). O this Qery
could also be a unicast Query for this inconing termnal to prevent
unnecessary action of other termnals in the switching area.

For the terminal, it could send a report inmmediately if it is
currently in the nulticast reception state, when it begins to connect
the new network. This hel ps establishing nore quickly the menbership
state and enable faster nulticast streaminjection, because with the
active report the router does not need to wait for the query period
to acquire the termnal’s newest state.

4. Applicability and Interoperability Considerations

Anong the optinizations |isted above, 'Switching between unicast and
mul ticast Queries’ (3.1) and ' General Query Suppl enented with Unicast
Query’ (3.2) require a router to know beforehand the valid nenbers
connected through an interface, thus require explicit tracking
capability. An IGW/ MD inpl enentati on coul d choose any conbi nation
of the methods listed from3.1 to 3.6 to optim ze nulticast

communi cation on a specific wireless or nobile network.

For exanple, an explicit-tracking | GWwv3 router, can switch to

uni cast Ceneral Queries if the nunber of nenbers on a link is small
(3.1), can trigger unicast Query to a previously valid receiver if
failing to get expected responses fromit (3.2), can retransmt a
General Query if after the previous one cannot collect reports from
all valid menbers (3.3), and can stop sending a General Query when
the | ast nmenber | eaves the group (3.4), and etc.

For interoperability, it is required if multiple nulticast routers
are connected to the sanme network for redundancy, each router are
configured with the sane optim zation policy to synchronize the
menber shi p states anong the routers.
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5.

| ANA Consi derati ons
Thi s docunment nmakes no request of | ANA

Note to RFC Editor: this section may be renoved on publication as an
RFC.

Security Considerations

Since the nethods only involve the tuning of protocol behavior by
e.g. retransnission, changing delay paraneter, or other conpensating
operations, they do not introduce additional security weaknesses.
The security consderations described in [ RFC2236], [RFC3376],

[ RFC2710] and [ RFC3810] can be reused. And to achieve sone security
level in insecure wireless network, it is possible to take stronger
security procedures during | GW/ M.D nessage exchange, which are out
of the scope of this neno.
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