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Abstract

Thi s docunent defines a nethod for transporting tinm ng nessages, such
as Precision Time Protocol (PTP) or Network Tine Protocol (NTP), over
a Multiprotocol Label Switched (MPLS) network. The net hod
facilitates efficient recognition of timng packets to enable their
port | evel processing in both Label Edge Routers (LERs) and Label
Swi t ched Routers (LSRs).

The basic mechanismis to transport timng nessages inside "Timnng
LSPs", which are dedi cated MPLS Label Switched Paths (LSPs) that
carry only timng, and possibly related Operations, Adninistration
and Mai ntenance (OAM or managenent packets, but do not carry
custoner traffic.

Two encapsul ati ons nmethods are defined. The first transports UDP/IP
encapsul ated tim ng nmessages directly over the dedicated LSP. The
second transports Ethernet encapsuled timng nessages inside an

Et her net pseudowi re.

Status of This Meno

This Internet-Draft is submitted in full conformance with the
provi sions of BCP 78 and BCP 79.

Internet-Drafts are working docunments of the Internet Engineering
Task Force (IETF). Note that other groups may also distribute

wor ki ng docunments as Internet-Drafts. The list of current Internet-
Drafts is at http://datatracker.ietf.org/drafts/current/.

Internet-Drafts are draft docunents valid for a maxi num of six nonths
and nay be updated, replaced, or obsol eted by other docunents at any
time. It is inappropriate to use Internet-Drafts as reference
material or to cite themother than as "work in progress.”
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Aut hors’ Addresses . . . . . . . . . . . . . . . . . . . . . . . 18
1. I nt roducti on
The key words "MJST", "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",

"SHOULD', "SHOULD NOT", "RECOMMENDED', "MAY", and "OPTIONAL" in this
docunent are to be interpreted as described in RFC2119 [ RFC2119].

When used in | ower case, these words convey their typical use in
common | anguage, and are not to be interpreted as described in
RFC2119 [ RFC2119].

The objective of tinmng distribution protocols, such as Precision
Time Protocol (PTP) and Network Timng Protocol (NTP), is to
synchroni ze cl ocks running on nodes of a distributed system

Timng distribution protocols are presently transported over |IP or
Et hernet. The present docunment presents a nmechanismfor transport
over Miltiprotocol Label Swtched (MPLS) networks. Qur solution

i nvol ves transporting timng messages over dedicated "Timng Labe
Switched Paths (LSPs)". These are ordinary LSPs that carry timnng
messages and MAY carry Operations, Adnministration and Mintenance
(OCAM or managenent nessages, but do not carry any other traffic.

Timng LSPs may be established statically or via signaling. Wen

usi ng signaling, extensions to routing protocols (e.g., OSPF, 1SIYS)
are required to enable routers to distribute their timng processing
capabilities, and extensions to path set up protocols (e.g., RSVP-TE)
are required for establishing the LSPs. All such extensions are
beyond the scope of this docunent.

H gh accuracy timng distribution requires on-path support, e.g.
Transparent C ocks (TCs) or Boundary C ocks (BCs), at intermediate
nodes. These internedi ate nodes need to recogni ze and appropriately
process tining distribution packets. To facilitate efficient
recognition of timng messages transported over MPLS, this docunent
restricts the specific encapsul ations to be used.

[ I EEE- 1588] defines PTP nessages for frequency, phase and time
synchroni zati on. PTP nessages nmay be transported over UDP/IP (Annex
D and E of [I|EEE-1588]) or over Ethernet (Annex F of [I|EEE-1588]).
Thi s docunent defines two nmethods to transport PTP nessages over MPLS
net wor ks.

PTP defines several clock types, including ordinary clocks, boundary

cl ocks, end-to-end transparent clocks, and peer-to-peer transparent
clocks. Transparent clocks are situated at internedi ate nodes and
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update the Correction Field inside PTP nmessages in order to reflect
the tinme required to transit the node

[ RFC5905] defines NTP nessages for clock and time synchroni zation
NTP nessages are transported over UDP/IP. This docunent defines a
met hod to transport NTP nessages over MPLS net works.
It can be expected that only a subset of LSR ports will be capable of
processing timng nmessages. Timng LSPs MJUST be set up (either by
manual provisioing or via signaling) to traverse these ports. Wile
Timng LSPs are designed to optimize timng distribution, the
performance of slave clocks is beyond the scope of this docunent.
Presently on-path support is only defined for PTP, and therefore nuch
of our discussion will focus on PTP. NTP timng distribution my
benefit fromtransport in a Timng LSP due to prioritorization or
sel ection of ports or nodes with nininmal delay or delay asynmmetry.

2. Term nol ogy
1588: The timing distribution protocol defined in | EEE 1588.

Boundary O ock: A device with one timng port to receive tinng
nmessages and at | east one port to re-distribute timng nessages.

CF: Correction Field, a field inside certain PTP nessages that hol ds
the accurmul ated transit tine.

Mast er C ock: The source of 1588 tining nessages to a set of slave
cl ocks.

NTP: The tim ng distribution protocol defined in RFC 5905.

Ordinary dock: A nmaster or slave clock. Note that ordinary clocks
have only a single PTP port.

PTP: Precision Time Protocol. See 1588.
Sl ave O ock: A receiver of 1588 tim ng nmessages froma master clock
Timng LSP: An MPLS LSP dedicated to carry timng nessages

Timing messages: Timing distribution protocol nessages that are
exchanged between cl ocks.

Timng port: A port on a (master, slave, transparent, or boundary)
cl ock.
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Timing PW A PWwithin a Tining LSP that is dedicated to carry timng
messages.

Transparent C ock: An internedi ate node that forwards tim ng nessages
whi | e updating their CF.

3. Probl em St atenent

[ EEE- 1588] defines nethods for transporting PTP nessages over

Et hernet and | P networks. [RFC5905] defines a nethod of transporting
NTP nessages over | P networks. There is a need to transport timnng
messages over MPLS networks while supporting the Transparent C ock
(TG, Boundary dock (BC) and Ordinary Cock (OC) functionalities in
LER and LSRs of the MPLS networKk.

There are potentially nmany ways of transporting timng packets over
MPLS. However, it is advisable to linmt the nunber of possible
encapsul ati on options to sinplify recognition and processing of
tim ng packets.

The solution herein desscribed transports timng nmessages over

dedi cated "Timng Label Switched Paths (LSPs)". Wre timng packets
to share LSPs with other traffic, internediate LSRs woul d be required
to perform sone deeper inspection to differentiate between tining
packets and other packets. The method herein proposed avoids this
complexity, and can readily detect all PTP nessages (one-step or two-
step), and supports ordinary, boundary and transparent cl ocks.

4. Tinmng over MPLS Architecture

Ti mi ng nmessages are exchanged between tining ports on ordinary and
boundary clocks. Boundary clocks termnate the tinmng nmessages and
act as master clock for other boundary cl ocks or slave clocks. End-
to-End transparent clocks do not ternminate the tinming nessages but do
nmodi fy the contents of the timng nmessages in transit.

OC, BC and TC functionality may be inplenented in either LERs or
LSRs.

An exanple is shown in Figure 1, where the LERs act as OCs and are
the initiating/termnating points for timng nessages. The ingress
LER encapsul ates timng nessages in a Timng LSP and the egress LER
terminates this Tinming LSP. Internmediate LSRs (only one is shown
here) act as TCs, updating the CF of transiting timng nmessages, as
wel|l as performing | abel switching operations.

Davari, et al. Expires April 18, 2016 [ Page 5]



Internet-Draft Transporting Timng over MPLS Cct ober 2015

IR + [ - + [ - + [ - + IR +
| Switch, | | | | | | | | Switch, |
| Router |----- | LER |----- | LSR |----- | LER |----- | Router |
I I | oc | | TC | | oc | I I
S NIy + S RS + S RS + S RS + S NIy +
/ \
[ - + / \ [ - +
| LER | / \ | LER |
| Master|---/ \---] Slave |
| dock | | dock |
S RS + S RS +

Figure (1) - Deployment exanmple 1 of timng over MPLS network

Anot her exanple is shown in Figure 2, where LERs act as BCs, and
switches/routers outside of the MPLS network, act as OCs or BCs. The
ingress LER BC recovers tinmng and initiates timng nmessages

encapsul ated in the Tim ng LSP toward the MPLS network, an

intermedi ate LSR acts as a TC, and the egress LER acts as a BC
sending tim ng nmessages to equi pnent outside the MPLS networ k.

Fomee o + B + B + B + Fomee o +
| Switch, | I I I I I I | Switch, |
| Router |----- | LER |[----- | LSR |[----- | LER |[----- | Router |
| OC/BC | | BC | | TC | | BC | | OC/BC |
Hom e e oo - + Fom oo - + Fom oo - + Fom oo - + Hom e e oo - +

Figure (2) - Deploynment exanple 2 of timing over MPLS network

Yet anot her example is shown in Figure 3, where both LERs and LSRs
act as TCs. The ingress LER updates the CF and encapsul ates the
timng nessage in an MPLS packet, internediate LSRs update the CF and
perform |l abel switching, and the egress LER updates the CF and sends
the tining nessages to equi prent outside the MPLS net work.

Hom e e oo - + Fom oo - + Fom oo - + Fom oo - + Hom e e oo - +
| Switch, | I I I I I I | Switch, |
| Router |----- | LER |----- | LSR |----- | LER |----- | Router |
| O/ TC BCl | TC | | TC | | TC | | O/ TC BCl
Fomm e - - + Fomm oo - + Fomm oo - + Fomm oo - + Fomm e - - +

Figure (3) - Deploynment exanple 3 of timng over MPLS network
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A final exanple is shown in Figure 4, where all nodes act as BCs.
Singl e-hop LSPs are created between every two adjacent LSRs. O
course, PTP transport over Ethernet MAY be used between two network

el ement s.
F + [ R, + [ R, + [ R, + F +
| Switch, | | | | | | | | Switch, |
| Router |----- | LER |----- | LSR |----- | LER |----- | Router |
| o BC | | BC | | BC | | BC | | o BC |
Fom e e e oo + Fom e e + Fom e e + Fom e e + Fom e e e oo +

Figure (4) - Deployment exanmple 3 of timng over MPLS network

An MPLS domai n MAY serve nultiple custoners, each having its own

Timng domain. In these cases the MPLS donain (naintained by a
service provider) MJIST provide dedicated timng services to each
cust oner .

The timng over MPLS architecture assumes a full mesh of Timng LSPs
between all LERs supporting this specification. 1t supports point-
to- point (VPW5) and Multipoint (VPLS) services. This neans that a
custonmer nmay purchase a point-to-point timng service between two
customer sites or a nultipoint tining service between nore than two
customer sites.

The Tinming over MPLS architecture supports P2P or P2MP Ti ming LSPs.
This nmeans that the Tinmng Milticast nessages such as PTP Miulticast
event nessages MAY be transported over P2MP Tining LSPs or MAY be
replicated and transported over multiple P2P Timng LSPs.

Timng LSPs, as defined by this specification, MAY be used for timng
messages that do not require tine-stanping or CF updating.

PTP Announce nessages that determine the Tinming LSP term nating point
behavi or such as BC/ OC/ TC SHOULD be transported over the Timng LSP
to sinplify hardware and software

5. Dedicated LSPs for Timng nessages

The met hod defined in this docunent is used by LER and LSRs to
identify timng nmessages by observing the top | abel of the MPLS | abe
stack. Compliant inplementations MIJST use dedicated LSPs to carry
timng nmessages over MPLS. Such LSPs are herein referred to as
"Timng LSPs" and the | abels associated with these LSPs as "Tinng
LSP | abel s".
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Timing distribution requires symretrical bidirectiona

communi cations. Co-routing of the two directions is required to
limt delay asynmmetry. Thus tinming nessages MJST be transported
either over two co-routed unidirectional Timng LSPs, or a single
bidirectional co-routed Timng LSP

Timing LSPs MAY be configured using RSVP-TE. Extensions to RSVP-TE
are required for this purpose, but are beyond the scope of this
docunent .

6. Timng over LSP Encapsul ati on

We define two methods for carrying timng nmessages over MPLS. The
first nmethod transports UDP/I P-encapsul ated tim ng nessages over
Timng LSPs, and the second nethod transports Ethernet encapsul at ed
ti mng nessages over Ethernet PWs placed in Tining LSPs.

6.1. Tinming over UDP/IP over MPLS Encapsul ation

The first method directly encapsul ates UDP/IP tining nessages in a
Timng LSP. The UDP/IP encapsul ati on of PTP nessages MJST conply to
Annex D and E of [I|EEE-1588], and the UDP/IP encapsul ati on of NTP
messages MUST conply to [RFC5905]. This format is shown in Figure 4.

B +
| Ti m ng LSP Label |
o e e e e e e e oo oo +
| | Pv4/ 6 |
. +
I ubP I
B +
| ti mng nmessage |
o e e e e e e e oo oo +

Figure (4) - Timng over UDP/IP over MPLS Encapsul ation

In order for an LER'LSR to process tim ng nessages, the Timng LSP
Label mnmust be the top |abel of the |label stack. The LER/ LSR MJST
know that this label is a Timng LSP Label. It can learn this by
static configuration or via RSVP-TE signaling.

6.2. Timng over PW Encapsul ation
Anot her nethod of transporting timng over MPLS networks is to use

Et hernet encapsul ated tim ng nessages, and to transport these in an
Et hernet PWwhich in turn is transported over a Tinming LSP. 1In the
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the Ethernet encapsul ation MJUST conply to Annex F of
[ EEE-1588] and the Ethernet PWencapsul ation to [ RFC4448],

resulting

in the format shown in Figure 5(A).

Ei ther the Raw node or Tagged node defined in [ RFC 4448]

and t he payl oad MAY have 0, 1, or

encapsul ati on MJUST use the Control

[ RFC4448] .

NTP MAY be transported using an |
shown in Fig 5(B).

MAY be used
2 VLAN tags. The Tining over PW
Wrd (CW as specified in

The use of Sequence Number in the CWis optional.

P PW(as defined in [ RFC4447]) as

o e e e e oo - R R S +
| Timing LSP Label | |Timng LSP Label|
S SN Y +
[ PW Label | PW Label [
o e e e e o - R S +
| Control Word | I P [
o e e e e oo - R R S +
| Et her net | ubP |
[ Header I R +
R e + | Timng nessage |
| S-VLAN (Optional)| | |
o e e e oo - R S +
| G- VLAN (Optional)| (B)
o +
| Timng nmessage |
I I
o e e e e o - +

(A)
Figure (5) - Timng over PWEncapsul ati ons

such as PTP and NTP, defines a set of tinming
PTP defines SYNC, DELAY_REQ DELAY_RESP, FOLLOW UP, etc.

such as tine-

A conpliant LER/LSR parses each timng

require

7. Timng nessage Processing
Each Ti mi ng protocol
nessages.
Sone tim ng nessages require per-packet processing,
stanpi ng or CF updati ng.
nmessage to deternine the required processing.
For exanple, the follow ng PTP nessages (event nessages)
ti me-stanpi ng or CF updati ng:
0 SYNC
Davari, et al. Expires April 18, 2016
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0 DELAY_REQ (Del ay Request)
0 PDELAY_REQ (Peer Del ay Request)
0 PDELAY_RESP (Peer Del ay Response)

SYNC and DELAY_REQ are exchanged between a Master O ock and a Sl ave
Cl ock and MJST be transported over Timing LSPs. PDELAY REQ and
PDELAY_RESP are exchanged between adj acent PTP cl ocks (naster, slave,
boundary, or transparent) and SHOULD be transported over single hop
Timng LSPs. |If two-Step PTP clocks are present, then the FOLLOW UP
and PDELAY RESP_FOLLOW UP nessages MJUST al so be transported over
Ti mi ng LSPs.

For a given instance of the 1588 protocol, SYNC and DELAY_REQ MJST be
transported in opposite directions. As aforenentioned, two co-routed
unidirectional LSPs or a single bidirectional co-routed LSP MAY be
used.

Except as indicated above for two-step PTP cl ocks, PTP nessages that
are not "event messages” need not be processed by internediate
routers. These nessage types MAY be carried in PTP Tunnel LSPs

8. Protection and Redundancy

In order to ensure continuous uninterrupted operation of tinmng

di stribution, slave clocks often track redundant master cl ocks.

Pr ol onged outages of Timng LSPs trigger switching to a redundant
master clock It is the responsibility of the network operator to
ensure that physically disjoint Timng LSPs are established between a
sl ave cl ock and redundant naster cl ocks.

LSP or PWI| ayer protection, such as linear protection Switching, ring
protection switching or MPLS Fast Reroute (FRR), will |ead to changes
in propagation delay between nmaster and sl ave cl ocks. Such a change,
i f undetected by the slave clock, would negatively inpact tining
performance. Wiile it is expected that slave clocks will often be
abl e to detect such delay changes, this specificati on RECOWENDS t hat
aut omatic protection switching NOT be used for Timng LSPs, unless
the operator can ensure that it will not negatively inpact timnng

per f or mance.

9. ECWMP and Entropy
To ensure the correct operation of slave clocks and avoid error

i ntroduced by forward and reverse path delay asymetry, the physica
path taken by timng nessages MJST be the sanme for all timning
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10.

11.

12.

13.

messages. |n particular, the PTP event nmessages listed in section 7
MUST be routed in the same way.

Therefore the Timng LSPs MJST not be subject to ECMWP (Equal Cost
Multipath). Entropy |abels MJST NOT be used for the Tinming LSP
[ RFC6790] and MJUST NOT be used for PW inside the Timng LSP

[ RFC6391] .

PHP

To ensure that the |abel on the top of the Iabel stack is the Tining
LSP Label, PHP MJUST not be enpl oyed.

QAM Control and Managenent

In order to nonitor Timng LSPs or PWs, it is necessary to enable
themto carry OAM nessages. QOAM packets MJST be differentiated from
timng nessages by already defined | ETF net hods.

For exanple BFD [ RFC5880], [RFC5884] and LSP-Ping [ RFC4389] MAY run
over Timng LSPs via UDP/IP encapsul ation or via GAL/ G ACh. These
protocols can easily be identified by the UDP Destination port nunber
or by GAL/ G ACh respectively.

Al so BFD, LSP-Ping and other nessages MAY run over Timing PW via
VCCV [ RFC5085]. In this case these nmessages are recogni zed according
to the VCCV type.

QoS Consi derati ons

There may be depl oynments where tinm ng nessages traverse LSR/ LERs that
are not capable of the required processing. In order to mninmze the
negative inpact on the timng performnce of the slave clock timng
messages MUST be treated with the highest priority. This can be

achi eved by proper setup of Tining LSPs.

It is recommended that Tining LSPs be configured to indicate EF-PHB
[ RFC3246] for the CoS and "green" [RFC2697] for drop eligibility.

FCS and Checksum Recal cul ati on

Si nce Boundary and Transparent C ocks nodify packets, when the MPLS
packets are transported over Ethernet the processing MJST include
recal cul ation of the Ethernet FCS. FCS retention as described in

[ RFCA720] MUST NOT be used.

For the UDP/I P encapsul ati on node, cal cul ation of the UDP checksum
will generally be required. After updating the CF a Transparent
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14.

14.

14.

Clock MUST either increnentally update the UDP checksum or conpletely
recal cul ate the checksum before transm ssion to downstream node.

Behavi or of LER/ LSRs

Timi ng-aware LERs or LSRs are MPLS routers that are able to recognize
timng packets. Tining-capable LERs and LSRs further have one or
nmore interfaces that can performtimng processing (OC/ BC TC) on
timng packets. Timng-capabl e/ aware LERs and LSRs MAY advertise the
timng capabilities of their interfaces via control plane protocols
such as OSPF or IS-1S, and timng-aware LERs can then be set up
Timing LSPs via RSVP-TE signaling. Alternatively the timing
capabilities of LERs and LSRs nay be known by a centralized
controll er or managenent system and Tinming LSPs may be nanual |y
configured, or set up by a nmanagenment platformor a Software Defined
Net wor ki ng (SDN) controll er

1. Behavior of Tining-capable/aware LERs/LSRs

When a tim ng-capable ingress LER acting as a TC receives a tinmng
message packet from a tim ng-capabl e non-MPLS interface, the LER
updates the CF, encapsul ates and forwards the packet over a
previously established Timng LSP. Wen a tining-capable egress LER
acting as a TC receives a timng nessage packet on tim ng-capable
MPLS interface, the LER updates the CF, decapsul ates the MPLS
encapsul ati on, and forwards the packet via a non-MPLS interface.
When a tim ng-capable LSR acting as a TC receives a timng nmessage
froma timng-capable MPLS interface, the LSR updates the CF and
forwards the timng nessage over another MPLS interface.

When a tim ng-capable LER acting as a BC receives a tining nessage
packet froma tim ng-capable interface, the LER tinme-stanps the
packet and sends it to the BC processing nodul e.

When a timng-capable LER acting as an OC receives a timng nessage
froma timng-capable MPLS interface, the LER tine-stanmps the packet
and sends it to the OC processing nodul e.

2. Behavior of non-Ti m ng-capabl e/ aware LSR

It is nost beneficial when all LSRs in the path of a Timng LSP be
ti m ng- Capabl e/aware LSRs. This would ensure the highest quality
time and cl ock synchronization by slave clocks. However, this
specification does not mandate that all LSRs in path of a Timng LSP
be ti m ng-capabl e/ awnar e.

Non-ti m ng-capabl e/ aware LSRs just performlabel switching on the
packets encapsulated in Timing LSPs and don’t performany timng
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15.

16.

rel ated processing. However, as explained in QoS section, tining
packets MJST be still be treated with the highest priority based on
their Traffic C ass marking.

O her consi derations

[ I EEE-1588] defines an optional peer-to-peer transparent clocking
(P2P TC) node that compensates both for residence tinme in the network
node and for propagation tinme on the |link between nodes. To support
P2P TC, del ay neasurenent nust be perforned between two adj acent

ti m ng-capabl e/aware LSRs. Thus, in addition to the TC functionality
detail ed above on transit PTP tim ng nessages, adjacent peer to peer
TCs MJST engage in single-hop peer delay nmeasurenent.

For single hop peer delay neasurenent a single-hop LSP SHOULD be
created between the two adjacent LSRs. O her nethods MAY be used
for exanple, if the link between the two adjacent routers is

Et hernet, PTP transport over Ethernet MAY be used.

To support P2P TC, a tim ng-capable/ware LSR MUST maintain a |ist of
all neighbors to which it needs to send a PDel ay_Req, and maintain a
single-hop timng LSP to each

The use of Explicit Null Label (label 0 or 2) is acceptable as |ong
as either the Explicit Null |abel is the bottom of stack |abel (for
the UDP/I P encapsul ation) or the |abel below the Explicit Null | abe
(for the PWcase).

Security Considerations

Security considerations for MPLS and pseudowi res are discussed in
[ RFC3985] and [RFC4447]. Security considerations for timng are

di scussed in [RFC7384]. Everything discussed in those docunents

applies to the Timing LSP of this docunent.

An experinental security protocol is defined in [|EEE-1588]. The PTP
security extension and protocol provides group source authentication
message integrity, and replay attack protection for PTP nessages.

When the MPLS network (provider network) serves nultiple custoners
it is inportant to distinguish between tining nessages belonging to
different custonmers. For exanple if an LER BC is synchronized to a
grandmast er bel onging to custoner A, then the LER MIST only use that
BC for slaves of customer A, to ensure that customer A cannot
adversely affect the timng distribution of other custoners.
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17.

18.

19.

Ti mi ng nmessages MAY be encrypted or authenticated, provided that the
ti m ng-capabl e LERs/LSRs can aut henticate/ decrypt the timng
nmessages.

Applicability Statenent

The Tining over MPLS transport mnethods described in this docunent
apply to the follow ng network El enments

0 An ingress LER that receives |P or Ethernet encapsulated tinng
messages froma non-MPLS interface and forwards them as MPLS
encapsul ated timning nessages over Tinming LSP, optionally
performng TC functionality.

0 An egress LER that receives MPLS encapsul ated tinm ng nessages from
a Timng LSP and forwards themto non-MPLS interface as | P or
Et hernet encapsul ated tim ng nmessages, optionally performng TC
functionality.

0 An ingress LER that receives MPLS encapsul ated tim ng nessages
froma non-MPLS interface, perfornms BC functionality, and sends
timng nessages over a Tinmng LSP

0 An egress LER that receives MPLS encapsul ated tining nessages from
a Tinming LSP, perfornms BC functionality, and sends tim ng nessages
over a non-MPLS interface.

0 An LSRon a Tining LSP that receives MPLS encapsul ated tim ng
messages fromone MPLS interface and forwards themto another MPLS
interface, optionally performng TC functionality.

Thi s docunment al so supports the case where not all LSRs are timng-

capabl e/aware, or not all LER/'LSR interfaces are tim ng-capabl e/

awar e.
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endi x A Appendi x
. Routing extensions for Timng-aware Routers

MPLS-TE routing relies on extensions to OSPF [ RFC2328] [ RFC5340] and
IS 1S [ISO [RFCL195] in order to advertise Traffic Engineering (TE)
link information used for constraint-based routing.

Timing related capabilities, such as the capability for a router to
performtime-stanping, and OC, TC or BC processing, need to be
advertised in order for themto be taken into account during path
comput ation. A managenent system or SDN controller cognizant of
timng related capabilities, can prefer or even require a Timng LSP
to traverse links or nodes or intefaces with the required
capabilities. The optimal path will optinize the perfornmance of the
sl ave cl ock.

Extensions are required to OSPF and IS-1S in order to advertise
timng related capabilities of a link. Such extensions are outside
the scope of this docunent; however such extensions SHOULD be able to
signal the followi ng information per Router Link:
o Capable of processing PTP, NTP or other timng flows
0 Capable of performng TC operation
0 Capable of perforning BC operation

Si gnal i ng Extensions for Creating Tining LSPs
RSVP- TE signaling MAY be used to set up Tinmng LSPs. Extensions are
required to RSVP-TE for this purpose. Such extensions are outside
the scope of this docunment; however, the follow ng information MAY be

i ncl uded i n such extensions:

0o Ofset fromBottomof Stack (BoS) to the start of the Tine-stanmp
field

0 Number of VLANs in case of PWencapsul ation
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o Time-stanp field Type
* Correction Field, time-stanp

o Tinme-stanp Field fornat

Cct ober 2015

* 64-bit PTPvl, 80-bit PTPv2, 32-bit NTP, 64-bit NTP, 128-bit

NTP, etc.

Not e that when the above optional information is signaled with RSVP-
TE for a Timing LSP, all the timng packets carried in that LSP nust
have the sane signaled characteristics. For exanple if tinme-stanp

format is signaled as 64-bit PTPvl, then all
64-bit PTPv1 tine-stanp.
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