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1.

I nt roducti on

A Uni form Resource Nane (URN) [I-D.ietf-urnbis-rfc2141lbis-urn] is a
Uni form Resource ldentifier (URI) [RFC3986] that is intended to serve
as a persistent, |ocation-independent resource identifier. This
docunment suppl enents the Uniform Resource Name (URN) syntax
specification [I-D.ietf-urnbis-rfc2141bis-urn] by defining the
fol | owi ng:

0 The concept of a URN nanespace.

0 A nechani smfor defining URN nanespaces and associ ating each
nanespace with a public identifier (called a Nanmespace |ID or
"N D").

0 Procedures for registering nanespace identifiers with the Internet
Assi gned Nunbers Authority (1 ANA)

This docunent rests on two key assunptions:
1. Assignnent of a URN is a nmanaged process.

A string that confornms to the URN syntax is not necessarily a
valid URN, because a URN needs to be assigned according to the
rules of a particular nanespace (in terns of syntax, semantics,
and process).

2. The space of URN nanespaces is itself managed

A string in the nanespace identifier slot of the URN syntax is
not necessarily a valid URN nanespace identifier, because in
order to be valid a nanespace needs to be defined and registered
in accordance with the rules of this docunent.

URN namespaces were originally defined in [ RFC2611], which was
obsol eted by [ RFC3406]. Based on experience with defining and

regi stering URN nanmespaces since that tinme, this docunent specifies
URN nanmespaces with the smal | est reasonabl e set of changes from

[ RFC3406]. This docunent obsol etes RFC 3406

Ter m nol ogy

Several inportant terms used in this docunent are defined in the URN
syntax specification [I-D.ietf-urnbis-rfc2141bis-urn].

The key words "MJST", "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOMMENDED', "NOT RECOMVENDED', "MAY", and
"OPTIONAL" in this docunment are to be interpreted as described in

[ RFC2119] .
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3.

What is a URN Nanespace?

For the purposes of URNs, a "nanespace"” is a collection of unique
identifiers that are consistently assigned according to a conmon
definition.

The uni queness constraint means that an identifier within the
nanespace i s never assigned to nore than one resource and never re-
assigned to a different resource (however, a single resource can have
nore than one URN assigned to it for different purposes).

The consi stent assignnent constraint neans that an identifier within
t he nanespace is assigned by an organization or in accordance with a
process that is always followed (e.g., in the formof an algorithn.

The conmon definition constraint neans that both the syntax for
identifiers within the nanespace and the process for assigning such
identifiers are clearly defined in a specification

A URN nanespace is identified by a particul ar designator (which
syntactically follows the "urn’” scheme nanme) in order to:

0 Ensure the gl obal uni queness of URNSs.
0 Optionally provide a cue regarding the structure of URNs assigned
wi thin a nanespace.

Wth regard to gl obal uniqueness, using different designators for
different collections of identifiers ensures that no two URNs will be
the sane for different resources (since each collection is required
to uniquely assign each identifier). For instance, sone identifier
systems use strings of numbers as identifiers (e.g., |SBN, |SSN
phone numbers). It is conceivable that some numbers might be valid
identifiers in two different established identifier systens, where

t he nanespace identifier differentiates between the resulting URNs.

Wth regard to the structure of URNs assigned within a nanespace, the
devel opnent of an identifier structure, and thereby a collection of
identifiers, is a process that is inherently dependent on the
requirenents of the comunity defining the identifiers, how they wll
be assigned, and the uses to which they will be put. Al of these

i ssues are specific to the individual comunity seeking to define a
nanespace (e.g., a publishing comunity, an association of
booksel | ers, devel opers of particular application protocols, etc.);
therefore these i ssues are beyond the scope of URN syntax and the

rul es regardi ng URN nanmespaces in general

URN namespaces inherit certain rights and responsibilities,
i ncl udi ng:
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0 They uphold the general principles of a well-mnaged URN nanespace
by providing persistent identification of resources and uni que
assignnent of identifier strings.

0 They can be registered in global registration services.

4. URN Nanmespace Types

There are two types of URN nanespace: formal and informal. These are
di stingui shed by the expected | evel of service, the information
necessary to define the namespace, and the procedures for
registration. To date, the vast ngjority of the registered
nanespaces have been formal, so this docunent concentrates on fornal
namespaces

Not e: [ RFC3406] defined a third type of "experinental nanmespaces”
denoted by prefixing the nanespace identifier with the string "X-".
Consi stent with [ RFC6648], this specification renoves the
experinental category.

4.1. Formal Nanespaces

A formal nanespace can be requested, and | ETF revi ew sought, in cases
where the publication of the NID proposal and the underlying
namespace will provide benefit to some subset of users on the
Internet. That is, a formal NI D proposal, if accepted, needs to be
functional on and with the global Internet, not Iimted to users in
conmmunities or networks not connected to the Internet. For exanple,
consider a NID that is neant for nam ng of physics research; if that
NI D request effectively forced sonmeone to use a proprietary network
or service that was not at all open to the general Internet user
then it would nmake a poor request for a formal NID. The intent is
that, while the comunity of those who m ght actively use the nanes
assigned within that NID night be small (but no less inportant), the
potential use of nanmes within that NID is open to any user on the

I nternet.

It is expected that formal N Ds m ght be applied to namespaces where
some aspects are not fully open. For exanple, a nanmespace m ght make
use of a fee-based, privately managed, or proprietary registry for
assignnent of URNs in the namespace. However, it might still provide
benefit to some Internet users if the services associated have
openl y- publ i shed access protocols.

In addition to the basic information specified in the namespace

definition tenplate (see Section 7), a formal nanespace request needs
to be acconpani ed by docunmented considerations of the need for a new
namespace and of the comunity benefit fromformally establishing the

Sai nt-Andre, et al. Expi res January 13, 2014 [ Page 5]



Internet-Draft URN Nanmespaces July 2013

proposed URN nanespace

Additionally, since the goal of URNs is to provide persistent
identification, a formal nanespace request needs to give sone
consideration as to the longevity and naintainability of the
namespace. Possible factors to consider with regard to an

organi zation that will assign URNs within a nanespace include the
fol | owi ng:

0o It ought to denpbnstrate stability and the ability to maintain the
URN namespace for a long tinme; absent such evidence, it ought to
be clear how the nanespace can renmain viable if the organization
can no |l onger nmmintain the nanespace.

o It ought to denonstrate conpetency in nane assignment. This will
i mprove the |ikelihood of persistence (e.g. to mnimze the
I'ikelihood of conflicts).

o It ought to conmit to not re-assigning existing nanes and to
allowing old nanmes to continue to be valid, even if the owners or
assi gnees of those nanes are no | onger nmenbers or customers of
that organization. Wth regard to URN resolution, this does not
mean that there needs to be resolution of such nanes, only that
the names will not resolve to false or stale information

4.2. Informal Namespaces

I nf ormal namespaces are full-fledged URN namespaces, with all the

rights and responsibilities associated thereto. Informal namespaces
differ fromformal nanespaces in the process for assigning a N D:
I ANA wi Il assign an al phanuneric NID (e.g., "urn-7") to infornal

nanespaces, per the process outlined under Section 6

5. Defining a URN Nanespace
A URN nanespace is defined by the follow ng factors:

o0 The syntax of URNs assigned wthin the namespace, in confornmance
with the fundanmental URN syntax [|-D.ietf-urnbis-rfc2141bis-urn].

0 The process for assigning URNs within the nanespace.

0 Optionally, the process for resolving URNs issued within the
nanmepace

Processes for resolution of URNs assigned within a namespace (if any)
are out of scope for this docunent. The follow ng sections provide
gui delines for (1) defining the syntax of URNs within a nanespace and
(2) specifying how URNs will be assigned within a nanespace
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5.1. Fornmal Nanmespaces

Formal NI Ds are assigned as a result of |IETF Review as defined in the
"I ANA Consi derations" docunent [RFC5226]. Thus an application for a
formal NID is nmade by publishing an RFC in the | ETF stream either as
the product of an | ETF working group or as an individual subm ssion
sponsored by an Area Director. The RFC need not be standards track
(indeed, to date nost RFCs regi stering URN nanespaces have been
informational), but it will be subject to | ESG revi ew and approva
pursuant to the guidelines provided here (as well as standard RFC
publicati on guidelines).

5.1.1. Syntax

A formal nanespace registration requests a particular NID, subject to
the follow ng constraints (above and beyond the syntax rules
specified in [I-D.ietf-urnbis-rfc2141bis-urn]):

o It MJUST NOT be an already-registered N D

o It MIUST NOT start with "urn-" (which is reserved for infornmal
nanespaces) .

o It MJIST be nore than two characters |ong.

o It MJST NOT start with "XY-", where "XY" is any conbi nati on of two
ASCI | letters.

Al two-letter combinations, and all two-letter conbinations followed
by "-" and any sequence of valid NID characters, are reserved for
potential use as countrycode-based NI Ds for eventual nationa

regi strations of URN nanespaces. The definition and scoping of rules
for allocation of responsibility for such countrycode-based
nanespaces i s beyond the scope of this docunent.

5.1.2. Specification

The specification defining a fornal nanespace MJST include a
conpl et ed nanespace definition tenplate (see Section 7).

The specification also MIST include the foll owi ng sections.

First, the "Nanmespace Consi derations" section outlines the perceived
need for a new nanespace (e.g., by describing where existing
nanespaces fall short of the proposer’s requirenents). Potentia
consi derations include:

o0 The type of resources to be identified
0 The type of services to be supported
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0 Procedures for assigning URNs within this namespace
0 Processes for resolving URNs assigned within this nanmespace, if
any

It is expected that nore than one nanespace might serve the sane
"functional " purpose; the intent of the "Namespace Consi derations”
section is to provide a record of the proposer’s "due diligence" in
expl oring existing possibilities, for the consideration by the
Internet community, expert reviewers, and the | ESG

Second, the "Conmunity Considerations" section explains howthe

i ntended community will benefit by assignnent of this nanespace, as
well as how a general Internet user will be able to use the space if
they care to do so. Potential considerations include:

o0 Methods and benefits for using the assigned URNs

o0 Methods and benefits for resolving the assigned URNs (if any)

o The kinds of software applications that can use or resolve the
assigned URNs (e.g., by differentiating anong di sparate
nanespaces, identifying resources in a persistent fashion, or
meani ngful Iy resol ving and accessing services associated with the
nanespace)

Third, the "Security Considerations" section describes any potentia
security-related issues with regard to assignment, use, and
resolution of identifiers within the nanespace. Exanples of such

i ssues include the consequences of producing fal se negatives and
fal se positives during conparison for |exical equivalence (see also
[ RFC6943]), |eakage of private infornation when identifiers are
communi cated on the public Internet, the potential for directory
harvesting, and the issues discussed in [ RFC3552].

Fourth, the "I ANA Considerations” section indicates that the docunent
includes a URN NID registration that is to be entered into the | ANA
registry of URN NI Ds.

5.2. Informal Nanespaces

I nformal namespaces are directly requested of | ANA and are assigned
based on a policy of First Cone First Served [ RFC5226].

The nanespace identifier assigned by | ANA has the follow ng syntax:

"urn-" <nunber >

The <nunber> is chosen by ANA. The only restrictions on <nunber>

are that it (1) consist strictly of ASCII digits and (2) not cause
the NID to exceed the length linitations defined in the URN synt ax
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specification [I-D.ietf-urnbis-rfc2141bis-urn].

6. Registering a URN Nanespace
6.1. Formal Nanespaces

The registration policy for formal nanespaces is | ETF Revi ew
[ RFC5226]. The key steps for registration of a formal nanespace are:

1. Subnmit an Internet-Draft that includes all of the information
descri bed under Section 5.1.2 and Section 7 of this docunent.

2. Send the conpl eted nanespace definition tenplate, along with a
pointer to the Internet-Draft, to the urn-nid@etf.org di scussion
list for technical review.

3. If necessary to address comments received, repeat steps 1 and 2

4. Ask the responsible Area Director to process the Internet-Draft
for publication as an RFC. Note that the | ESG can request
further changes or direct discussion to designated working
groups, area experts, etc.

5. If the I ESG approves the docunent for publication as an RFC, the
IANA will register the requested N D

A registration can be revised by updating the RFC through normal | ETF
processes [ RFC2606]. The authors of the revised docunent need to
follow the sanme steps outlined above for new registrations.

6.2. Infornmal Nanespaces

The registration policy for informal nanmespaces is First Conme First
Served [ RFC5226]. The key steps for registration of an infornal
nanespace ar e:

1. Wite a conpleted nanmespace definition tenplate (see Section 7).
This can be done as part of an Internet-Draft.

2. Send the conpleted tenplate to the urn-nid@etf.org di scussion
list for technical review

3. If necessary to address conments received, repeat steps 1 and 2

4. Once conments have been addressed and the review period has
expired, send a registration request to | ANA (via the
i ana@ ana.org enail address) with the final tenplate.

I nf ormal namespaces can al so be revised by updating the tenplate and
processing it as outlined above for new registrations.
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7. URN Nanmespace Definition Tenplate

July 2013

Definition of a URN namespace is acconplished by conpleting the
following tenplate. In addition to providing a nmechani sm for

defining the structure of URNs assigned within the nanespace

information is designed to be useful for

this

0 entities seeking to have a URN assigned in a nanespace (if

appl i cabl e)

0 entities seeking to provide URN resolvers for a nanespace (if

appl i cabl e)

Providing a conplete and accurate tenplate is particularly helpful to
communities that are evaluating the possibility of using a portion of
an existing URN nanespace rather than creating a new nanespace

As described under Section 5.1.2, applications for fornal

URN

nanespaces MJST al so docunent the "Nanmespace Consi derations",

"Comuni ty Consi derations", "Security Considerations"

Consi der ati ons".

and "1 ANA

The information to be provided in the tenplate is as foll ows:

Namespace | D

Requested of | ANA (formal) or assigned by IANA (informal).

Regi stration | nfornmation:

The version and date of the registration

- Registration version nunber: starting with 1,
incrementing by 1 with each new version

- Registration date: date subnitted to the | ANA, using the

format YYYY- MM DD
Decl ared regi strant of the namespace:
Thi s incl udes:

- Registering organization
Name
Addr ess
- Designated contact person
Name
Contact information
(at |l east one of enmil address,

Sai nt-Andre, et al. Expi res January 13, 2014
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phone number, postal address)
Decl aration of syntactic structure:

This section ought to outline any structural features of
identifiers in this namespace. At the very least, this
description can be used to introduce terninology used in
other sections. This structure can al so be used for
determning realistic caching/shortcuts approaches

sui tabl e caveats ought to be provided. |If there are any
specific character encoding rules (e.g., which character
ought to always be used for single-quotes), these ought
to be listed here. |f the nanespace allows use of the
URI query conponent, URI fragnent identifier conponent,
or both, such usage needs to be described here (in
addition to any other nanmespace-specific syntax, such

as distinguishers for integral parts of resources
identified by URNs within the nanespace).

At a high level, answers might include, but are not limted to:

- Aformal definition of the structure, e.g., in terns
of Augnented BNF for Syntax Specifications (ABNF) as
specified in [ RFC5234]

- Aregular expression for parsing the identifier into
components, including nam ng authorities

- An algorithmfor generating conformnt URNs

- An explanation that the structure is opaque

Rel evant ancillary docunentation

This section ought to Iist any RFCs, specifications, or
ot her published docunentation that defines or explains
all or part of the nanespace structure

At a high level, answers mght include, but are not linmted to:

- Pointers to specifications that define the syntax and
semanti cs of the nanespace

- Mention of docunentation that describes the processes
foll owed by an organi zation that assigns URNs in the
namespace

- Explanatory material describing the namespace

I dentifier uniqgueness considerations:

This section ought to address the requirenent that URNs are
assigned uniquely -- i.e., they are assigned to at nobst one
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resource, and are not reassigned.

(Note that the definition of "resource” is fairly broad; for
exanpl e, information on "Today’'s Wather" m ght be consi dered
a single resource, although the content is dynanmic.)

At a high level, answers m ght include, but are not linmited to:

- Exposition of the structure of the identifiers, and
partitioning of the space of identifiers anongst assignnent
authorities which are individually responsible for
respecting uni queness rul es

- Description of a method for assignment of identifiers (e.g.
identifiers are assigned sequentially)

- An explanation that this information is withheld (i.e.

t he nanespace i s opaque)

I dentifier persistence considerations:

Al t hough non-reassignnent of URN identifiers ensures that a URN
will persist in identifying a particular resource even after
the "lifetine of the resource", sone consideration ought to be
given to the persistence of the usability of the URN. This is
particularly inmportant in the case of URN nanespaces providing
gl obal resol ution.

At a high level, answers could include, but are not limted to:
- Quality of service considerations
Process of identifier assignnent:

This section ought to detail the mechani snms and/or authorities
for assigning URNs to resources. |t ought to make cl ear whether
assignnent is conpletely open or, if linmted, howto becone an
assigner of identifiers or howto get an identifer assigned by
exi sting assignnment authorities.

At a high level, answers could include, but are not limted to:

- Assignnent is conpletely open, followi ng a particul ar
al gorithm

- Assignnent is delegated to authorities recognized by a
particul ar organi zation (e.g., the Digital Cbject ldentifier
Foundation controls the DO assignnent space and its
del egati on)

- Assignnent is conpletely closed (e.g., for a private
organi zati on)
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Process for identifier resolution:

If a namespace is intended to be accessible for gl oba
resolution, it needs to be registered in an RDS (Resol ution

Di scovery System see [RFC 2276]) such as DDDS. Resolution
then proceeds according to standard URI resol ution processes,
and t he nmechani sms of the RDS. What this section ought to
outline is the requirenents for becom ng a recogni zed resol ver
of URNs in this namespace (and being so listed in the RDS
registry).

At a high level, answers m ght include, but are not linmted to:

- The nanespace is not listed with an RDS; therefore this
section is not applicable

- Resolution mirroring is conpletely open, with a nechani sm
for updating an appropriate RDS

- Resolution is controlled by entities to which assignnment has
been del egat ed

Ru

es for |exical equival ence:

If there are particular algorithnms for determ ning equival ence
between two identifiers in the underlying nanespace (hence, in
the URN string itself), rules can be provided here. Such rules
ought to always have the effect of elininating fal se negatives
that m ght otherw se result from conparison

If it is appropriate and hel pful to do so, reference can be
made to the equivalence rules defined in the URI specification
[ RFC3986] .

Sone exanpl es incl ude:

- Equi val ence between uppercase and | owercase characters in
t he Nanespace Specific String

- Equi val ence between hyphenat ed and non-hyphenat ed groupi ngs
in the identifier string

- Equi val ence between singl e-quotes and doubl e- quot es

- Nanespace-defined equi val ences between specific characters,
such as "character X with or without diacritic marks".

Note that these are not normative statements for any kind of
best practice related to handling of equival ences between
characters in general; they are statenents limted in scope to
reflecting the rules for this specific nanespace only.

Conf ormance with URN synt ax:
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Va

This section ought to outline any special considerations
necessary for conformng with the URN syntax. This is
particularly applicable in the case of |egacy nam ng
systens that are used in the context of URNs.

For exanple, if a nanespace is used in contexts other than URNs,
it might make use of characters that are reserved in the URN
synt ax.

This section ought to flag any such characters, and outline
necessary nappings to conformto URN syntax. Nornally, this
wi Il be handl ed by percent-encoding the character as specified
in the URI specification [ RFC3986].

i dati on nechani sm

Apart from attenpting resolution of a URN, a URN nanespace nay
provi de nmechani snms for "validating" a URN -- i.e., deternining
whet her a given string is currently a validly-assigned URN
There are two issues here: 1) users ought not "guess" URNs in

a nanespace; 2) when the URN nanespace is based on an existing
identifier system it might not be the case that all existing
identifiers are assigned on Day 0. The reasonabl e expectation
is that the resource associated with each resulting URN is
sonehow related to the thing identified by the origina
identifier system but those resources night not exist for each
original identifier. For exanple, even if a URN nanespace were
defined based on tel ephone nunbers, it is not clear that al

t el ephone nunbers woul d i mmedi ately becone "valid" URNs

resol vabl e usi ng what ever mechani sms are descri bed as part of

t he nanespace registration

Val i dati on nechani sns m ght be:
- A syntax gramar

- An online service
- An offline service

Scope:

This section ought to outline the scope of the use of the
identifiers in this namespace. Apart from considerations of
private vs. public namespaces, this section is critical in
eval uating the applicability of a requested NID. For exanple,
a nanespace claimng to deal in "social security nunbers”
ought to have a gl obal scope and address all social security
nunber structures (unlikely). On the other hand, at a nationa
level, it is reasonable to propose a URN nanespace for "this
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8.

10.

10.

nation's social security numbers".

Security Considerations

Thi s docunent |argely focuses on providi ng nmechanisns for the
declaration of public information. Nominally, these declarations
will be of relatively | ow security profile, however there is always
t he danger of "spoofing" and providing msinformation. Information
in these decl arations ought to be taken as advisory.

The definition of a URN nanespace needs to account for potenti al
security issues related to assignnment, use, and resolution of
identifiers within the nanespace; see Section 5.1.2 for further
di scussi on.

| ANA Consi der ati ons

Thi s docunment outlines the processes for registering URN nanmespaces,
and has inplications for the IANA in terns of registries to be

mai ntained. In all cases, the | ANA ought to assign the appropriate
NID (fornmal or informal) once the procedures outlined in this
docunent have been conpl eted

Ref er ences
1. Normative References

[I-D.ietf-urnbis-rfc2141bis-urn]
Saint-Andre, P. and R Mats, "Uniform Resource Name (URN)
Syntax", draft-ietf-urnbis-rfc2141bis-urn-05 (work in
progress), July 2013.

[ RFC2119] Bradner, S., "Key words for use in RFCs to Indicate
Requi rement Level s", BCP 14, RFC 2119, March 1997.

[ RFC3986] Berners-Lee, T., Fielding, R, and L. Masinter, "Uniform
Resource ldentifier (URI): Generic Syntax", STD 66
RFC 3986, January 2005.

[ RFC5226] Narten, T. and H. Al vestrand, "Cuidelines for Witing an
I ANA Considerations Section in RFCs", BCP 26, RFC 5226
May 2008.

Sai nt-Andre, et al. Expi res January 13, 2014 [ Page 15]



Internet-Draft URN Nanmespaces July 2013

10.2. Infornmtive References

[ RFC2606] Eastlake, D. and A. Panitz, "Reserved Top Level DNS
Nanes", BCP 32, RFC 2606, June 1999.

[RFC2276] Sollins, K., "Architectural Principles of Uniform Resource
Name Resol ution", RFC 2276, January 1998.

[ RFC2611] Daigle, L., van &ulik, D., lannella, R, and P. Faltstrom
"URN Nanmespace Definition Mechanisns", BCP 33, RFC 2611,
June 1999.

[ RFC3406] Daigle, L., van &Gulik, D., lannella, R, and P. Faltstrom
"Uni f orm Resource Nanmes (URN) Nanespace Definition
Mechani sns", BCP 66, RFC 3406, COctober 2002.

[ RFC3552] Rescorla, E. and B. Korver, "CQuidelines for Witing RFC
Text on Security Considerations", BCP 72, RFC 3552,
July 2003.

[ RFC5234] Crocker, D. and P. Overell, "Augnmented BNF for Syntax
Speci fications: ABNF', STD 68, RFC 5234, January 2008.

[ RFC6648] Saint-Andre, P., Crocker, D., and M Nottingham
"Deprecating the "X-" Prefix and Sinmilar Constructs in
Application Protocols", BCP 178, RFC 6648, June 2012.

[ RFC6943] Thaler, D., "lssues in ldentifier Conparison for Security
Pur poses”, RFC 6943, May 2013.

Appendi x A.  Changes from RFC 3406

Al t hough on the surface it mght appear that this docunent is
significantly different from[RFC3406], in general it only nodifies
the order of presentation, with the intent of making it easier for
interested parties to define and register URN namespaces. In
addition, sone of the text was updated to be consistent with the
definition of Uniform Resource ldentifiers (URIs) [RFC3986] and the
processes for registering information with the | ANA [ RFC5226], as
well as nore nodern guidance with regard to security issues [ RFC3552]
and identifier conparison [RFC6943]. The only nmjor substantive
change was renoving the category of experinmental nanespaces
consistent with [ RFC6648].
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