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Abstract

Thi s docunent introduces the concept of MELG ("Mitually Exclusive
Li nk Group") and discusses its usage in the context of nutually
excl usive Virtual TE Links.

Conventions used in this docunent

The key words "MJST", "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOMMENDED', "MAY", and "OPTIONAL" in this
docunment are to be interpreted as described in RFC 2119 [ RFC2119].
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1. Introduction

A Virtual TE Link (as defined in [RFC6001]) advertised into a dient
Net work Domain represents a potentiality to setup an LSP in the
Server Network Domain to support the advertised TE link. The Virtua
TE Link gets advertised |ike any other TE link and follows the sane
rules that are defined for the advertising, processing and use of
regul ar TE links [RFC4202]. However, "nutual exclusivity" is one
attribute that is specific to Virtual TE links. This docunent

di scusses the different types of nmutual exclusivity (Static vs
Dynamic) that cone into play and explains the need to advertise this
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information into the Client TEDB. It then goes onto introduce a new
TE construct (MELG to carry static rmutual exclusivity information.

2. Virtual TE Link - Semantics

A Virtual TE Link (as per existing definitions) represents the
potentiality to setup a server layer LSP, but there are currently no
strict guidelines inposed on how the underlying server |ayer LSP
woul d need to get set up. The characteristics of the underlying
server-path are not necessarily pinned down until the Virtual TE
Link gets actually conmitted. This neans that sone inportant
characteristics of the Virtual TE Link |ike shared-risk and del ay
(and nutual exclusivity information) may not be known until the
correspondi ng server layer LSP is set up. This makes resource

pl anning (for exanple - pre-configuring network failure recovery
schenes) in a nulti-layer network that includes Virtual TE Links a
very hard probl em

Thi s docunent uses a slightly enhanced view of a Virtual TE Link. In
the context of this document, the Virtual TE Link (even when it is
unconmmitted) is always aware of the key characteristics of the
underlying server-path. The creation and nmai ntenance of this Virtua
TE Link is strictly driven by policy. Policy not only deterni nes
which Virtual TE Link to create (What ternination points?), but it
may al so constrain how the correspondi ng underlying server |ayer LSP
(What path?) needs to get set up. The basic idea behind this
"enhanced view' is that it nmakes the "Virtual TE Link" get as close
as it can to representing a "Real TE Link".

Al so, as per this docunment, a Virtual TE Link remains a Virtual TE
Li nk through-out its life-tine (until it gets deleted by the
user/policy). It my get committed (underlying server LSP gets set
up) and unconmitted (underlying server LSP gets deleted) fromtinme
to time, but it never really loses it "Virtual" property.

3. Miutually Exclusive Virtual TE Links

Mutual Exclusivity comes into play when nultiple Virtual TE Links
are dependent on the usage of the same underlying server resource.
Since not all of these Virtual TE Links can get committed at the
same tinme, they are deened to be nutually exclusive

The existence of this "nmutual exclusivity" property would need to be
advertised into the Client TE Domain. This is of relevance to dient
Pat h Conmput ati on engi nes; especially those that are capabl e of doing
concurrent conputations. If this information is absent, there exists
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the risk of the Conputation engine yielding erroneous concurrent
pat h conputation results where only a subset of the conputed paths
get successfully provisioned.

The "Miutual Exclusivity" property of a Virtual TE Link can be either
static or dynamic in nature.

3.1. Static vs Dynanmic

Static Mutual Exclusivity: This type of nutual exclusivity exists
permanently within a given network configuration. It cones into play
when two or nore Virtual TE Links depend on the usage of the sane
non- shar eabl e underlyi ng server network domain resource. This
resource gets used up in its entirety by a single Virtual TE Link
when committed. Such resources exist only in the WDM | ayer.

Dynam ¢ Mutual Exclusivity: This type of nutual exclusivity exists
tenporarily within a given network configuration. It cones into play
when two or nore Virtual TE Links depend on the usage of the sane
shar eabl e underlying server network domain resource. Mitua
Exclusivity exists when the anmbunt of the server resource that is
available for sharing is limted; it ceases to exist when sufficient
anount of the resource is available for accommpdating all
corresponding Virtual TE Links. Such resources exist in all |ayers.

Because of their inherent difference, the advertisenent paradi gm of
the TE construct required to carry static nutual exclusivity
information is quite different fromthat of the TE construct
required to carry dynam ¢ nutual exclusivity information. Static
mut ual exclusivity Information can get advertised per TE-Link using
a sinple sub-TLV construct. There wouldn’t be any scaling issues
with this approach because of the static nature of the information
that gets advertised. On the contrary, advertising dynam c mnutua
exclusivity informati on per TE-Link poses serious scaling concerns
and hence requires a different type of construct/paradi gm

Thi s docunent introduces a new TE construct for carrying static

mut ual exclusivity information. The mechani snms to address dynanic

mut ual exclusivity are discussed in a separate docunment [SRcLQ.
4, Static Miutual Exclusivity

Consi der the network topology depicted in Figure la. This is a

typi cal packet optical transport deployment scenario where the WM
| ayer network domain serves as a Server Network Domain providing
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transport connectivity to the packet |ayer network Domain (Cient
Net wor k Domai n) .

|
| +---+ / -\
| | Router ( ) VDM
| +---+ Node \-/ node
I
+--+ /-\ /-\ /-\ +--+
| RL------- (A)-mmmmne- (C)mmmmmmnn- (E)-emmmmnn- | R
+--+ \-/ \-/ \-/ +--+
/ \ / \
/ \ / \
/ \ / \
/ \ / \
/ \ \
+--+ /-\ /-\ /-\ +--+
| R2|--------- (B)--------- (D)--------- (F)--------- | R4
+---+ \-/ \-/ \-/ +---+

Fi gure la: Sanpl e topol ogy

............. | [ ] dient TE Node

| dient TE | | +++ dient TE Link
| DataBase | |
[R1] ++++++++ [ A] [E] +++++++++ [ R3]
[R2] ++++++++ [ B] [F] +++++++++ [ R4]

Figure 1b: dient TE Database
Nodes Rl, R2, R3 and R4 are IP routers that are connected to an

Optical WoMtransport network. A, B, C, D, E and F are WDM nodes
that constitute the Server Network Domain. The border nodes (A B, E
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and F) operate in both the server and client domains. Figure 1b
depicts how the Cient Network Domain TE topol ogy | ooks |ike when
there are no dient TE Links provisioned across the optical domain.

x*xxx B F WDM Pat h
I B- E WM Pat h

oot /-\ /-\ CEEREEEED / -\ oot
| RU|------- (A)-mmemees (C)-mmmmnnne (E)-mmemnnne | R
oot \- 1 @-/ \- 1 -
@ \ I\
@ \ / \
@ \ / \
@ v \
@ \ \
+- - -+ /_\ *kkkkkkk*k*% /_\ *kkkkkkk*k*% /_\ +- - -+
| R[--------- (B)--------- (D)--------- (F)--------- | R4
oot \- 1/ \- 1/ \- 1/ oot

Fi gure 2a: Mutually Excl usive potential WM pat hs

TE-Links B-F and B-E are mutual ly excl usive;

I
| dient-TE| | They depend on the usage of the same
| Database | | underlying non-shareabl e server resource
____________ |
[R1] ++++++++ [ A] [E] +++++++++ [ R3]
+++++
++++
++++
++++

++++
[ R2] ++++++++ [ B] ++++++++++++++++++++ [ F] +++++++4++ [ R4]

Figure 2b: Cient TE Database - Mutually Exclusive Virtual TE Links
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Now consi der augnenting the Cient TE topology by creating a couple
of Virtual TE Links across the optical dommin. The potential paths
in the WOM network catering to these two virtual TE links are as
shown in Fig 2a and the correspondi ng augnented Cient TE topol ogy
is as illustrated in Fig 2b.

In this particular exanple, the potential paths in the WDM | ayer
networ k supporting the Virtual TE Links require the usage of the
same source transponder (on "Node B'"). Because the Virtual TE Links
depend on the same unconmitted network resource, only one of them
could get activated at any given tine. In other words they are

nmut ual |y exclusive. This scenario is encountered when the potenti al
pat hs depend on any comon physical resource (e.g. transponder
regenerator, wavel ength converter, etc.) that could be used by only
one Server Network Domain LSP at a tine.

Thi s docunment proposes the use of "Mitually Exclusive Link G oup
(MELG" for catering to this scenario.

5. Miutual |y Exclusive Link G oup

The Mutual ly Exclusive Link Group (MELG construct defined in this
docunent has 2 purposes

- To indicate via a separate network uni que nunber (MELG ID) an
el ement or a situation that makes the advertised Virtual TE Link
bel ong to one or nore Miutual |y Exclusive Link Goups. Path
conputing elenent will be able to decide on whether two or nore
Virtual TE Links are nutually exclusive or not by finding an
overlap of advertised MELGs (sinmilar to deciding on whether two or
more TE links share fate or not by finding cormmon SRLGs)

- To indicate whether the advertised Virtual TE Link is committed or
not at the nonent of the advertising. Such information is
important for a path conputation elenent: Conmitting new Virtua
TE links (vs. re-using already committed ones) has a consequence
of allocating nore server |layer resources and di sabling other
Virtual TE Links that have common MELGs with newWy conmitted
Virtual TE Links; Committing a new Virtual TE Link al so neans a
| onger setup tine for the Cient LSP and hi gher risk of setup-
failure.
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6. Protocol Extensions
6.1. OSPF

The MELG is a sub-TLV of the top level TE Link TLV. It may occur at
nost once within the Link TLV. The format of the MELGs sub-TLV is
defined as foll ows:

Nanme: MELG
Type: TBD
Length: Vari abl e

0 1 2 3

01234567890123456789012345678901

B i S S T s i S T st i S S S S S S S S i

[ Sub-TLV Type [ Sub- TLV Length [

B i i S S i I e i S S R L e e e e

[ VTE- Fl ags (16 bits) [U| Nunber of MELGs (16 bits) [

R R e R e s s e o S S e R e o o

| MELG D1 (64 bits) |

| MELG D2 (64 bits) |

| [

[ MELGA Dn (64 bits) [

B E e r e s i s i o T T s S S S S 2

Nunber of MELGs: nunmber of MELGS advertised for the
Virtual TE Link;

VTE- Fl ags: Virtual TE Link specific flags;

MELG D1, MELA D2, ..., MELA Dn: 64-bit network donmai n uni que nunbers
associ ated with each of the advertised
MELGs

Currently defined Virtual TE Link specific flags are:
Ubit (bit 1): Unconmmitted - if set, the Virtual TE Link is
unconmritted at the time of the advertising (i.e. the server |ayer
network LSP is not set up); if cleared, the Virtual TE Link is
conmitted (i.e. the server layer LSP is fully provisioned and
functioning). Al other bits of the "VTE-Flags" field are
reserved for future use and MJST be cl eared.

Note: A Virtual TE Link advertisenment MAY include MELGs sub-TLV with
zero MELGs for the purpose of communicating to the TE domai n whet her
the Virtual TE Link is currently comritted or not.
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6.2. I1SIS
The MELG TLV (of type TBD) contains a data structure consisting of:

octets of SystemID

octet of Pseudonode Nunber

octet Flag

octets of IPv4 interface address or 4 octets of a Link

Local ldentifier

4 octets of |Pv4 neighbor address or 4 octets of a Link
Renote ldentifier

2 octets MELG Fl ags

2 octets - Nunber of MELGs

vari abl e List of MELG val ues, where each elenent in the |ist

has 8 octets

AR PO

The following illustrates encoding of the value field of the MELG
TLV.
0 1 2 3

01234567890123456789012345678901
B S T S S e T A i i i S S

| System | D |
B E e r e s i s i o T T s S S S S 2
| System I D (cont.) | Pseudonode num | Fl ags |

B R i s i i e o S R S I O S I S e e sl o ST S IS S N S S
| I pv4 interface address/Link Local Identifier |
B e i s e S e e S e e S e e Rl il st sT o SRR I S S o
| | pv4 nei ghbor address/Link Renote Identifier |
B i i i e R S e S i s e e S T g e S I T i st S TR I S S
[ VTE- Fl ags (16 bits) [U| Nunber of MELGs (16 bits) [
B T T i I T T o S S S e b S S S
[ MELG D1 (64 bits) [
[ MELG D2 (64 bits) [
| |
[ MELGA Dn (64 bits) [
B e e i S R S e S e e e S T e e S e i o ol i i i T
The neighbor is identified by its SystemID (6 octets), plus one

octet to indicate the pseudonode nunber if the neighbor is on a LAN
i nterface.

Beeram et al Expires April 21, 2014 [ Page 9]



I nternet-Draft MELG Cct ober 2013

The |l east significant bit of the Flag octet indicates whether the
interface is nunbered (set to 1) or unnunmbered (set to 0). Al other
bits are reserved and should be set to O.

The length of the TLV is 20 + 8 * (nunber of MELG val ues).

The senmantics of "VTE-Flags", "Nunmber of MELGs" and "MELA D Val ues"
are the sane as the ones defined under OSPF extensions.

The MELG TLV MAY occur nore than once within the 1S-1S Link State
Prot ocol Data Units.

7. Security Considerations
TBD

8. | ANA Consi derati ons

8.1. COSPF
I ANA is requested to allocate a new sub-TLV type for MELG (as
defined in Section 6.1) under the top-level TE Link TLV.

8.2. 18IS
I ANA is requested to allocate a new I S-1S TLV type for MELG (as
defined in Section 6.2).
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