Di stributed Mbility Managnent Working G oup D. Liu

I nternet-Draft H. Deng
Updates: 5014 (if approved) China Mbile
I nt ended status: Standards Track C. Perkins
Expires: May 10, 2014 Fut ur ewei

Novermber 06, 2013

Mobility APl Extension for Distributed Mbility Managenent
draft-liu-dmmnobility-api-02

Abst ract

In order to provide an appropriate level of nobility support that a
mobi | e node may require for proper performance of various
applications, it is inportant to enable applications to sel ect
addresses that will be managed properly by the nobility nmanagenent
infrastructure. Previous docunents have enabl ed address selection on
the basis of certain characteristics such as randommess, tenporary
usage, scope of validity, and so on. This docunment proposes new

cl asses of addresses in addition to those already avail able, to
enabl e an application to receive certain kinds of nobility support.

Status of This Meno

This Internet-Draft is submtted in full conformance with the
provi sions of BCP 78 and BCP 79.

Internet-Drafts are working docunents of the Internet Engineering
Task Force (IETF). Note that other groups may also distribute

wor ki ng docunments as Internet-Drafts. The list of current Internet-
Drafts is at http://datatracker.ietf.org/drafts/current/.

Internet-Drafts are draft documents valid for a maxi num of six nonths
and nay be updated, replaced, or obsol eted by other docunents at any
time. It is inappropriate to use Internet-Drafts as reference
material or to cite themother than as "work in progress.”
This Internet-Draft will expire on May 10, 2014.

Copyright Notice

Copyright (c) 2013 | ETF Trust and the persons identified as the
docunent authors. Al rights reserved.

This docunent is subject to BCP 78 and the | ETF Trust’'s Legal

Provisions Relating to | ETF Docunents
(http://trustee.ietf.org/license-info) in effect on the date of
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publication of this docunent. Please review these docunents
carefully, as they describe your rights and restrictions with respect
to this docunment. Code Conponents extracted fromthis docunment nust
include Sinplified BSD License text as described in Section 4.e of
the Trust Legal Provisions and are provided without warranty as
described in the Sinplified BSD License.
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I ntroduction

An extension to the socket APl (see [RFC5014]) has been specified to
all ow an application to identify its preference anong nmultiple source
addresses. Furthernore, there are proposals
([1-D.draft-korhonen-6man-prfix-properties] and
[1-D.draft-bhandari-dhc-cl ass-based-prefix-04]) to extend router
advertisenent to carry property and class information for the
advertised prefixes. Those proposals enable a nobile node to learn
the property and class information for the prefix fromthe router
adverti senent nessage. This docunment proposes an extension to

[ RFC5014] which woul d add nore prefix classes so that an application
could select prefixes with properties that are inportant for
distributed nobility nmanagenent.

Ter i nol ogy

The key words "MJST", "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOMMENDED', "MAY", and "COPTIONAL" in this
docunent are to be interpreted as described in RFC 2119 [ RFC2119].

Proposed Extension of RFC 5014
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A socket APl extension defined in [ RFC5014] is used for |IPv6 source
address selection. An application can use this APl to override the
default source address selection nechanismfor IPv6. Currently, the
followi ng types of source address selection preference are defined in
[ RFC5014] :

| PV6_PREFER_SRC HOVE /* Prefer Hone address as source */

| PV6_PREFER SRC COA /* Prefer Care-of address as source */

| PV6_PREFER SRC TMP /* Prefer Tenporary address as source */

| PV6_PREFER_SRC PUBLIC /* Prefer Public address as source */

| PV6_PREFER SRC CGA /* Prefer CGA address as source */

| PV6_PREFER SRC NONCGA /* Prefer a non-CGA address as source */
Thi s docunent proposes the addition of two new fl ags:

| PV6_PREFER SRC LOCAL_HNP /* Prefer a |local home prefix */

| PV6_PREFER SRC REMOTE HNP /* Prefer a renote hone prefix */

The | ocal home prefix may be preferred by applications which are
likely to discontinue operations before the device travels to distant
networks. On the other hand, a rempte hone prefix may be nore
suitabl e for continued operation over w de areas, but at potentially
i ncreased cost for nobiilty nanagenent.

4. Usage Exanple
This section gives usage exanples for the new flags APl extension

Rel evant distributed nobility nmanagenent practices are discussed in
[I-D.draft-ietf-dmm best-practices-gap-anal ysis-01] and
[I-D.draft-seite-dnmm dma-06]. The concept of dynami c anchoring
concept is introduced, which nmeans that the nobil e node can have
multiple mobility anchor points. Then, the nobile node can select a
locally allocated I P address for newy | aunched applications for
optinmized routing. Wen the application continues comunications
whil e the nobile node noves to a new point of attachment, the nobile
node can nevertheless stilluse the | P address allocated by previous
anchor point for the on going conmmunications. When the application
term nates, the nobile node will release the I P address all ocated by
t he previous anchor point.
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In the dynam c anchoring scenario, the newy started application
shoul d use an I P address allocated by the local nobility anchor. The
application can use | PV6_PREFER SRC LOCAL HNP flag to select the

| ocal allocated I P address. For nore |long-lived comruni cations, the
application can use | PV6_PREFER SRC REMOTE HNP flag to sel ect the
hone address allocated by the previous nobility anchor to enabl e
session continuity.

| ANA Consi derations
Thi s docunent nakes no request of | ANA

Note to RFC Editor: this section may be renoved on publication as an
RFC.

Security Considerations
TBD
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