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Abst ract

The RTP fixed header includes the payl oad type nunber and the SSRC
val ues of the RTP stream RTP defines how to de-nultiplex streans
within an RTP session, but in sone use cases applications need
further identifiers in order to identify the application semantics
associated with particular streans within the session.

Thi s docunment defines a nechanismto provide the mapping between the
SSRCs of RTP streans and the application semantics by defining
extensions to RTP and RTCP nessages.
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This Internet-Draft is submtted in full conformance with the
provi sions of BCP 78 and BCP 79.

Internet-Drafts are working docunents of the Internet Engineering
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The RTP [ RFC3550] header includes the payl oad type nunber and the

SSRC val ues of the RTP stream
streans within an RTP session,

RTP defines how to de-nultiplex
but in some use cases, applications

need further identifiers in order to identify semantics associ ated
with particular streans within the session.

SDP [ RFC4566] can be used to describe nmultiple RTP nedia streans in
one or nmore mlines that define a single SSRC nultiplexed RTP session

(as specified in [ RFC3550]).
[I-D.ietf-rtcweb-overview .
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A Unified Plan for Using SDP with Large Nunbers of Media Fl ows

[1-D. roach-music-unified-plan] proposes that each mline wll
represent a nedia source [|-D.|ennox-raiarea-rtp-groupi ng-taxonony].
In the sinple case a nedia source will be one video or audio RTP
stream Media source description becones nore conplicated when for
robust applications, techniques |ike RTX and FEC are used to protect
medi a. Al so sinulcast/layered coding can be used to provide support

to heterogeneous receivers. In these cases a nmedia source may send
nmore than one RTP stream for exanple, a video streamand a FEC
stream

Sone applications may require nore information about the usage of the
RTP streams. For exanple, RTP streans fromdifferent caneras that
need to be identified by the application in order to render them
correctly, or a source that can send nmultiple versions of the sane
streamin different resol utions (Sinulcast

[1-D. westerlund-avtcore-rtp-sinulcast]).

SDP provides in [RFCA574] a "label" attribute that contains a token
defined by an application and is used in its context. "Label" can be
attached to mlines in multiple SDP docunents allow ng the
application to logically identify the nmedia streans across SDP

sessi ons when necessary. The "label" attribute is a token and does
not provide any information about the content of the stream

[ RFCA796] defines the "content” attribute providing information about
the content of the stream currently there is a small set of val ues
for the content attribute.

Both "label" and "content" attribute are SDP nedi a-1evel attributes,
so when an SDP mline supports nmultiple RTP streans, this value is
applicable to all RTP streansdescribed by the SDP mli ne.

There is a need to have a token that will allow the mappi ng between a
single RTP streans(identified by an SSRC) in an mline to the
application logic. For exanple, SSRCl1 is the RTP streamfromthe

| eft canera and SSRC2 is the RTP streamfromthe right canera

speci fiedand SSRC3 is the FEC streamthat protect both streams. Note
that there are cases where the SSRCs of the RTP streanms are not known
or may change during the call.

Support of FEC, SVC and sinulcast bring nore requirenents as
expl ai ned using the foll ow ng exanpl es.

The first exanple is of a unified plan
[1-D.roach-music-unified-plan] offer of one audio source and one
video source. The video source includes two SVC RTP streans a base
| ayer and an enhancenent |ayer. There are also two FEC options:
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Base Layer S1 and Enhancenent S2 |ayers protected by FEC repair
stream R2

This enabl es the answer to select the base layer with RL or the Base
+ enhancenent | ayers both protected by R2.

SDP O fer:

Even,

v=0

o=- 20518 0 IN I P4 198.51.100.1

s=FEC G oupi ng Semantics for SSRC Mil ti pl exi ng
t=0 0

c=IN I1P4 203.0.113.1

a=group: BUNDLE ml nR

nraudi o 56600 RTP/ SAVPF 0 109

a=nsid:ma ta

a=m d: nl

a=ssrc: 53280

a=rtpmap: 0 PCMJ 8000

a=rtpmap: 109 opus/ 48000

nrvi deo 56602 RTP/ AVPF 100 101 110 111 - Main canera
a=nmsid:ma tb

a=m d: nR

a=rtpnap: 100 H264/ 90000 - Base | ayer
a=rtpmap: 101 H264- SVC/ 90000 - Enhancenent | ayer
a=depend: 101 lay L1: 100 - dependenci es

a=rtprmap: 110 1d-interl eaved-parityfec/ 90000
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a=fm p: 110 L=5; D=10; repair-w ndow=200000
a=rtpmap: 111 1d-interl eaved-parityfec/ 90000
a=fmp: 111 L=10; D=10; repair-w ndow=400000
a=ssrc: 1000 cname: MSTFEC@xanpl e. com
a=ssrc: 1010 cname: MSTFEC@xanpl e. com
a=ssrc: 2110 cname: MSTFEC@xanpl e. com
a=ssrc: 2120 cnanme: MSTFEC@xanpl e. com
a=ssrc-group: FEGC-FR 1000 2110

a=ssrc-group: FECG-FR 1000 1010 2120
a=ssrc-group: DDP 1000 1010

In this case all video streans are fromthe sane source and can be
described using a single mline. The grouping relations are
specified using the SSRCs val ues that need to be available in the
offer. It is also not clear based on the offer which SSRC is mapped
to each of the PT nunbers

2. Term nol ogy

The key words "MJST", "MJST NOT", "REQU RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOMMENDED', "MAY", and "OPTIONAL" in this
docunent are to be interpreted as described in RFC2119[ RFC2119] and
i ndi cate requirement |evels for conmpliant RTP inplenentations.

3. Proposal for Application ID

As we saw in the previous section, there are tokens defined that
could be used for the nmapping, but they have existing usages and
semantics, and tend to apply at nedi a-level or session |level rather
than streamlevel. |In order to avoid overload of existing
attributes, it is better to have a new token attribute that can
identify a specific RTP stream corresponding to the application
Thi s docunent defines such new token, "ApplD'.

[1-D. roach-music-unified-plan] describes a use case where for early
media it is inmportant that the offer will include a token allow ng
the nedia receiver to associate it with the correct mline. This
requires that the applD will be the token of the received RTP stream
to be used by the sending side. On the other hand to specify the
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appl ds of the source RTP stream and the protecting RTP streanms there
may be a need to specify the sent appld since the relations between
the source and repair streans are for the send side and the
protection nmay not be symmetrical. Simlar issue may exist for the
simul cast use case. This requires having a second optional attribute
for the recv-appld to be used for early nedia.

3.1. appl D token

Appl D is a general -purpose token associated with an RTP stream

all owing the semantics of the streamwith a token to be defined by
the application. This token may al so be mapped, for exanple, to a
FEC stream, or to a specific resolution in a sinulcast application
described in the SDP .

The token is chosen by the sender, and represents the RTP streamthat
will be sent to the receiver

The proposed token can be sent using SDP, RTCP SDES nessages
[ RFC3550], or an RTP header extension [ RFC5285]

The SSRC mappi ng may be available to the receiver when receiving the
RTP streamthrough the RTP header extension, but nmay al so be
avai | abl e ahead of tinme via an RTCP SDES nessage conveyed before the
source started sending, even if the receiver has not seen any RTP
packets fromthis source like in a rmultipoint conference or in the
SDP descri ption

The receiver can receive new sources that nmay be of two kinds

0 A new RTP stream replacing an existing RTP stream in which case
the Appl D of the replaced RTP streamw ||l be assigned to the new
SSRC.

0 A new RTP streamrequiring a different ApplD, for exanple, when
adding a presentation streamto an existing call with two video
cameras froma room

The sol ution supports an RTP session as described using SDP. The RTP
session may use Bundle [I-D.ietf-nmusic-sdp-bundl e-negotiation]with
nmore than one mlines. 1In this case, if the SSRCs of all RTP streans
are not known in advance, the ApplDs associated with each mline need
to be available to the nmedia receiver in order to nap each SSRC to a
specific mline configuration

The docunent defines a new SDP nedia |evel attribute a=applD that can
be used to list all the applDs that an application nay use.
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The appl D syntax provides a token identifier and optional SDP
attributes that describe the application usage if exists in SDP
Application usage in SDP may be, for exanple, an inage attribute
describing a sinulcast application usage

[1-D. westerlund-avtcore-rtp-sinulcast] or a FEC streamthat protects
mul tiple RTP streans.

Each val ue of the ApplD maps to one SSRC at a time. Wen a new SSRC
is mapped to an existing Appl D using an RTP header extension or SDES
message, it replaces the previous RTP streamfor this application
usage.
The formal representation of the applD token is:

appid-attribute = "appl D:" token [SP attri bute]

; The base definition of "attribute" is in [ RFC4566].

; (It is the content of "a=" lines.)
Exanpl es:
The SSRC of the streamis not known when the SDP offer is sent, an
appl D is specified and can be used for mapping to specific SSRCs in
the application.

mevi deo 49200 RTP/ AVP 99

a=rt prmap: 99 H264/ 90000

a=appl D: 2
The second exanple is when the application usage of the RTP steamis
specified using SDP to provide different image resolutions. The
medi a receiver can nmap the received SSRC to the specific resolution
based on the appld.
Note: This exanple is using a separate mline for each offered
resol ution on the send direction grouped using SCR option
[1-D westerlund-avtcore-rtp-sinulcast] It uses the sane nsid for al
grouped inage attribute. Oher options will be added based on the
wor k done on [I-D.westerlund-avtcore-rtp-simnulcast]

a=group: SCR 1 2

mevi deo 49200 RTP/ AVP 98

a=rt prmap: 98 H264/ 90000
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i mageattr: 98 send [x=640, y=360] recv[[x=640,y=360] [x=320,y=180]
a=nsid:ma ta
a=appl D: 2
a=md: 1
mevi deo 49200 RTP/ AVP 99
a=rt prmap: 99 H264/ 90000
i mageattr: 99 send [x=320, y=180]
a=nsid:ma ta
a=appl D: 3
a=md: 2
a=sendonl y
3.1.1. RTCP SDES nessage

The docunent specify a new RTCP SDES nessage

0 1 2 3
01234567890123456789012345678901
B T S T i i S e T i e e e o

[ Appl D = XXX [ | engt h | Appl D t oken
I S i i i e i ik S I SN N

This ApplD is the sane token as defined in the new SDP attribute and
will also be used in the RTP header extension

Thi s SDES nmessage MAY be sent in a conpound RTCP packet based on the
appl i cation need.

3.1.2. RTP Header Extension

The Application ID could be carried within the RTP header extension
field, using [ RFC5285] two bytes header extension.

This is negotiated within the SDP i.e.

a=extmap: 1 urn:ietf:paranms:rtp-hdrext: App-1D
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Packets tagged by the sender with the AppID will then contain a
header extension as shown bel ow

0 1 2 3

01234567890123456789012345678901

B S i S e I S S T sk S S S SR S S
| D=1 | Len-1 | Appl D

B T S S
ApplD ... |

i S S

+— +— +

+

To add or nodify the Appl D by an intermediary can be an expensive
operation, particularly if SRTP is used to authenticate the packet.
Modification to the contents of the RTP header requires a re-

aut hentication of the conplete packet, and this could prove to be a
limting factor in the throughput of a nultipoint device.

There is no need to send the Appl D header extension with all RTP
packets. Senders MAY choose to send it only when a new SSRC i s sent,
or when an SSRC changes its association to an ApplD. 1f such a node
i s being used, the header extension SHOULD be sent in the first few
RTP packets to reduce the risk of losing it due to packet |oss. For
codecs with decoder refresh points (such as |-Franmes in video
codecs), senders also SHOULD send the Appl D header extension al ong
with the packets carrying the decoder refresh.

3.1.3. recv-applD

An offer may include a recv-appl D attribute allowing the offerer to
request fromthe answerer to use this token for the RTP stream sent
fromthe answerer for a sendrecv or recvonly RTP stream This is
important in order to support early nedia fromthe answerer that may
be received by the offerer before the answer SDP arrives.
The formal representation of the applD token is:

appid-attribute = "recv-appl D:" token

; The base definition of "attribute" is in [ RFC4566].

; (It is the content of "a=" l|ines.)
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4.

Using Application ID token in Ofer / Answer

The appld rmay be used in offer answer. Sone use cases are provided.
They only show part of the SDP that can denobnstrate the usage.

the sinple case is when each nedi a source describes one RTP stream
In this case the SSRC may be used for the mapping if known but having
appl d address the case where the SSRC changes. The recv-applDis
offered to allow for early nedia synchronization
The offer is:

mevi deo 49200 RTP/ AVP 99

a=rtpmap: 99 H264/ 90000

a=appl D 2

a=recv-appld 10

a=ssrc: 20010 CNAME: vi@xanpl e. com

nrvi deo 49200 RTP/ AVP 100

a=rt pmap: 100 H264/ 90000

a=appl D 3

a=recv-appld 20

a=ssrc: 20010 CNAME: v2@xanpl e. com
In this exanple a three canera system sending three RTP streans
protected by a single FEC stream (note that the full offer may al so
include a FEC stream for each of the three RTP streans and the
answerer may choose which FEC schene he prefers).
This is the SDP offer for the video sources:

v=0

o=- 20518 0 IN I P4 198.51.100.1

s=FEC G oupi ng Senmantics for SSRC Mil ti pl exi ng

t=0 0

c=IN I1P4 203.0.113.1
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a=group: BUNDLE mL n2 nB m4 R1

a=group: FECFR n2 n8 m4 Rl

nraudi o 56600 RTP/ SAVPF 109

a=m d: nl

a=nsid:ma ta

a=applD 1

a=ssrc: 53280

a=rtpmap: 109 opus/ 48000

nrvi deo 56602 RTP/ AVPF 100 - |eft canera
a=m d: nR

a=nsid:ma tb

a=appl D 2

a=rt pmap: 100 H264/ 90000

a=ssrc: 1000 cname: MSTFEC@xanpl e. com
nrvi deo 56602 RTP/ AVPF 101- M ddl e camera
a=m d: nB

a=nsid:ma tc

a=appl D 3

a=rt pmap: 101 H264/ 90000

a=ssrc: 1010 cname: MSTFEC@xanpl e. com
mevi deo 56602 RTP/ AVPF 102 - Right canera
a=m d: m}

a=nsid:ma td

a=appl D 4

et al. Expi res March 19, 2014
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a=rt pmap: 102 H264/ 90000

a=ssrc: 1020 cname: MSTFEC@xanpl e. com

mevi deo 56602 RTP/ AVP 110

a=rtpmap: 110 1d-interl eaved-parityfec/ 90000

a=fm p: 110 L=5; D=10; repair-w ndow=200000

a=m d: Rl

a=appl D 5
The FEC streamis specified in a separate SDP mline even though it
is not a nedia source but it does not have any nsid so it is not a
medi a streamtrack. The applDis used to identify this streamas the
FEC stream
In the CLUE WG case the mapping is froma nedia source represented by
an SDP mline to a CLUE Capture encoding specified in the CLUE
framework [I-D.ietf-clue-framework]. The mappi ng may be done using
the | abel attribute.
Exanpl e of an offer that offers three CLUE individual encodes. The
CLUE config nessage can be used to map an individual encode to a CLUE
medi a capture [I-D. kyzivat-clue-signaling]. The |abel value is used
in the CLUE protocol to identify CLUE individual encodes. The appld
is used to identify the stream by the receiver

a=group: CLUE 4 5 6

nrvi deo 6002 RTP/ AVP 96

a=rtpmap: 96 H264/ 90000

a=fmt p: 96 profile-Ilevel -id=42e016; max- nbps=108000; max- f s=3600
a=sendr ecv

a=md: 2

a=appl D 9
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mevi deo 6002 RTP/ AVP 96
a=rtpmap: 96 H264/ 90000
a=fmp: 96 profile-level-id=42e016
a=sendonly
a=md: 4
a=appl D 8
a=| abel : encl
m=vi deo 6002 RTP/ AVP 96
a=rtprmap: 96 H264/ 90000
a=fntp:96 profile-level-id=42e016
a=sendonl y
a=md: 5
a=appl D 7
a=| abel : enc2
nrvi deo 6002 RTP/ AVP 96
a=rtpmap: 96 H264/ 90000
a=fm p: 96 profile-Ievel-id=42e016
a=sendonl y
a=md: 6
a=appl D 6
a=| abel : enc3
5.  Acknow edgenent s
Pl ace Hol der

6. | ANA Consi derations
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TBD

7. Security Considerations
TBD.
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