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Abst ract

When using Traffic Engineering (TE) in a dual-stack | Pv4/|Pv6 network
the Multiprotocol Label Switching (MPLS) TE Label Switched Pat hs
(LSP) infrastructure may be duplicated, even if the destination |Pv4
and | Pv6 addresses belong to the sane renote router. |In order to
achieve an integrated MPLS TE LSP infrastructure, OSPF routes nust be
conputed over MPLS TE tunnels created using information propagated in
anot her OSPF instance. This is solved by advertising cross-address
famly (X-AF) OSPF TE i nfornation.

Thi s docunent describes an update to RFC5786 that allows for the easy
identification of a router’s |local X-AF |P addresses.

Status of This Meno

This Internet-Draft is submtted in full conformance with the
provi sions of BCP 78 and BCP 79.

Internet-Drafts are working docunents of the Internet Engineering
Task Force (I ETF). Note that other groups may also distribute

wor ki ng documents as Internet-Drafts. The list of current Internet-
Drafts is at http://datatracker.ietf.org/drafts/current/.

Internet-Drafts are draft documents valid for a maxi num of six nonths
and nay be updated, replaced, or obsoleted by other docunents at any
time. It is inappropriate to use Internet-Drafts as reference
material or to cite themother than as "work in progress.”
This Internet-Draft will expire on July 14, 2017.

Copyright Notice

Copyright (c) 2017 | ETF Trust and the persons identified as the
docunent authors. Al rights reserved.

This docunment is subject to BCP 78 and the | ETF Trust's Legal
Provisions Relating to | ETF Docunents
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(http://trustee.ietf.org/license-info) in effect on the date of
publication of this docunent. Please review these docunments
carefully, as they describe your rights and restrictions with respect
to this docunent. Code Conponents extracted fromthis docunent nust
include Sinplified BSD License text as described in Section 4.e of
the Trust Legal Provisions and are provided without warranty as
described in the Sinplified BSD License.
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1. Introduction

TE Extensions to OSPFv2 [ RFC3630] and to OSPFv3 [ RFC5329] have been
described to support intra-area TE in |IPv4 and | Pv6 networKks,
respectively. In both cases the TE database provides a tight
coupling between the routed protocol and TE signaling information in
it. In other words, any use of the TE link state database is limted
to I Pv4 for OSPFv2 [ RFC2328] and | Pv6 for OSPFv3 [ RFC5340].

In a dual stack network it may be desirable to set up cormmon MPLS TE
LSPs to carry traffic destined to addresses fromdifferent address
famlies on a router. The use of combn LSPs eases potenti al

scal ability and managenent concerns by hal ving the nunber of LSPs in
the network. Besides, it allows operators to group traffic based on
busi ness characteristics and/or applications or class of service, not
constrai ned by the network protocol which carries it.

For exanple, an LSP created based on MPLS TE i nfornmati on propagated
by OSPFv2 instance can be defined to carry both IPv4 and | Pv6
traffic, instead of having both OSPFv2 and OSPFv3 to provision a
separate LSP for each address famly. Even if in sonme cases the
address famly-specific traffic is to be separated, the cal cul ation
froma common dat abase nmay prove operationally beneficial

A requi renment when creating a conmon MPLS TE infrastructure is the
ability toreliably map the X-AF fanily addresses to the
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correspondi ng advertising tail-end router. This mapping is a
chal | enge because the LSAs containing the routing information are
carried in one OSPF instance while the TE cal cul ati on may be done
using a TE database froma different instance.

A sinple solution to this problemis to rely on the Router IDto
identify a node in the correspondi ng OCSPFv2 and OSPFv3 dat abases.
This solution woul d mandate both instances on the same router to be
configured with the sane Router ID. However, relying on the
correctness of the configuration puts additional burden on network
managenent and adds cost to the operation of the network. The

net work beconmes even nore difficult to nanage if OSPFv2 and OSPFv3
topol ogi es do not match exactly, for exanple if area borders are
drawn differently in the two protocols. Also, if the routing
processes do fall out of sync (having different Router |Ds, even if
for local administrative reasons), there is no defined way for other
routers to discover such misalignnent and to take any corrective
measures (such as to avoid routing through affected TE tunnels or

i ssui ng warning to network nmanagenent). The use of nisaligned router
IDs may result in delivering the traffic to the wong tail-end
router, which could | ead to suboptimal routing or even traffic |oops.

Thi s docunent describes an update to [ RFC5786] that allows for the
easy identification of a router’s local X-AF |IP addresses. Routers
using the Node Attribute TLV [ RFC5786] can include non-TE enabl ed
interface addresses in their OSPF TE adverti senents, and al so use the
same sub-TLVs to carry X-AF information, facilitating the mapping
menti oned above.

The met hod described in this docunent can al so be used to conpute

X- AF mappi ng of egress LSR for sub-LSPs of a Point-to-Miltipoint LSP
(see [ RFC4461]). Considerations of using Point-to-Miltipoint MPLS TE
for X-AF traffic forwarding is outside the scope of this

speci fication.

2. Requirenents Language

The key words "MJST", "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOMMENDED', "MAY", and "COPTIONAL" in this
docunent are to be interpreted as described in [ RFC2119].

3. Operation

[ RFC5786] defined the Node | Pv4 Local Address and Node | Pv6 Loca
Address sub-TLVs of the Node Attribute TLV for a router to advertise
additional local I1Pv4 and | Pv6 addresses. To solve the problem
outlined in [ RFC5786] OSPFv2 woul d advertise and use only | Pv4
addresses and OSPFv3 woul d advertise and use only | Pv6 addresses.
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Thi s docunment updates [ RFC5786] so that a router can al so announce
one or nore local X-AF addresses using the correspondi ng Loca
Address sub-TLV. In other words, to inplenent the X-AF routing
techni que proposed in this docunment, OSPFv2 will advertise the Node
| Pv6 Local Address sub-TLV and OSPFv3 will advertise the Node | Pv4
Local Address sub-TLV, possibly in addition to advertising other IP
addresses as docunented by [ RFC5786] .

A node that inplements X-AF routing SHOULD advertise in the
correspondi ng Node Local Address sub-TLV all X-AF |P addresses |oca
to the router that can be used by Constrai ned SPF (CSPF) to calcul ate
MPLS TE LSPs. In general, OSPF SHOULD advertise the |P address
listed in the Router Address TLV of the X-AF instance naintaining
MPLS TE dat abase plus any additional |ocal addresses advertised by
the X-AF OSPF instance in its Node Local Address sub-TLV.

| mpl enent ati on MAY advertise other |ocal X-AF addresses.

If the Node Attribute TLV carries both the Node | Pv4 Local Address
sub-TLV and the Node | Pv6 Local Address sub-TLV, then the X-AF
component must be considered for the consolidated cal cul ati on of MPLS
TE LSPs. Both instances may carry the required information, it is
left to local configuration to determ ne which database is used.

On Area Border Routers (ABR), each advertised X-AF | P address MJST be
advertised into at nost one area. |f OSPFv2 and OSPFv3 area borders
match (i.e. for each interface area nunber for OSPFv2 and OSPFv3
instances is nunerically equal), then the X-AF addresses MJST be
advertised into the sane area in both instances. This allows other
ABRs connected to the sane set of areas to know with which area to
associ ate MPLS TE tunnel s.

During the X-AF routing cal culation, X-AF |IP addresses are used to
map locally created LSPs to tail-end routers in the LSDB. The
mappi ng al gorithm can be described as:

Walk the list of all MPLS TE tunnels for which the conputing
router is a head-end. For each MPLS TE tunnel T:

1. If T s destination IP address is fromthe same address famly as
the conputing OSPF instance, then the tunnel nust have been
si gnal ed based on MPLS TE infornation propagated in the sane OSPF
instance. Process the tunnel as per [RFC3630] or [RFC5329].

2. Oherwise it is a X-AF MPLS TE tunnel. Not e tunnel’s destination
| P addr ess.

3. Walk the X-AF I P addresses in the LSDBs of all connected areas.
If a matching | P address is found, advertised by router Rin area
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A, then mark the tunnel T as belonging to area A and term nating
on tail-end router R Assign an intra-area SPF cost to reach
router Rwithin area A as the IGP cost of tunnel T.

After conpleting this calculation, each TE tunnel is associated with
an area and tail-end router in terns of the routing LSDB of the
computi ng OSPF i nstance and has a netric.

Note that for clarity of description the mapping algorithmis
specified as a single calculation. Actual inplenentations for the
ef ficiency may choose to support equival ent mapping functionality
wit hout inplenenting the algorithmexactly as it is described.

As an exanple lets consider a router in dual-stack network running
OSPFv2 and OSPFv3 for IPv4 and | Pv6 routing correspondi ngly. Suppose
OSPFv2 instance is used to propagate MPLS TE i nformati on and the
router is configured to accept TE LSPs term nating at |ocal addresses
198.51.100.1 and 198.51.100.2. Then the router will advertise into
OSPFv2 instance | Pv4 address 198.51.100.1 in the Router Address TLV,
additional |ocal |IPv4 address 198.51.100.2 in the Node |Pv4 Loca
Address sub-TLV, plus other Traffic Engineering TLVs as required by

[ RFC3630]. |If OSPFv3 instance in the network is enabled for X-AF TE
routing (that is, to use for IPv6 routing MPLS TE LSPs conputed by
OSPFv2), then the OSPFv3 instance of the router will advertise the
Node | Pv4 Local Address sub-TLV listing | ocal |Pv4 addresses
198.51.100.1 and 198.51.100.2. Oher routers in the OSPFv3 network
wWill use this information to reliably identify this router as egress
LSR for MPLS TE LSPs ternminating at either 198.51.100.1 or
198. 51. 100. 2.

4. Backward Conpatibility

Node Attribute TLV and Node Local Address sub-TLVs and their usage
are defined in [ RFC5786] and updated by [ RFC6827]. Wy of using
these TLVs as specified in this docunent is fully backward conpatibl e
with previous standard docunents.

An i nmpl enentation processing Node Attribute TLV MJUST interpret its
content as follows:

o |If the Node Attribute TLV contains Local TE Router |D sub-TLV then
this Node Attribute TLV MJST be treated as carrying routing
i nformati on for ASON (Automatically Switched Optical Network) and
processed as specified in [ RFC6827].

0 Oherwise Node Attribute TLV contains one or nore instance(s) of
Node | Pv4 Local Address and/or Node | Pv6 Local Address sub-TLVs.
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8.

Meani ng of each Local Address sub-TLV has to be identified
separately.

* | f Node Local Address sub-TLV belongs to the sane address
fam |y as instance of OSPF protocol advertising it then address
carried in the sub-TLV MJST be treated as described in
[ RFC5786] .

* (Otherwi se the address is used for X-AF tunnel tail-end mapping
as defined by this docunent.

Security Considerations
Thi s docunent introduces no new security concerns. Security
consi derations of using Node Attribute TLV are discussed in
[ RFC5786] .
I ANA Consi derations
Thi s docunent has no | ANA acti ons.
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