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1. Introduction

As per [RFC4655], the Path Conputation Elenent (PCE) is an entity
that is capable of conputing a network path or route based on a

net wor k graph, and applying conputational constraints. A Path
Conputation Cient (PCC) may neke requests to a PCE for paths to be
conput ed.

[ RFCA857] describes how to set up point-to-multipoint (P2MP) Traffic
Engi neering Label Switched Paths (TE LSPs) for use in Miltiprotoco
Label Switching (MPLS) and Generalized MPLS (GWLS) networks. The
PCE has been identified as a suitable application for the conputation
of paths for P2MP TE LSPs ([ RFC5671]).

The PCEP is designed as a comunication protocol between PCCs and
PCEs for point-to-point (P2P) path conputations and is defined in
[ RFC5440]. The extensions of PCEP to request path conputation for
P2MP TE LSPs are described in [ RFC6006].

Stateful PCEs are shown to be hel pful in nany application scenarios,
in both MPLS and GWLS networks, as illustrated in
[I-D.ietf-pce-stateful -pce-app]. These scenarios apply equally to
P2P and P2MP TE LSPs. [I-D.ietf-pce-stateful-pce]provides the
fundanment al extensions needed for stateful PCE to support genera
functionality for P2P TE LSP. Conplenentarily, this docunment focuses
on the extensions that are necessary in order for the deploynment of
stateful PCEs to support P2MP TE LSPs.

1.1. Requirenents Language
The key words "MJST", "MJST NOT", "REQU RED', "SHALL", "SHALL NOT",

"SHOULD', "SHOULD NOT", "RECOMMENDED', "MAY", and "OPTIONAL" in this
docunent are to be interpreted as described in [ RFC2119].
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2. Term nol ogy

Term nol ogy used in this docunent is sane as term nology used in
[I-D.ietf-pce-stateful -pce]and [ RFC6006].

3. Supporting P2MP TE LSP for Stateful PCE
3.1. Mdtivation

[I-D.ietf-pce-stateful -pce-app]presents several use cases,
denonstrating scenarios that benefit fromthe depl oynent of a
stateful PCE including optimzation, recovery, etc.
[I-D.ietf-pce-stateful-pce]defines the extensions to PCEP for P2P TE
LSPs in applying these scenarios. But these scenarios apply equally
to P2MP TE LSPs as wel .

In addition to that, the stateful nature of a PCE sinplifies the

i nformati on conveyed in PCEP nmessages since it is possible to refer
to the LSPs via PLSP-ID. For P2MP this is an added advantage, where
the size of message is nmuch larger. |Incase of stateless PCE, a
nmodi fication of P2MP tree requires encoding of all |eaves along with
the paths in PCReq nessage, but using a stateful PCE with P2MP
capability, the PCEP nessage can be used to convey only the
nmodi fi cations (the other information can be retrieved fromthe P2MP
LSP identifier).

3.2. (Objectives

The objectives for the protocol extensions to support P2MP TE LSP for
stateful PCE are sane as the objectives described in section 3.2 of
[I-D.ietf-pce-stateful -pce].

4. Functions to Support P2MP TE LSPs for Stateful PCEs

[I-D.ietf-pce-stateful-pce]specifies new functions to support a
stateful PCE. It also specifies that a function can be initiated
either froma PCC towards a PCE (CG-E) or froma PCE towards a PCC
(E-O.

Thi s docunent extends these functions to support P2MP TE LSPs.

Capability Advertisenent (E-C,CE): both the PCC and the PCE nust
announce during PCEP session establishnent that they support PCEP
Stateful PCE extensions for P2MP using mechani snms defined in
[I-D.ietf-pce-stateful -pce]and [ RFC6006] .

LSP State Synchronization (C-E): after the session between the PCC
and a stateful PCE with P2MP capability is initialized, the PCE
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5.
5.

5.

nmust learn the state of a PCC's P2MP TE LSPs before it can perform
pat h conputations or update LSP attributes in a PCC.

LSP Update Request (E-C): a stateful PCE with P2MP capability
requests nodification of attributes on a PCC s P2MP TE LSP.

LSP State Report (C-E): a PCC sends an LSP state report to a PCE
whenever the state of a P2MP TE LSP changes.

LSP Control Delegation (CGEE-C: a PCCgrants to a PCE the right to
update LSP attributes on one or nore P2MP TE LSPs; the PCE becones
the authoritative source of the LSP's attributes as long as the
del egation is in effect (See Section 5.5 of
[I-D.ietf-pce-stateful-pce]); the PCC may wit hdraw t he del egati on
or the PCE may give up the delegation at any tine.

[1-D.sivabal an- pce-di sco-stateful ]and [ RFC6006] defi nes the | GP
ext ensi ons needed to support autodi scovery of stateful PCEs with P2MP
capability.

Architectural Overview of Protocol Extensions
1. Extension of PCEP Messages

New PCEP nessages are defined in [I-D.ietf-pce-stateful-pce]Jto
support stateful PCE for P2P TE LSPs. In this docunent these
messages are extended to support P2MP TE LSPs.

Pat h Conputation State Report (PCRpt): Each P2MP TE LSP State Report
in a PCRpt nessage can contain actual P2MP TE LSP path attri butes,
LSP status, etc. An LSP State Report carried on a PCRpt nessage
is also used in delegation or revocation of control of a P2MP TE
LSP to/froma PCE. The extension of PCRpt nessage is described in
Section 7.1.

Pat h Conmput ati on Update Request (PCUpd): Each P2MP TE LSP Updat e
Request in a PCUpd nmessage MJST contain all LSP paraneters that a
PCE wi shes to set for a given P2MP TE LSP. An LSP Updat e Request
carried on a PCUpd nessage is also used to return LSP del egati ons
if at any point PCE no |onger desires control of a P2MP TE LSP.
The PCUpd nessage is described in Section 7. 2.

2. Capability Advertisenent

During PCEP Initialization Phase, as per Section 7.1.1 of
[I-D.ietf-pce-stateful -pce], PCEP speakers advertises Stateful
capability via Stateful PCE Capability TLV in open nessage and as per
Section 3.1 of [RFC6006], PCE advertises P2MP capability via | GP
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di scovery or a P2MP capable TLV in open nessage. These nechani sm
when used together indicates a stateful PCE with P2MP capability.

5.3. State Synchroni zation

State Synchroni zati on operations described in Section 5.4 of
[I-D.ietf-pce-stateful -pce]lare applicable for P2MP TE LSPs as wel | .

5.4. LSP Del egation

LSP del egati on operations described in Section 5.5 of
[I-D.ietf-pce-stateful -pce]lare applicable for P2MP TE LSPs as wel |

5.5. LSP Operations
5.5.1. Passive Stateful PCE

LSP operations for passive stateful PCE described in Section 5.6.1 of
[I-D.ietf-pce-stateful -pce]lare applicable for P2MP TE LSPs as wel | .

The Pat h Conput ati on Request and Response nessage format for P2MP TE
LSPs is as per Section 3.4 and Section 3.5 of [RFC6006]respectively.

[Editor’s Note: The Request and Response nessage shoul d support LSP
object, so that it is possible to refer to a LSP with a uni que
identifier and sinplify the PCEP nessage exchange. for exanple,

i ncase of nodification of one leaf in a P2MP tree, there should be no
need to carry the full P2MP tree in PCReq nessage. ]

5.5.2. Active Stateful PCE

LSP operations for active stateful PCE described in Section 5.6.2 of
[I-D.ietf-pce-stateful -pce]lare applicable for P2MP TE LSPs as wel |.

6. PCEP (Object Extensions

The PCEP TLV defined in this docunent is conpliant with the PCEP TLV
format defined in [ RFC5440].

6.1. Extension of LSP Object

LSP (bject is defined in Section 7.3 of [I-D.ietf-pce-stateful-pce].
It specifies PLSP-ID to uniquely identify an LSP that is constant for
the life tine of a PCEP session. Simlarly for P2MP tunnel, PLSP-1D
identify a P2MP TE LSP uni quely. This docunent adds the foll ow ng
flags to the LSP nject:
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N (P2MP bit): If the bit is set to 1, it specifies the nessage is
for P2MP TE LSP whi ch MJUST be set in PCRpt or PCUpd nessage for a
P2MP TE LSP

F (Fragnentation bit): |If the bit is set to 1, it specifies the
nmessage is fragnented

If P2MP bit is set, the follow ng P2MP-LSP-1DENTI FI ER TLV MJST be
present in LSP object.

6.2. P2MP-LSP-1DENTI FI ER TLV

The P2MP LSP Identifier TLV MJUST be included in the LSP object in
PCRpt message for RSVP-signaled P2MP TE LSPs. If the TLV is m ssing,
the PCE will generate an error with error-type 6 (nmandatory object

m ssing) and error-value TBD (12) (P2MP-LSP-1DENTI FI ERS TLV m ssi ng)
and cl ose the PCEP session.

The P2MP LSP Identifier TLV MAY be included in the LSP object in
PCUpd message for RSVP-signal ed P2MP TE LSPs. The special val ue of
all zeros for this TLV is used to refer to all paths pertaining to a
particul ar PLSP-1D.

There are two P2MP LSP ldentifier TLVs, one for |IPv4 and one for
| Pv6.

The format of the | PV4-P2MP-LSP-1 DENTI FI ER TLV is shown in the
followi ng figure

0 1 2 3
01234567890123456789012345678901
B T T i I T T o S S S e b S S S
| Type=[ TBD| | Lengt h=16 |
B e i s e S e e S e e S e e Rl il st sT o SRR I S S o
| | Pv4 Tunnel Sender Address |
B E e r e s i s i o T T s S S S S 2
[ LSP I D [ Tunnel 1D [
B T T i I T T o S S S e b S S S
| Ext ended Tunnel 1D |
B e i s e S e e S e e S e e Rl il st sT o SRR I S S o
| P2MP | D |
B E e r e s i s i o T T s S S S S 2

Figure 1: |PV4-P2MP- LSP- | DENTI FI ER TLV f or mat

Palle, et al. Expi res August 18, 2014 [ Page 7]



Internet-Draft STATEFUL- P2MVP February 2014

The type of the TLV is [TBD] and it has a fixed length of 12 octets.
The val ue contains the follow ng fields:

| Pv4 Tunnel Sender Address: contains the sender node' s | Pv4 address,
as defined in [ RFC3209], Section 4.6.2.1 for the LSP_TUNNEL | Pv4
Sender Tenpl ate hject.

LSP ID:. contains the 16-bit 'LSP ID identifier defined in

[ RFC3209], Section 4.6.2.1 for the LSP_TUNNEL_I Pv4 Sender Tenpl ate
bj ect.

Tunnel ID: contains the 16-bit 'Tunnel ID identifier defined in
[ RFC3209], Section 4.6.1.1 for the LSP_TUNNEL_I Pv4 Sessi on bject.
Tunnel | D remains constant over the life tinme of a tunnel

Ext ended Tunnel I1D: contains the 32-bit 'Extended Tunnel 1D
identifier defined in [ RFC3209], Section 4.6.1.1 for the
LSP_TUNNEL | Pv4 Sessi on bject.

P2MP ID. contains the 32-bit "P2MP ID identifier defined in
Section 19.1.1 of [RFC4875]for the P2MP LSP Tunnel |Pv4 SESSI ON
bj ect.

The format of the | PV6-P2MP-LSP-1 DENTI FIER TLV is shown in the
followi ng figure
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0 1 2 3
01234567890123456789012345678901
B i S S T s i S T st i S S S S S S S S i
Type=[ TBD| [ Lengt h=40 [
i T S e T T T e e e s T S e e eI S

| Pv6 tunnel sender address
(16 octets)

B e T T
LSP I D Tunnel |ID
B i i S Tk sl o S S S S S i S S S i e o

Ext ended Tunnel | D
(16 octets)

-+ +—+—+— +— +— +— +—

T e S Ak T
P2MP I D |
T R S

B Tt T T S e T e

Figure 2: | PV6- P2MP- LSP- | DENTI FI ER TLV f or mat

The type of the TLV is [TBD] and it has a fixed length of 24 octets.
The val ue contains the followi ng fields:

| Pv6 Tunnel Sender Address: contains the sender node' s | Pv6 address,
as defined in [ RFC3209], Section 4.6.2.2 for the LSP_TUNNEL | Pv6
Sender Tenpl ate bject.

LSP ID: contains the 16-bit 'LSP ID identifier defined in
[ RFC3209], Section 4.6.2.2 for the LSP_TUNNEL | Pv6 Sender Tenpl ate
bj ect .

Tunnel 1D contains the 16-bit 'Tunnel ID identifier defined in
[ RFC3209], Section 4.6.1.2 for the LSP_TUNNEL | Pv6 Session Object.
Tunnel | D renmains constant over the life tinme of a tunnel.

Ext ended Tunnel ID: contains the 128-bit 'Extended Tunnel |D

identifier defined in [ RFC3209], Section 4.6.1.2 for the
LSP_TUNNEL | Pv6 Sessi on nject.
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P2MP I D:  As defined above in | PV4- P2MP- LSP- | DENTI FI ERS TLV.
6.3. S2L bj ect

The S2L (Source-to-Leaf) hject is used to report RSVP state of one
or nore destiantions(leaves) encoded within the END- PO NTS object for
a P2MP TE LSP. It MJUST be carried in PCRpt nessage along with END
PO NTS obj ect when N bit is set in LSP object.

The format of the S2L object is shown in the follow ng figure:

0 1 2 3

01234567890123456789012345678901
B i S S T s i S T st i S S S S S S S S i
[ FI ags [ g
B e i i e o e e S T S e e s i i TR S
I I
11 Optional TLVs 11

I I
B i S S T s i S T st i S S S S S S S S i
Fi gure 3: S2L object format

Fl ags(32 bits):

O(Qperational - 3 bits) the OField represents the operational
status of the group of destinations. The values are as per
Operational field in LSP object defined in Section 7.3 of
[I-D.ietf-pce-stateful -pce].

When N bit is set in LSP object then the Ofield in LSP object

represents the operational status of the full P2MP TE LSP and the O

field in S2L object represents the operational status of a group of

destinations encoded within the END- PO NTS obj ect.

Optional TLVs that may be included in the S2L (bject.

[Editor’s Note: Further discussions are needed to find the need to
encode Sub-Goup Oiginator ID and Sub-Group IDin a TLVs.]

7. PCEP Message Extensions
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7.1. The PCRpt Message
As per Section 6.1 of [I-D.ietf-pce-stateful-pce], PCRpt nessage is
used to report the current state of a P2P TE LSP. This docunent
extends the PCRpt nessage in reporting the status of P2MP TE LSP

The format of PCRpt nessage is as foll ows:

<PCRpt Message> ::= <Common Header >
<state-report-list>
Wher e:
<state-report-list> ::= <state-report>
[<state-report-list>]
<state-report> ::= [ <SRP>]
<LSP>
<end- poi nt-path-pair-Iist>
<attribute-list>
Wher e:

<end-point-path-pair-list>:=
[ <END- PO NTS>]
<S2L>
<pat h>
[ <end- poi nt - pat h-pair-1ist>]
<pat h> :: = (<ERC>| <SERO>)
[ <RRC>]
[ <pat h>]

<attribute-list>is defined in [ RFC5440] and

ext ended by PCEP extensions.

The P2MP END- PO NTS obj ect defined in [ RFC6006]is nmandatory for
speci fyi ng address of P2MP | eaves grouped based on | eaf types.
0 New |leaves to add (leaf type = 1)

0o Od leaves to renove (leaf type = 2)

0o dd | eaves whose path can be nodified/reoptimzed (|l eaf type = 3)

0 dd | eaves whose path nust be | eft unchanged (|l eaf type = 4)
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When reporting the status of a P2MP TE LSP, the destinations are
grouped in END- PO NTS obj ect based on the operational status (O field
in S2L object) and leaf type (in END-PONTS). This way the | eaves
that share the sanme operational status are grouped together. For
reporing the status of delegated P2MP TE LSP, |eaf-type = 3, where as
for non-del egated P2MP TE LSP, leaf-type = 4 is used.

For del egated P2MP TE LSP configurati on changes are reported via
PCRpt message. For exanple, adding of new | eaves END PO NTS (| eaf -
type = 1) is used where as renoving of old | eaves (leaf-type = 2) is
used.

Note that we preserve conpatibility with the
[I-D.ietf-pce-stateful -pce]definition of <state-report>. At |east
one instance of <END- PO NTS> MJST be present in this nessage.

[ Edi tor Note: suggest to add <END- PO NTS> object nandatory in
[I-D.ietf-pce-stateful -pce]docunent for <state-report>].

During state synchronization, the PCRpt message must report the
status of the full P2MP TE LSP.

7.2. The PCUpd Message
As per Section 6.2 of [I-D.ietf-pce-stateful-pce], PCUpd nessage is
used to update P2P TE LSP attributes. This document extends the
PCUpd message in updating the attributes of P2MP TE LSP.

The format of a PCUpd nessage is as foll ows:
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<PCUpd Message> ::= <Common Header >
<updat e-request-1list>
Wher e:
<updat e-request-1list> ::= <update-request>
[ <updat e-request -1 i st >]
<updat e-request> ::= <SRP>

<LSP>
<end- point-path-pair-list>

<attribute-list>
Wher e:

<end-point-path-pair-list>:=
[ <END- POl NTS>]
<pat h>
[ <end- poi nt -pat h-pair-1ist>]

<path> ::= (<ERO>| <SERO>)
[ <pat h>]

<attribute-list> is defined in [ RFC5440] and
ext ended by PCEP extensions.

Note that we preserve conpatibility with the
[I-D.ietf-pce-stateful -pce]ldefinition of <update-request>.

7.3. Exanple
7.3.1. P2WMP TE LSP Updat e Request

LSP Updat e Request nessage is sent by an active stateful PCE to
update the P2MP TE LSP paraneters or attributes. An exanple of a
PCUpd message for P2MP TE LSP is described bel ow

Conmon Header

SRP

LSP with P2MP fl ag set

END- PO NTS for |eaf type 3
ERO | i st

In this exanple, a stateful PCE request updation of path taken by

some of the leaves in a P2MP tree. The update request uses the END
PO NT type 3 (nodified/reoptinized). The EROlist represents the S2L
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path after nodification. The update nessage does not need to encode
the full P2MP tree in this case.

7.3.2. P2MP TE LSP Report

LSP State Report nessage is sent by a PCCto report or del egate the
P2MP TE LSP. An exanple of a PCRpt nessage for a del egated P2MP TE
LSP is described bel ow to add new | eaves to an existing P2MP TE LSP:

Common Header
LSP with P2MP fl ag set
END- PO NTS for |eaf type 1
S2L ( O=DOWN)
ERO list (enpty)

An exanpl e of a PCRpt nmessage for P2MP TE LSP is described below to
prune | eaves from an existing P2MP TE LSP:

Conmon Header
LSP with P2MWP fl ag set
END- PO NTS for |eaf type 2
S2L (O=UP)
ERO |i st

An exanpl e of a PCRpt nmessage for a del egated P2MP TE LSP i s
descri bed below to report status of |eaves in an existing P2MP TE
LSP:

Comrmon Header
LSP with P2MP fl ag set
END- PO NTS for |eaf type 3
S2L (O=UP)
ERO |i st
END- PO NTS for |eaf type 3
S2L ( O=DOWN)
ERO |i st

An exanpl e of a PCRpt nmessage for a non-del egated P2MP TE LSP is
described below to report status of |eaves:
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Common Header

LSP with P2MP fl ag set

END- PO NTS for |eaf type 4
S2L ( O=ACTI VE)
ERO | i st

END- PO NTS for |eaf type 4
S2L ( O=DOMN)
ERO |i st

7.4. Report and Update Message Fragnentation

The total PCEP nessage |ength, including the comon header, is 16
bytes. In certain scenarios the P2MP report and update request nmay
not fit into a single PCEP nmessage (initial report or update). The
F-bit is used in the LSP object to signal that the initial report or
update was too large to fit into a single nessage and will be
fragmented into nultiple nessages. |In order to identify the single
report or update, each nessage will use the sane PLSP-ID

Fragment ati on procedure described bel ow for report or update nmessage
is simlar to [ RFC6006] whi ch descri bes request and response message
fragment ati on.

7.4.1. Report Fragnentation Procedure

If the initial report is too large to fit into a single report
message, the PCC will split the report over nultiple nessages. Each
message sent to the PCE, except the last one, will have the F-bit set
in the LSP object to signify that the report has been fragnented into
mul ti ple messages. In order to identify that a series of report
nmessages represents a single report, each nessage will use the same
PLSP-1D

7.4.2. Update Fragnentation Procedure

Once the PCE computes and updates a path for sone or all leaves in a
P2MP TE LSP, an update nessage is sent to the PCC. |If the update is
too large to fit into a single update nmessage, the PCE will split the

update over nultiple messages. Each update nessage sent by the PCE
except the last one, will have the F-bit set in the LSP object to
signify that the update has been fragnented into nultiple nessages.
In order to identify that a series of update nmessages represents a
singl e update, each nessage will use the sane PLSP-I1D and SRP-1D-
nunber .

[Editor Note: P2MP nessage fragnentation errors associated with a
P2MP path report and update will be defined in future version].
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8.

10.

10.

10.

10.

10.

10.

Non- Support of P2MP TE LSPs for Stateful PCE
The PCEP protocol extensions described in this docunment for stateful
PCEs with P2MP capability MJUST NOT be used if PCE has not advertised
its stateful capability with P2MP as per Section 5.2. |If this is not
the case and Stateful operations on P2MP TE LSPs are attenpted, then
a PCErr with error-type 19 (lnvalid Operation) and error-value TBD
needs to be generat ed.
If a Stateful PCE receives a P2MP TE LSP report nessage and it
understands the P2MP flag in the LSP object, but the stateful PCE is
not capable of P2MP conputation, the PCE MIUST send a PCErr nessage
with error-type 19 (lnvalid Operation) and error-val ue TBD.
If a Stateful PCE receives a P2MP TE LSP report nessage and the PCE
does not understand the P2MP flag in the LSP object, and therefore
t he PCEP extensions described in this document, then the PCE SHOULD
reject the request.
[Editor Note: nmore information on exact error value is needed]
Security Considerations
TBD

Manageabi |l ity Consi derations
1. Control of Function and Policy
TBD.
2. Information and Data Mdels
TBD.
3. Liveness Detection and Mnitoring
TBD.
4. Verify Correct Operations
TBD.

5. Requirenments On O her Protocols

TBD.
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10. 6. Inpact On Network Operations
TBD.

11. | ANA Consi derations
Thi s docunment requests | ANA actions to allocate code points for the
protocol elenents defined in this docunent. Values shown here are
suggested for use by | ANA.

11.1. Extension of LSP nject
Thi s docunment requests that a registry is created to nmanage the Fl ags
field of the LSP object. New values are to be assigned by Standards
Action [RFC5226]. Each bit should be tracked with the follow ng
qualities:
o Bit number (counting frombit O as the nost significant bit)
0 Capability description
o Defining RFC

The followi ng values are defined in this docunent:

Bi t Description Ref er ence
24 P2 VP This.1-D
23 Fragnent ati on This.|-D

11.2. Extension of PCEP-Error Object

A new error types 6 and 19 defined in section 8.4 of
[I-D.ietf-pce-stateful -pce]. This docunent extend the new Error-
Val ues for those error types for the followi ng error conditions:

Error-Type Meaning
6 Mandat ory Obj ect mi ssing
Error-val ue=12: P2MP-LSP-1 DENTI FI ER TLV mi ssi ng
19 Invalid Operation
Error-val ue= TBD.
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11.

12.

13.

13.

13.

3. PCEP TLV Type | ndicators

Thi s docunment defines the follow ng new PCEP TLVs:

Val ue Meani ng Ref erence
22 P2MP- | PV4- LSP- | DENTI FI ERS This.1-D
23 P2MP- | PV6- LSP- | DENTI FI ERS This.|-D
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