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5.

6.

Requirements

Topology independent service discovery across L3
boundaries — [REQ6]

Ease of provisioning — Servers/Proxies, Clients
[REQ1,REQ2,REQ3, REQS]

Service cache resiliency

Service Selection: Limit services based on Location and

proximity, Indication of where the service resides to
clients

Filter services (advertisements and responses) based on
user role, location

Effectively handle roaming of mobile devices (especially
when they advertise services) [REQ9]

Next Steps: Solution for 3,4,5 and standardization of gaps

*REQn from draft-ietf-dnssd-requirements-01



