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Abstract

D fferent kinds of relationships can be established anong

i nterconnected Traffic Engi neered Networks. |In particular, this
docunent focuses on the case where there is a client-server relation
bet ween the network domains. The donmain interconnection is a policy
and adm ni strative boundary. This informational docunent collects
current term nol ogy and provides a taxonony for the posible contro
pl ane based operation nodels.

Each control nodel defines, on the one hand, the level of information
that the domain acting as client receives by control plane neans from
the domain acting as server and, on the other hand, the control node
will determ ne what can be requested fromthe client domain to the
server domain.

Status of This Meno

This Internet-Draft is submtted in full conformance with the
provi sions of BCP 78 and BCP 79.

Internet-Drafts are working docunents of the Internet Engineering
Task Force (IETF). Note that other groups may also distribute
wor ki ng docunments as Internet-Drafts. The list of current Internet-
Drafts is at http://datatracker.ietf.org/drafts/current/.

Internet-Drafts are draft documents valid for a maxi num of six nonths
and nay be updated, replaced, or obsol eted by other docunents at any
time. It is inappropriate to use Internet-Drafts as reference
material or to cite themother than as "work in progress.”

This Internet-Draft will expire on January 22, 2015.
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1. Introduction

Traffic Engi neered Networks can be interconnected, establishing
different types of relationships anong them For exanple, both
network can have a peering relation, where connections starting in
one domain and end in the other domain. This docunent is focused on
the case where the interconnected network domains have a client-
server relationship anong them Such client-server relation cones
fromthe two main points. On the one hand, end-to-end services in
the client network can be set up using services of a network acting
as server. On the other hand, the client-server relation comes from
the fact that their interconnection is a policy and adm nistrative
boundary, limting the anmount of information allowed to be exchanged
bet ween networks. In the case of interconnected TE domai ns where
there is no adnmnistrative nor strict policy boundary between client
and server (typically, just a technol gy change), the M.N MRN nodel
can be appli ed.

The interface between the client and the server domain is typically
called "User-to-Network Interface” (UNI), and regarded as signaling-
only [RFC4208]. Due to the strict asociation of functionality to the
UNI term its exact scope has becone highly controversial. This
docunent conpiles different definitions of the termused so far and
propose sone terminology to serve as a foundation to nove the work
forward

What is nore, the docunment conpiles the possible operation nodels of
client-server network fromthe control plane perspective. Each
control nodel defines, on the one hand, the level of information of
the domain acting as client provides through the control plane to the
domai n acting as server. On the other hand, the control nodel will
determ ne what can be requested fromthe client domain to the server
domai n.

1.1. Exanples of Cient-Server TE Network Domai n Scenari os
The nost typical exanple of interconnected TE domains that follow a
client-server relation is an | P/ MPLS donmi n using the services of an

optical OTN WDM network. Note that the interconnected domain can be
part of the same organization, but with different adninistration
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A particular network scenario that has attracted |ot of attention
fromthe industry is the | P/ MPLS/ OTN WDM over WDM  The cli ent
network is based on nulti-layer routers able to set up packet-based
TE connections over wavel engths. The server network is a WDM optica
network that provides the switching for the wavel enghts as well as
restoration capabilities of the optical channels.

Anot her exanple is MPLS over MPLS, where both client and server
networks are able to set up packet based TE connections. This is the
case, for exanple, of carrier-over-carrier scenarios.

Sunmi ng up, there nunber of applicable scenarios is w de.
2. Term nol ogy
2.1. Routing donain

A routing domain is made of GWPLS enabl ed nodes (i.e., a network
device including a GWLS entity). These nodes can be either edge
nodes (i.e., hosts, ingress LSRs or egress LSRs), or internal LSRs.
An exanpl e of non-PSC host is an SONET/ SDH Terminal Miltiplexer (TM
Anot her exanple is an SONET/SDH i nterface card within an | P router or
ATM swi t ch

A routing domain is characterized by being under the control of the
same administration and by running a common set of protocols to
exchange routing information

2.2. Overlay of routing domains

In an overlay environment we have a client routing domain and a
server routing donmain, each of which running its own routing protoco
instance. Connectivity in the client routing domain can be made by
connectivity services of the server donain.

2.3. Miltilayer

As per RFC 5212 "UA data plane layer is a collection of network
resources capable of termnating and/or switching data traffic of a
particular format [ RFC4397]. These resources can be used for
establishing LSPs for traffic delivery. For exanple, VC 11 and
VCA- 64c represent two different |ayers."U

In a Miltilayer network, each layer can be or not a routing domain.
In fact, a nmulti-layer network can be controled with a single contro
pl ane instance in which all resources are adverstised in the sane | GP
i nstance

Gonzal ez de Dios, et al.Expires January 22, 2015 [ Page 4]



Internet-Draft Control Models for client-server netwks July 2014

2.4. Policy

In an overlay network, policy is the set of rules that apply in the
interface between two routing donains, and that restrict the |level of
i nformati on exchanged and the operations allowed. The policy

deci sions obey to confidentiality reasons (typically, the routing
domai ns operate under the control of different administrations) and
scalability (to avoid excessive flow of information that collapse the
processing capacity of the nodes)

An exanpl e of policy exanple, visibility of the server donain could
be restricted to the client donain.

2.5. dient Domain - Server Domain Interface

The interface between the client and the server domain is typically
called "User-to-Network Interface" (UNI). However, the term"UN"
has been used in different contexts and SDOs. As a consequence, the
exact definition of UNI and the functionalities included depend on
the application. Bellow, as a reference, it is showm a set of the
different definitions of UN.

2.5.1. UNl in IP over Optical Networks

[ RFC3717] says: "The client-optical internetwork interface (UN)
represents a service boundary between the client (e.g., IP router)
and the optical network. The client and server (optical network) are
essentially two different roles: the client role requests a service
connection froma server; the server role establishes the connection
to fulfill the service request -- provided all relevant adnission
control conditions are satisfied."

In other words, this definition refers to a signaling protoco

bet ween two administrative domains with a client-server relationship.
It is agnostic to the existence of a data plane client-server
relationship and to the side(s) of the boundary where it may happen
if any.

2.5.2. ITUT Definition of UN
I TUT has defined the term UNl in the context of control plane.
[G807] [G8081] (ITUT): "User-Network Interface for the contro
plane (UNI): A bidirectional signaling interface between service
requester and service server control plane entities."

The terns "requester/provider" are used to refer to the rel ationship.
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2.5.3. OF Definition of UN

UNI: "The service control interface between a client device and the
transport network."

UNI-C. "The logical entity that terminates UNI signalling on the
client device side."

UNI-N:. "The logical entity that term nates UNI signalling on the
transport network side."

The terns "client/transport" and "client/network" are used to refer
to the rel ationshi p.

2.5.4. Proposed Vocabul ary

As |isted above, the existing ternmnology is far fromuni que. To
avoi d overl oaded concepts, this docunment proposes to use the "client/
server" termns.

Unl ess stated, this docunment focuses on control protocol exchanges
and their uses across administrative boundaries for client-server

i nterconnection. Data plane transition and/or client-server

rel ati onship may not be aligned with the boundary.

2.5.4.1. dient network

A dient network is defined as a network domain able to request a
connectivity service to a server network donmain across an
adm ni strative boundary.

2.5.4.2. Server network

A Server network is defined as a network domain able to deliver
connectivity services to a client network domai n across an
adm ni strative boundary.

2.5.4.3. dient-Server Control Plane Interface

The control plane interface between the client network donmain and the
server network donmain convey a set of control functionalities that
hel p to operate such kind of networks. The exact functionalities of
this Interface (and then the | evel of information exchanged) depend
on the chosen control nodel. This docunment presents a taxonony with
the possible control nodels.
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2.6. Reachability

In graph theory, reachability refers to the ability to get fromone
vertex to another within a graph. Thus, a vertex can reach another
vertex if there exists a sequence of adjacent vertices which starts
with the source vertex and ends with the destination vertex.

The docunent [draft-farrel-interconnected-te-info-exchange-04]
provides the definition of what is reachability for client-server
networks. [EDITOR s note: Text fromdraft-farrel-interconnected-te-
i nf o- exchange has been borrowed for this first version. Duplicated
text will be deleted at |ater stages]

In an I P network, reachability is the ability to deliver a packet to
a specific address or prefix. That is, the existence of an IP path
to that address or prefix. TE reachability is the ability to reach a
specific address al ong a TE path.

In the context of Traffic Engi neered networks with client and server
rel ati onshi ps, we can define several types of reachability:
[draft-farrel -interconnected-te-info-exchange-04]

2.6.1. Unqualified Reachability

Two client domain nodes are said to be reachable if, either there

exi sts at | east one path through the client domain that connects both
nodes, or, in the case that there is no path exclusively through the
client domain network, there exists al |east one path connecting
nodes of client and server donmin by which both client nodes can be
connect ed.

In the case of basic reachability, it is only known that it is

possi ble to connect the nodes, but there is no notion of the details
of such possi bl e connections, such as, for exanple, bandw dth
avai |l abl e or performance netrics. Al so, the exact path to connect
both nodes is not known to the client network. Note that, even if
two nodes are reachable, there may not be enough resources for a
desired TE connection with specific TE constraints.

2.6.2. Qualified Reachability

In this case, on top of the basic reachability, it is known sonme TE
attributes of the possible connection (or connections). Exanples of
such attributes are: TE nmetrics, hop count, avail abl e bandwi dt h,
delay, SRLGlist. Note that this information is specific per
connection. Thus, if there are several possible TE paths, there are
a set of attributes.
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2.6.3. Qualified Reachability with associated potential TE path

In this particular case, on top of the qualified reachability, there
exi sts an associated potential TE path that satisfies the TE
connection between two client nodes. Thus, in this case, the client
Networ k has the information that there exists a TE path that can be
set up at any tine.

3. Control Mbdels

The control of the networks fornmed by interconnected donains with a
client-server relations between them can be done follow ng different
nodel s. Each control nodel defines, on the one hand, the |evel of

i nformati on that the domain acting as client receives by contro

pl ane nmeans about the services given by the domain acting as server
This information, for exanple, can vary froma conplete | ack of
information, so the client donmain only knows that it could be

possi ble to reach another point of its donmain via the server network
to a detailed view on the possibilities offered by the server
network. The level of detail of this information will determ ne

whi ch information is exchanged between both networks. On the other
hand, the control nodel will determ ne what can be requested fromthe
client donmain to the server donain. As an exanple, the nost basic
use is specifying just the end-points to connect. her cases may

i nclude the possibility to request a service specifying a set of
constraints, like bandwi dth, diversity, an optimzation criteria,
etc.

Whi ch control nodel to choose depends on several factors. For the
networ k operators, the nain concern will be related to the | evel of
trustness and rel ati onship between client and server domains. Also,
one key factor to take into account is the protocol interoperability.
Note that, equi pnent in the interconnected domains nmay be from
different technol ogi es (but not necessarily) and are likely to use
different inplenmentations. The higher the |evel of functionality
included in the control plane, the higher the protoco
interoperability requirenents, as it will force all inplenmentations
to support many functionality. Finally, scalability, that is, the
ability of the control plane to provide the same functionality
regardi ng the nunber of equi pnent, needs to be taken into account:
the amount of information in each option will have different linits
in terms on nunmber of interconnected nodes.

3.1. Signaling Only
This first nodel considers that the sole functionality allowed in the

control plane is signaling, that is the ability to request services
fromclient to server donain
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In this nodel, the control plane does not provide a priori hints to
the client domain about the state of the server domain (e.qg.

resource availability). This nodel does not preclude that, by other
means |i ke the nanagenent plane, the client donmain knows what is
possi ble or not. Such nanagenent actions are out of the scope of the
control plane. Thus, it is perfectly feasible that the reachability
information is provided either statically or by some managenent

pl at f or m

The nost basic case relies on sending a | oose ERO fromthe client,
speci fying the edges of the connection

In a trusted interconnection node, the signaling allows the client
domain to provide a full ERO given to the client network by externa
tool s.

3.1.1. Signaling with Requirenents

The control plane may allow to express conplex requests to the server
domain. That is, through the signaling protocol, it is allowed to
not only request a connection between two points of the client

domai n, but also to include sone constraints: e.g., mninmm
bandwi dt h, nmaxi num del ay, optim zation criteria, or request diversity
fromanother service. The policy at the edges of the server network
will determine which constraints are accepted. Note the many of the
requirenents that can be expressed in the request are simlar to what
woul d be asked to a path conputation function

3.1.2. Signaling with Collection

Even though the only protocol enabled is signaling, it nmay be
beneficial for the client domain to be able to know sone updated
informati on of the services that it has requested to the server

Thus, this case considers the possibility that, through the signaling
protocol, the client donain can receive sonme information. What
information it is allowed to collect will be deternined by the policy
of the server domain.

3.2. Signaling and Reachability Mde
This second nodel considers that, in addition to signaling, the

client donain receives sone reachability information through a
control plane nechani sm
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3.2.1. Signalling + Basic Reachability

In this particular case, through control plane nechanisns, the client
domai n knows whether it is possible to reach a renpte end point. The
client domain should also remain aware of this information if there
are failures in the server domain or if the associated capacity has
been fill ed.

3.2.2. Signalling + Qualified Reachability

The control plane will provide information not only about the
possibility to reach a renote end point, but also sonme TE information
of possible connections. For exanple, the client domain will know
that it is possible to reach another point with sone bandw dth or
delay. Note that, in this case, such information is sent by contro
pl ane nechani snms (not statically configured by nmanaganent pl ane).

3.2.3. Signalling + Qualified Reachability + Potential Services

In addition to the TE information of the possible connections between
two points, the control plane will also provide to the client domain
i nformati on about potential server’s services which could satisfy
given requirenents. By control plane procedures, the client donmain
can request, with respect to its needs, a service using such
potential service and make high level path selection within the
server domai n.

3.3. Service Atributes vs service constraints

When asking for the setup of a service in the server domain, the
client domain can put constraints on such request. Constraints can
consist on the utilization of a path that mnimzes a given netric
(e.g. TE netric or end to end delay) or on a set of |ower/upper
bounds that nust be followed (e.g. maxi rum nunber of hops or maxi num
end to end delay). Once the service has been provisioned (or just
its paths conputed), it is possible to identify (e.g. neasure or
collect) the attributes that characterize such service. For exanple
the path has been conmputed so to nmeet the constraint of maxi mum end
to end delay of 20ms, while one of its attributes is the effective
end to end delay that is experinented along its path, which could be
of e.g. 14 nms. Oher exanples of constraints and attributes can be
found in path diversity. A typical constraint in LSP provisioning is
diversity, which is a constraint, but then attributes of the two
diverse LSPs like e.g. SRLGs can be collected. Both constraints and
attributes need to be exchanged between a client and a server domain.
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3. 4.

3. 4.

3. 4.

6.

O her Model s
1. Milti-Layer Networks / Milti-Region Networks

MLN/ MRN extensions to control protocols have been defined. They are
wel | scoped for client and server data plane domains w t hout

adm ni strative boundary between them This allows MN nodes to
participate in comon control protocol instances. There is a full
set of mechanisnms to operate such networks [Editor’s note: add refs
to MLNNMRN)]. Typical use cases are sw tches conbining both | ow and
hi gh-order Sonet/SDH, or both ODUk and wavel engt hs.

However, M.N MRN assunes no policy boundary between client and server
domai ns. Thus, the level of information exchanged is not restricted,
and full interoperability of both the signaling and routing protocols
is required.

2. Managenent Model

In this particular case, the role of the control plane is linmted to
operate independently in each of the domains. [Editor’s note: Common
Control... WG => do we |eave it?]

Abstraction

Abstraction:

- a physical topology is nade of actual nodes interconnected by
existing links, i.e. without abstraction;

- avirtual topology is nmade of nodes and/or |inks which may (or may
not) exist or be instanciated to | ook the sane as the adverti sed
abstraction;

- a potential topology is nade of nodes and/or |inks which are not
existing at advertising tine but could be instantiated on demand,
i.e. avirtual topology which can be actually provided by a network.
Security Considerations

TBD

Contributing Authors
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