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Abst ract

A stateful Path Conmputation El ement (PCE) is capable of conputing as
well as controlling via Path Conmputation El ement Protocol (PCEP)

Mul tiprotocol Label Switching Traffic Engineering Label Sw tched
Paths (MPLS LSP). Furthernore, it is also possible for a stateful
PCE to create, maintain, and delete LSPs. This docunent describes
PCEP extension to associate two or nore LSPs to provide end-to-end
pat h protection.

Status of This Meno

This Internet-Draft is submtted in full conformance with the
provi sions of BCP 78 and BCP 79.

Internet-Drafts are working docunments of the Internet Engineering
Task Force (1ETF). Note that other groups may also distribute
wor ki ng docunents as Internet-Drafts. The list of current Internet-
Drafts is at http://datatracker.ietf.org/drafts/current/.

Internet-Drafts are draft documents valid for a maxi num of six nonths
and may be updated, replaced, or obsol eted by other docunents at any
time. It is inappropriate to use Internet-Drafts as reference
material or to cite themother than as "work in progress."
This Internet-Draft will expire on January 1, 2015.

Copyright Notice

Copyright (c) 2014 |ETF Trust and the persons identified as the
docunent authors. Al rights reserved.
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This docunment is subject to BCP 78 and the | ETF Trust’'s Lega
Provisions Relating to | ETF Documents
(http://trustee.ietf.org/license-info) in effect on the date of
publication of this docunent. Please review these docunents
carefully, as they describe your rights and restrictions with respect
to this docunent. Code Conponents extracted fromthis docunent nust
include Sinplified BSD Li cense text as described in Section 4.e of
the Trust Legal Provisions and are provided without warranty as
described in the Sinplified BSD License.
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1. I nt roduction

[ RFC5440] describes PCEP for conmunication between a Path Conputation
Cient (PCC) and a PCE or between one a pair of PCEs. A PCE conputes
paths for MPLS-TE LSPs based on various constraints and optinization
criteria.

Stateful pce [I-D.ietf-pce-stateful -pce] specifies a set of
extensions to PCEP to enable stateful control of paths such as MPLS
TE LSPs between and across PCEP sessions in conpliance with
[RFC4657]. It includes nmechanisnms to effect LSP state
synchroni zati on between PCCs and PCEs, del egation of control of LSPs
to PCEs, and PCE control of timng and sequence of path conputations
within and across PCEP sessions and focuses on a nodel where LSPs are
configured on the PCC and control over themis del egated to the PCE
Furt hernmore, a nechanismto dynamcally instantiate LSPs on a PCC
based on the requests froma stateful PCE or a controller using
stateful PCE is specified in [I-D.ietf-pce-pce-initiated-Isp].

Path protection refers to a paradigmin which the working LSP is

protected by one or nore protection LSP(s). Wen the working LSP
fails, protection LSP(s) is/are activated. Wen the working LSPs are
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computed and controlled by the PCE, there is benefit in a node of
operation where protection LSPs are as wel|.

This docunent specifies a stateful PCEP extension to associate two or

nmore LSPs for the purpose of setting up path protection. The

proposed extension covers the follow ng scenari os:

1. A protection LSP is initiated on a PCC by a stateful PCE which
retains the control of the LSP. The PCE is responsible for
conputing the path of the LSP and updating the PCC with the
i nformati on about the path.

2. APCCinitiates a protection LSP and retains the control of the
LSP. The PCC conputes the path and updates the PCE with the
i nformati on about the path as long as it controls the LSP

3. APCCinitiates a protection LSP and del egates the control of the
LSP to a stateful PCE. The PCE may conpute the path for the LSP
and update the PCC with the information about the path as |long as
it controls the LSP.

Note that protection LSP can be established (e.g., using RSVP-TE

signaling) prior to the failure (in which case the LSP is said to ne

in standby node) or post failure of the correspondi ng worki ng LSP
according to the operator choice/policy.

2. Term nol ogy
The followi ng term nol ogies are used in this docunent:

AG D  Association Goup ID

ERO. Explicit Route Object.

LSP: Label Switched Path.

PCC. Path Conputation dient.

PCE: Path Conputation El enent

PCEP: Path Conputation El ement Protocol.

PPAG Path Protection Association Goup

TLV: Type, Length, and Val ue.
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3. PCEP Extensions

LSPs are not associated by listing the other LSPs with which they
interact, but rather by nmaking them belong to an associ ation group
referred to as "Path Protection Association Goup" (PPAG in this
docunment. All LSPs join a PPAG individually. PPAGis based on the
generic Association object used to associate two or nore LSPs
specified in [I-D. mnei-pce-associ ation-group]. A nenber of a PPAG
can take the role of working or protection LSP. This docunent
defines a new association type called "Path Protection Association
Type" of value TBD. A PPAG can have one working LSP and one or nore
protection LSPs. The source and destination of all LSPs within a
PPAG MUST be the sane.

The format of the Association object used for PPAGis shown in
Fi gure 1:

0 1 2 3
01234567890123456789012345678901
B i S S T s i S T st i S S S S S S S S i
| Type | Ceneric flags | R Type-specific flags | S| P
B e i i e o e e S T S e e s i i TR S
| Associ ation group id |

i e i e T e i e e e e E
/1 Optional TLVs /1
B i S S T s i S T st i S S S S S S S S i

Figure 1: The Association Cbject fornmat
Type - TBD for the Path Protection Associaiton Type
The description of the flags are as foll ows:
The ' P Flag indicates whether the LSP associated with the PPAGis

wor king or protection LSP. |If this flag is set, the LSP is
protection LSP.

The 'S Flag if Pflag is set, S flag indicates whether the
protection LSP associated with the PPAGis in standby node (e.g.
signaled via RSVP-TE prior to failure). The Sflag is ignored if
Pflag is set to O.
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4.

4.

4.

Qper ati on

A PCE can create/update working and protection LSPs independently.
However, it can add a protection LSP to a PPAG only after adding a
working LSP to that group. As specified in

[1-D. mnei-pce-association-group], Association Goup ID (AGD) is
all ocated by PCC. In order to reserve an AD D, PCE sends an
association object with AGD of O either in PClnitiate message or
PCUpd message for a working LSP, with both the P and S flags set to
0. Upon receiving an association object with AGD of 0, PCC MJST
all ocate a new A D and send it the PCE via PCRpt nessage. Once the
PCE receives the AGD, it can either create one or nore protection
LSP(s) and add it/themto the PPAG or sinply add al ready existing
LSP(s) to the PPAG

A PCE can renpbve a protection LSP froma PPAG as specified in
[1-D. mnei-pce-association-group].

A PCC can associate a set of LSPs under its control for path
protection purpose. Sinilarly, the PCC can renove one or nore LSPs
under its control fromthe corresponding PPAG |In both cases, the
PCC nust report the change in association to PCE(s) via PCRpt
nessage

The forwardi ng behavior after failure of the protected LSP, in
particul ar how and whether traffic will be |oad bal anced anong
protection pahts will be detailed in a future version of this
docunent .

1. State Synchronization

During state synchronization, a PCC MIST report all the existing path
protection association groups as well as any path protection flags to
PCE(s). Follow ng the state synchronization, the PCE MJST renove al
stale path protection associations.

2. FError Handling

Al'l LSPs (working or protection) within a PPAG MIST have the sane
source and destination. |If a PCE attenpts to add an LSP to a PPAG
and the source and/or destination of the LSP is/are different from
the LSP(s) in the PPAG the PCC MUST send PCErr with Error-Type= TBD
(Path Protection Association Error) and Error-Value = 1 (End points
m smat ch) .
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5. | ANA consi derations
5.1. Association Type

Thi s docunent defines a new association type for path protection as

fol |l ows:

B S B +
| Association Type | Association Nane | Reference |
| Val ue [ [ [
o m e e e e oo oo e e e e eie oo n o e e oo +
| 1 | Path Protection | This [
| | Association | document |
B S B +

5. 2. PCEP Errors

Thi s docunent defines new Error-Type and Error-Value related to path
protection association as follows:

TSRS o e m e e e e e e e e e e e e e e e e e e aa oo +
| Error-Type | Meaning [
S oo e e e e e e e e e e eaaa o +
| 25 | Path Protection Association error: |
[ | Error-value=1: End-Points msmatch |
o m e e oo o - e +

6. Security Considerations

The sane security considerations apply in head end as described in
[I-D.ietf-pce-pce-initiated-Isp]
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