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Abstract

[I-D.ietf-bfd-seanl ess-base] defines a sinplified nmechanismto use

Bi di rectional Forwarding Detection (BFD) with |arge portions of

negoti ati on aspects elininated, thus providing benefits such as quick
provisioning as well as inproved control and flexibility to network
nodes initiating the path nmonitoring. The link-state routing
protocols (1S-1S, OSPF and OSPFv3) have been extended to advertise
the Seanml ess BFD (S-BFD) Discrimnators.

This draft defines extensions to the BGP Link-state address-fanmily to
carry the S-BFD Discrimnators information via BGP.

Requi rement s Language

The key words "MJST", "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOMMENDED', "MAY", and "OPTIONAL" in this
docunment are to be interpreted as described in RFC 2119 [ RFC2119].

Status of This Meno

This Internet-Draft is submtted in full conformance with the
provi sions of BCP 78 and BCP 79.

Internet-Drafts are working docunments of the Internet Engineering
Task Force (1ETF). Note that other groups may also distribute

wor ki ng docunents as Internet-Drafts. The list of current Internet-
Drafts is at http://datatracker.ietf.org/drafts/current/.

Internet-Drafts are draft documents valid for a maxi num of six nonths
and may be updated, replaced, or obsol eted by other docunents at any
time. It is inappropriate to use Internet-Drafts as reference
material or to cite themother than as "work in progress."

This Internet-Draft will expire on February 22, 2015.
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This docunment is subject to BCP 78 and the | ETF Trust’'s Lega
Provisions Relating to | ETF Docunents
(http://trustee.ietf.org/license-info) in effect on the date of
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1. Introduction

[I-D.ietf-bfd-seanl ess-base] defines a sinplified mechanismto use

Bi di rectional Forwarding Detection (BFD) with |arge portions of

negoti ati on aspects elininated, thus providing benefits such as quick
provisioning as well as inproved control and flexibility to network
nodes initiating the path nonitoring.

[1-D.ginsberg-isis-sbfd-discrimnator] defines a nean of advertising
one or nore S-BFD Discrimnators using the IS-1S Router Capability
TLV. [I-D. bhatia-ospf-sbfd-discrimnator] defines a new OSPF Router
Information (RI) TLV that allows OSPF routers to flood the S-BFD

di scrim nator values associated with a target network identifier.
This mechanismis applicable to both GSPFv2 and OSPFv3.

The link-state routing protocols (IS 1S, OSPF and OSPFv3) have been

extended to advertise the S-BFD Discrinminators. But flooding based
propagation of the S-BFD Discrimnators using IGPs is limted by the
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perimeter of the |G domain. For advertising the S-BFD

Di scrim nators which span across | GP donmains (e.g. multiple ASes),
the Border Gateway Protocol (BGP) is better suited as its propagation
perinmeter is not limted |ike the | GPs.

This draft defines extensions to the BGP Link-state address-fanmily to
carry the S-BFD Discrimnators information via BGP.

2. Term nol ogy

This meno nmakes use of the terns defined in [I-D.ietf-bfd-seanl ess-
base] .

3. Problem and Requirenent

Seaml ess MPLS [I-D.ietf-npls-sean ess-npls] extends the core donain
and i ntegrates aggregati on and access donains into a single MPLS
domain. In a large network, the core and aggregati on networks can be
organi zed as different autononous systens. Although the core and
aggregation networks are segmented into different autononbus systens,
but an E2E LSP will be created using hierarchical-1abel ed BGP LSPs
based on i BGP-1 abel ed unicast within each AS, and eBGP-1| abel ed

uni cast to extend the LSP across AS boundaries. Meanwhile, the
custonmer will see only two service-end points in the Seam ess MPLS
network. In order to detect the possible failure quickly and protect
the network/trigger re-routing, BFD MAY be used for the Service Layer
(e.g. for MPLS VPNs, PW) and the Transport Layer, so the need arises
that the BFD session has to span across AS donain.

The link-state routing protocols (1S 1S, OSPF and OSPFv3) have been
extended to advertise the S-BFD Discrininators. But flooding based
propagati on of the S-BFD Discrinmnators using IGPs is limted by the
perineter of the I GP domain. For advertising the S BFD

Di scrim nators which span across | GP donains (e.g. multiple ASes),
the Border Gateway Protocol (BGP) is better suited as its propagation
perimeter is not limted like the IGPs. This draft defines
extensions requirenent to the BGP Link-state address-family to carry
the S-BFD Discrimnators information via BGP

4, BGP-LS Extensions for S-BFD Discrimnnators Exchangi ng

The BGP-LS NLRI can be a node NLRI, a link NLRI or a prefix NLR

The correspondi ng BGP-LS attribute is a node attribute, a link
attribute or a prefix attribute. BGP-LS [I-D.ietf-idr-1Is-
distribution] defines the TLVs that map link-state information to
BGP-LS NLRI and BGP-LS attribute. This docunent adds additional BGP-
LS attribute TLVs to encode the S-BFD Discrimnators information.
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[1-D.ginsberg-isis-sbfd-discrimnator] defines the following TLVs to
encode the S-BFD Discrimnators information.

The 1SIS Router CAPABILITY TLV as defined in [ RFC4971] will be used
to advertise S-BFD discrimnators. A new Sub-TLV is defined as
descri bed below. S-BFD Discrimnators Sub-TLV is fornmatted as
specified in [ RFC5305] .

No. of octets

o e e m e e e e e e e e oo +

| Type (to be assigned by | 1

| T'ANA - suggested value 19) |
o +

| Length (nultiple of 4) | 1

o m e e e e e e e e e e +

| Discrimnator Value(s) [ 4/ Di scrim nat or
e e +

Figure 1: S-BFD Discrininators Sub-TLV

[1-D. bhati a-ospf-sbfd-discrimnator] defines the following TLVs to
encode the S-BFD Discrinmnators information. The fornmat of the S-BFD
Discrimnator TLV is as foll ows:

0 1 2 3

01234567890123456789012345678901
B e i s e S e e S e e S e e Rl il st sT o SRR I S S o
| Type | Length |
T T e o e m s S e e e e
[ Di scrimnator 1 [
B T T i I T T o S S S e b S S S
| Di scrimnator 2 (Optional) |
B e i s e S e e S e e S e e Rl il st sT o SRR I S S o
I+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-|+
[ Di scrinminator n (Optional) [
B T T i I T T o S S S e b S S S

Figure 2: S-BFD Discrimnators Sub-TLV

Type - S-BFD Discrimnator TLV Type
Length - Total length of the discrimnator (Value field) in octets,
not including the optional padding. The Length is a multiple of 4

octets, and consequently specifies how many Di scrimnators are
included in the TLV.
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Val ue - S-BFD network target discrininator value or val ues.

Routers that do not recognize the S-BFD Discrimnator TLV Type MJST
ignore the TLV. S-BFD discrimnator is associated with the BFD
Target ldentifier type, which allows de-nultiplexing to a specific
task or service.

These TLVs are mapped to BGP-LS attribute TLVs in the follow ng way.
The new information in the Link-State NLRIs and attributes is encoded
in Type/ Length/ Val ue triplets.

0 1 2 3

01234567890123456789012345678901
B i s T T S T et S S T S I T s sl s ol ST S S S
| Type | Length |
B T i S S i S T h T i S S S S e
/1 Val ue (vari abl e) /1
T e T i T S s b S s

Fi gure 3: BGP-LS TLV fornmat

The 2 octet Type field values are defined in Table 1. The next 2
octet Length field encodes |length of the rest of the TLV. The Val ue
portion of the TLV is variable and is equal to the correspondi ng

Val ue portion of the TLV defined in [I-D.ginsberg-isis-sbfd-
discrimnator] and [|-D.bhati a-ospf-sbfd-discrimnator].

The following 'Node Attribute’ TLVs are defi ned:

o e oo oo e e e e aao oo s [ RS o a oo +
| TLV Code | Description | Length | | SI' S/ CSPF |
| Poi nt | | | TLV/ Sub- TLV |
e e e o o e e e e e e e e oo Fom e - S +
[ TBD | S-BFD Discrinminators | variable | TBD |
RS SNSRI L e .

Table 1: Node Attribute TLVs
5. Operation

In an inter-as VPN network as follows, ASBRL and ASBR2 establish a
BGP- LS session for exchanging S-BFD Discrininators information.
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[ AS1 [ [ AS2 [
----------- | | |
| CE1| --- |PE1 |------ { { { {
| | | sBFD | |
[ [ | Discrimnators | [
| | | Exchanging via | |
| | | BGP-LS | |
e | <--------- e B | -----
| [----] ASBRL|-------------------- | ASBR?| --| PE3| ---]| CE3|
I e I | - e ] e
----------- I I I
| CE2| --- | PE2 | I I I
----- | ------ | | |
I I I I
R AR | R P EERREEEE |
[<---cmmenn-- S-BFD Connectivity Test----------- >|
PE1/ PE2 PE3

Step 1. ASBRL learns all the S BFD Discrimnators information within
AS1 by the nmean defines in [I-D.ginsberg-isis-sbfd-discrimnator] or
[1-D. bhatia-ospf-sbfd-discrimnator].

Step 2: ASBRL sends AS1's S-BFD Discrimnators information to AS2’'s
ASBR2 via the BGP-LS session.

Step 3: ASBR2 injects the ASl's S-BFD Discrininators information
receiving fromASBRL into IGP (1S-1S or OSPF or OSPFv3), then flood
themwi thin the domain of the AS2 via IGP, So the nodes of AS2 can
learn all the S-BFD Discrimnators information originating from AS1.

Li kewi se, the nodes of ASl1 can learn all the S-BFD Discrimnm nators
information originating from AS2.

At this point, we can use S-BFD Procedures defines in [I-D.ietf-Dbfd-
seanl ess- base] between the PEs which belong to different AS.

6. | ANA Consi derati ons

TBD.
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7. Security Considerations
Thi s docunment does not introduce any new security risk.
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