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Note Well

Any submission to the IETF intended by the Contributor for publication as all or part of an IETF Internet-
Draft or RFC and any statement made within the context of an IETF activity is considered an "IETF
Contribution". Such statements include oral statements in IETF sessions, as well as written and
electronic communications made at any time or place, which are addressed to:

* The IETF plenary session
* The IESG, or any member thereof on behalf of the IESG

* Any IETF mailing list, including the IETF list itself, any working group or design team list, or any
other list functioning under IETF auspices

* Any IETF working group or portion thereof

*  Any Birds of a Feather (BOF) session

* The IAB or any member thereof on behalf of the IAB
* The RFC Editor or the Internet-Drafts function

All [ETF Contributions are subject to the rules of RFC 5378 and RFC 3979 (updated by RFC 4879).

Statements made outside of an IETF session, mailing list or other function, that are clearly not intended
to be input to an IETF activity, group or function, are not IETF Contributions in the context of this notice.
Please consult RFC 5378 and RFC 3979 for details.

A participant in any IETF activity is deemed to accept all IETF rules of process, as documented in Best
Current Practices RFCs and IESG Statements.

A participant in any IETF activity acknowledges that written, audio and video records of meetings may
be made and may be available to the public.
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Agenda
. Agenda bashing

Charter Overview (Falk) — 10 min
Terminology Review (Kuhlewind) — 30 min

. Discussion of draft-fairhurst-taps-
transports-00 (Kihlewind)—20 min

Hum: Adopt draft-fairhurst-taps-
transports-00 as wg document? — 10 min



TAPS in a Nutshell

(See charter for more info)



PROBLEM

Using IETF Transport Layer improvements has
been challenging for application programmers

— E.g., ECN, SCTP, DCCP, Ledbat, UDP-Lite
Stacks often ship only with TCP & UDP
Firewalls & other middleboxes may block
Making fallback work can be hard



TAPS Approach

e Describe an (abstract) interface for applications
to make use of Transport Services

— Examples:
* Reliable delivery
e Ordered delivery of data
* Content privacy to in-path devices
* Minimal latency

* Apps ask for what they want

 The network stack probes for what can be
provided



Deliverables

1. Define a set of Transport Services, minimally
existing IETF protocols and congestion control
mechanisms used between two endpoints.

2. Specify the subset of those Transport Services
that end systems supporting TAPS will provide,
and give guidance on choosing among available
mechanisms and protocols.

3. Specify experimental support mechanismes,
explain how to select and engage an
appropriate protocol and how to discover which
protocols are available.



Out of Scope

Signaling-based Quality-of-Service (QoS) mechanisms

Definition of new encapsulations and tunneling
mechanisms

Extension, modification, or creation of transport
protocols

Language-specific APIs

Detailed analysis of the security aspects of transport
protocols



Milestones

Jun 2015 — Document defining a set of services
provided by IETF transport protocols and congestion
control mechanisms (Informational)

Dec 2015 - Document to the IESG recommending a
minimal set of Transport Services that end systems
should support (Informational)

Mar 2016 — Document specifying one or more
methods to provide applications with the Transport
Services identified by the WG (Experimental)

Mar 2016 - Recharter or conclude.



