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Abstract

This docunentation presents a use case of Application-Layer Traffic
Optinmization (ALTO with the energence of Network Function
Virtualization (NFV). The Application-Layer Traffic Optim zation
(ALTO Service provides network information (e.g., basic network

| ocation structure and preferences of network paths) with the goal of
nmodi f yi ng networ k resource consunption patterns while maintaining or
i mproving application performance. The energing NFV, which is
currently being in progress in ETSI NFV, |everages standard I T
virtualisation technology to consolidate nmany network equi pment types
onto industry standard hi gh-vol ume servers, switches, and storage.
The use case presented in this docunent discusses the inpact of
virtualization on the ALTO protocol. An architecture is proposed for
the interface between NFV MANO and ALTO server. And possible end

poi nt property extention is also discussed for such usecase.

Status of This Meno

Fu,

This Internet-Draft is submtted in full conformance with the
provi sions of BCP 78 and BCP 79.

Internet-Drafts are working docunents of the Internet Engineering
Task Force (I ETF). Note that other groups may also distribute

wor ki ng documents as Internet-Drafts. The list of current Internet-
Drafts is at http://datatracker.ietf.org/drafts/current/.

Internet-Drafts are draft documents valid for a maxi num of six nonths
and nay be updated, replaced, or obsoleted by other docunents at any
time. It is inappropriate to use Internet-Drafts as reference
material or to cite themother than as "work in progress.”

This Internet-Draft will expire on Septenber 9, 2015.
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I nt roduction

Thi s docunent presents a use case of Application Layer Traffic
Optinmization (ALTO with the energence of Network Function
Virtualization (NFV). The Application-Layer Traffic Optim zation
(ALTO) Service provides network information (e.g., basic network

| ocation structure and preferences of network paths) with the goal of
nmodi fyi ng network resource consunption patterns while naintaining or
i mproving application perfornance. Typical depl oynent scenarios of
ALTO i ncl ude P2P networks and Content Distribution Networks (CDNs),
in which the P2P tracker or CDN request router queries the ALTO
server for network map and cost map, in order to make deci sions on
whi ch peer to select for content sharing.

The energi ng Network Functions Virtualisation (NFV), as currently
being in progress in ETSI NFV, |everages standard IT virtualisation
technol ogy to consolidate many network equi prent types onto industry
standard hi gh vol unme servers, switches and storage. The NFV
architecture in ETSI ongoing work includes the NFV MANO( Managenent
and Orchestration), the OSS/BSS, the E/NVB ( El enent/ Net wor k
Managenment Systen), the VNF (Virtualized Network Function) and the
NFVI (Net work Function Virtualization Infrastructure), as is shown in
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Figure 1. The NFV MANO i s conposed of the VIM (Virtualized
Infrastructure Manager), the NFV Orchestrator, and the VNF Manager.
The VIMis responsible for controlling and managi ng the NFVI conpute,
storage and network resources, usually within one Operator’s

i nfrastructure sub-domain. The NFV Orchestrator is responsible for
the lifecycl e management of Network Services across the entire
OQperator’s domain. The VNF manager is responsible for the lifecycle
managenment of VNF instances.Interactions between NFV MANO, E/ NMS, VNF
and VNFI are beyond scope of this draft.

Wth the trend of various network functions being virtualized, there
will be inpacts on cost and network characteristics of the service
endpoints. Under the ALTO architecture, we anal yze the problenms and
the necessity of extending the ALTO protocols to faithfully reveal
the network to the clients. The central problemthis draft would
like to investigate is: what’s the inpact of virtualization to ALTO
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Figure 1: NFV Architecture in Brief
Thi s docunment anal yzes the inpacts of virtualized endpoints to

application-layer traffic optim zation and presents a use case of
ALTO in the CDN and P2P network with the peers as a VNF.
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Ter ni nol ogy

The key words "MJST", "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOMMENDED', "MAY", and "COPTIONAL" in this
docunent are to be interpreted as described in [ RFC2119].

W use the following terns defined in [ RFC5693]. Application, Peer
ALTO service, ALTO server, ALTO client, ALTO query, ALTO Reply.

And the following terns used in this docunent have their definitions
fromthe NFV end to end architecture [ NFVE2E].

NFV: network function virtualization. NFV technology uses the
commodity servers to replace the dedi cated hardware boxes for the
networ k functions, for exanple, home gateway, enterprise access
router, carrier grade NAT and etc. So as to inprove the re-
usability, allow nore vendors into the nmarket, and reduce tine to
market. NFV architecture includes a NFV MANO to nanage the virtua
network functions and the infrastructure resources.

NF: A functional building block within an Operator’s network

i nfrastructure, which has well-defined external interfaces and a

wel | -defined functional behavior. Note that the totality of all
network functions constitutes the entire network and services
infrastructure of an Qperator/service provider. In practical terns,
a Network Function nowadays is often a network node or physica
appl i ance.

VNF: virtual network function, an inplenentation of an executabl e
software programthat constitutes the whole or a part of an NF that
can be depl oyed on a virtualization infrastructure.

VM virtual machines, a program and configuration of part of a host
conputer server. Note that the Virtual Machine inherits the
properties of its host conputer server e.g. location, network

i nterfaces.

SLA: Service Layer Agreenent.
I npact of Virtualized Endpoints

Thi s section anal yzes the inpact of virtualization when application
or service endpoints are deployed on virtualized infrastructure.

It is generally believed that generic computing equi prment is
difficult to acconplish the sane capability of specilized and
dedi cat ed equi pnment. Operator network normally consists of many
dedi cat ed equi prent, and the services running on them are not
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vitualized. NFV initiatives investigate the use cases, architecture
and requirenments of noving network functions to the virtualized
infrastructure

We anal yze the inpacts of virtualized endpoints to application |ayer
traffic optimzation for the foll owi ng aspects.

1.

Performance. The NFV framework is clained to be able to
instantiate and configure any given VNF over the underlying
infrastructure so that the resulting VNF instance performance is
conformng to the expressed requirenent. Using appropriate VNF
configuration schenes

[I-D.song- opsawg- vi rt ual - net wor k- functi on-config], the Operator
or service provider can express their performance requirenent.
Fromthis point, it is the sane as physical and non-virtualized
service endpoints. The difference is that the service assurance
of virtualized endpoints is nore difficult to ensure.

Portability. Different from physical equiprment, NFV franework is
able to provide the capability to | oad, execute and nove VNFs
across different but standard nutlivendor environments, and have
to support an interface to decouple VNF associ ated software
instances fromthe underlying infrastructure. Portability has

i npacts on the nobility and network | ocation of the service
points, which in return will inmpact the service point selection
process and service continuity.

El asticity. The NFV framework is able to allow VNFs to be scal ed
with SLA requirenents, on-denmand scaling or automatically
scaling. Wth the elasticity capability, VNF endpoints
capability with respect to conmputing and networking are dynanic.
The ALTO di scovery and sel ection process will be inpact to
reflect such dynam c information

Resilience. NFV framework provides the necessary nechanisns to
allow VNF to be recreated after a failure. 1In addition to OAMin
traditional non-virtualized environnment, the NFV MANO wi || manage
the metrics such as packet loss rate, |atency, delay variation of
flows, maxinumtime to detect and recover fromfaults. Al of
these information will be valuable to ALTO client.

Energy efficient. Studies have indicated that NFV coul d
potentially deliver up to 50% energy saving conpared with
traditional appliance based network infrastructure. In service
poi nt selection, this could be a criteria when the service
provider is interested in saving power.
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6. Service assurance. Dedicated carrier-grade devices normally have
requirenents |ike 99.999% but the such high availability is
still challenging for VNFs. The ALTO server should be aware of
the assurance | evel of these virtualized endpoints.

7. Network infrastructure mai ntenance. The VNFs nmay be bridged and
Iinked using the virtualized switches on the conputing node. The
networ k | ayer perfornmance and availability netrics are only
possible to collect when the OAM have established the tunnels to
these virtual network infrastructure. For exanple, normal PING
can only reflect the physical conputing node availability, but
cannot reflect the VMs bridged using virual switchs and hi dden
with tunnel encapsul ati ons.

ALTO use case with NFV

The energence of NFV neans that sone | egacy devices, which used to
wor k on a physical server, now can be noved to a VM and work as a
VNF. Under such a circunstance, the NFV MANO can act as a dynamc
networ k i nformation provider for ALTO

The follow ng paragraph will present a use case of ALTOin CDN with
NFV. |In the CDN network, the user agent nakes an initial request to
the Request Router. The Request Router will first query the ALTO
server for network and cost map to sel ect an appropriate surrogate.
The Request Router then responds to the UA with a redirection to the
sel ected surrogate. The UA then connects directly to the suggested
surrogate to obtain the content.

When a certain surrogate changes to a VNF and is nmanaged by a NFV
MANO, The NFV MANO can dynamically update the network and cost info
of the surrogate to the ALTO server. In this, the NFV MANO shoul d
al so informthe ALTO server about the virtualized nature of the VNF
surrogate. In the migration stage of NFV, in which VNF and physi cal
devi ces coexist in the network, ALTO server may consider the
virtualized nature of VNF and should informthe clients.

In the P2P scenario, simlar situations can al so happen when peers
become VNFs. In this case, NFV MANO should al so inform ALTO server
about the virtualize nature of the VNF peers.

Interaction Architecture of ALTO and NFV
A vertical architecture is proposed in this draft for ALTO and NFV

interaction, in which NFV MANO is in responsible of info update to
the ALTO server, as is shown in Figure 2.
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Figure 2 ALTO and NFV interaction architecture
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In this architecture, NFV MANO can autonatically update fine or
coarse grained VNF info to the ALTO server tinely. The virtualized
nature of the VNFs should be informed to the ALTO server by NFV MANO
as a rating criteria. In the neantine, details of VNF can be updated
to the ALTO server by NFV MANO according to privacy privilege
configured by the user.

End Point Property Extention

The informati on NFVO updates to the ALTO server for alto service

di scovery includes, but not linited to, the topology of the VNFs, the
detail info of the network resource allocated to the VNF

i nstances(such as the capacity, the available nenory, the available
CPU, and etc.), the lifecycle managenent info of VNFs, and etc..
There is another draft tal king about details of the these properties
[1-D. deng-alto-p2p-ext].

Endpoi nt property should al so be extended when introducing
virtualized end points into ALTO

1) Endpoi nt geol ocation extention. |In traditional physical networks,
geol ocation for a certain endpoint is determ ned and shoul d not
change frequently. Wile in the NFV scenarios, endpoints, which
shoul d be VNFs, can be conposed of several Virtual Mechines (VM)
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| ocated on several physical servers at different geolocatoins. In
the meantinme, this geolocation may al so change due to migration and
restoration of the VNF. Such characteristics of VNFs require
property extention of endpoint geol ocation. How to discribe the
mul ti ple geol ocations of a certain virtual endpoint, and how frequent
to update the geol ocation of these virtual endpoints nay need carefu
di scussion. Optinization algrithns may al so need to change due to
the virtualization nature of these endpoints.

2) Node related property extention. One of the benefit NFV brings to
us is we can easily scale up and scal e down services with the hel p of
the virtualization technology. Such capability should be noticed and
taken into consideration by the ALTO server. For instance, in the
CDN networ k, when the request router reach out to the ALTO server
asking for proper surrogate, the ALTO server may | ook out for the
network and cost map of all the possible surrogates. At this point,
a certain virtual surrogate may not have enough bandw dth or
processing capability to handle this request. But it nmay scale up
atomatically when request increase. Therefore, the ALTO server
shoul d have know edge to such capability of the virtual surrogates,
and even should be able to informthe NFV MANO to scale up certain
service at a proper point. Such usecase requires extention of the
node rel ated property.
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