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Abst r act

The functions of the public switched tel ephone network (PSTN) are
gradually migrating to the Internet. This is generating new
requirenents for many mechani sns used by the PSTN, including

t el ephone nunmbers (TNs). TNs no | onger serve sinply as tel ephone
routing addresses, they are now identifiers which may be used by

I nternet-based services for a variety of purposes including session
establishnent, identity verification and service enablenent. This
probl em st at emrent exani nes how the existing tools for allocating and
managi ng tel ephone nunbers do not align with the needs of the

I nternet environment and proposes a fraemwork for Internet-based
services relying on TNs.

Status of This Meno

This Internet-Draft is submtted in full conformance with the
provi sions of BCP 78 and BCP 79.

Internet-Drafts are working docunents of the Internet Engineering
Task Force (IETF). Note that other groups may also distribute
wor ki ng docunments as Internet-Drafts. The list of current Internet-
Drafts is at http://datatracker.ietf.org/drafts/current/.

Internet-Drafts are draft documents valid for a maxi num of six nonths
and nay be updated, replaced, or obsol eted by other docunents at any
time. It is inappropriate to use Internet-Drafts as reference
material or to cite themother than as "work in progress.”
This Internet-Draft will expire on Septenber 9, 2015.

Copyright Notice

Copyright (c) 2015 | ETF Trust and the persons identified as the
docunent authors. Al rights reserved.

This docunent is subject to BCP 78 and the | ETF Trust’s Lega

Provisions Relating to | ETF Docunents
(http://trustee.ietf.org/license-info) in effect on the date of
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publication of this docunent. Please review these docunents
carefully, as they describe your rights and restrictions with respect
to this docunment. Code Conponents extracted fromthis docunment nust
include Sinplified BSD License text as described in Section 4.e of
the Trust Legal Provisions and are provided without warranty as
described in the Sinplified BSD License.
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1. Pr obl em St at enent

The chal |l enges of utilizing tel ephone nunbers (TNs) on the Internet
has been known for sone tinme. Internet tel ephony provided the nain
use case for routing tel ephone nunbers on the Internet in a nmanner
simlar to howcalls are routed in the public sw tched tel ephone
network (PSTN). As the Internet had no service for discovering the
endpoi nts associated with tel ephone nunbers, ENUM [ 3] created a DNS-
based nmechani smfor resolving TNs in an I P environnment by defining
procedures for translating TNs into URIs for use by protocols such as
SIP[2]. Oiginally, it was envisioned that ENUM woul d be depl oyed
as a global hierarchical service, though in practice it has only been
depl oyed pi eceneal by various parties. The DRI NKS [4] framework
showed ways that authorities mght provision informtion about

t el ephone nunmbers at an ENUM service or simlar Internet-based
directory. These technol ogi es have generally tried to preserve the
features and architecture fanmliar fromthe PSTN nunbering

envi ronnent.

Tel ephone numnbering, however, has |ong been transitioning away froma
provi der-centric nodel towards a user-centric nodel. Nunber
portability has been inplenmented in nany countries, and the right of
a user to choose and change their service provider while retaining
their TN is wi dely acknow edged now. However, TN administration
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processes rooted in PSTN technol ogy and policies dictate that this be
an exception process fraught with problens and del ays. Thanks to the
i ncreasi ng sophistication of consumer nobile devices, users now
associ ate tel ephone nunbers with many applications other than

tel ephony. ldeally the user would have full control of their TN and
woul d drive the porting process on their own rather than rely on
compl ex and tine consum ng back office processes anong multiple
service providers

Most TNs today are assigned to specific geographies, at both an
international |evel and w thin national nunbering plans. This has
shaped the way that service providers interconnect, as well as how

t el ephone nunbers are routed and admni ni stered: the PSTN was careful ly
designed to del egate switching intelligence geographically. In

i nterexchange carrier routing in North America, for exanple, calls to
a particular TN are often handed off to the termnating service

provi der close to the geography where that TN is assigned. But the
overwhel m ng success of nobile tel ephones has increasing eroded the
connecti on between nunbers and regions. Furthernore, the topol ogy of
I P networks is not anchored to geography in the sane way that the

tel ephone network is. In an Internet environnent, establishing a
network architecture for routing tel ephone nunbers woul d depend
little on geography.

Whi |l e sone properties of ENUM have been successfully depl oyed, others
have not. Mbdst notably, ENUMis nostly used as an internal network
function, and is hardly used between service provider networks. The
ori gi nal ENUM concept of a single root, el64.arpa, proved to be
politically challenging, and | ess centralized nodel s have thus
flourished. The industry also cane to realize that there were
limtations in the DNS protocol and it may not be a good fit for a
communi cati ons protocol that would need nore security, richer

dat asets and nore conpl ex query and response capabilities. The TeRQ
proposal [12], a franmework and infornation nodel for "tel ephone-

rel ated queries," proposes a reconsideration of tel ephone routing and
adm ni strative services by focusing on what data needs needs to be
shared rather linmting the data to fit within the particular
protocol s chosen to carry it.

Wth the PSTN well on its way to beconing an all IP network and TNs
showi ng no signs of sunsetting as a resource, it is tinme to address
the issues of routing, managenent and adninistration of TNs in an IP
environnment. This docunment will create a common understandi ng of the
problem statement related to TNs in an |IP environnent and hel p
develop a vision for howto create |IP-based nechanisns for TNs. It
will be inportant to acknow edge that there are various internationa
and national policies and processes related to TNs, and any sol utions
needs to be flexible enough to account for these variations.
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Actors
The following actors are defined in this docunent:

Nunbering Authority: An entity that nmanages an inventory of
al | ocated and unal | ocat ed tel ephone nunbers. This nay be a root
authority, such as a national regulator, or any delegate of the
root authority that di spenses nunbers to other parties.

Conmruni cation Service Provider: A provider of conmunications
services to users, where those services can be identifed by
t el ephone nunmbers. This includes both traditional telephone
carriers and service providers with no presence on the PSTN who
use tel ephone nunmbers. It also enconpasses users who operate
services on their own behal f.

User: An operator of communications endpoints, either as an
i ndi vidual or an organization; usually a custoner of a
conmuni cati on service provider who uses tel ephone nunbers to reach
and identify services.

Governnent Entity: An entity that, due to |legal powers resulting
fromthe root of nunber authority, has privileged access to
i nformati on about nunber allocation

Fr amewor k

The framework outlined in this docunent requires three Internet-based
mechani sns for nanagi ng and resol ving tel ephone nunbers (TNs) in an

I P environment. These mechanisms will likely reuse existing
protocols for sharing structured data; it is unlikely that new
prot ocol devel opment work will be required, though new information

nmodel s specific to the data itself will be a major focus of framework
devel opnent. Likely candidates for reuse here include work done in
DRI NKS and WEI RDS, as well as the TeRQ franework.

These protocol mechani snms are scoped in a way that makes themlikely
to apply to a broad range of future policies for nunber

adm nistration. It is not the purpose of this framework to dictate
nunber policy, but instead to provide tools that will work with
policies as they evolve going forward. These nechani sns therefore do
not assunme that number administration is centralized, nor that numnber
"ownership" is restricted to any privileged service providers, though
these tools must and will work in environments with those
propoerties.

The three nmechani sns are
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Acquisition: a protocol nechanismto enable users or CSPs to acquire
TNs from authorities, including an enroll ment process for the
i ndividual s and entities that manage TNs.

Managenment: a protocol mechanismfor users to associate data with
TNs at a CSP.

Retrieval: a protocol nechanismfor service providers, users, and
governemmt entities to retrieve data about TNs from either an
authority or a CSP.

The acquisition nechanismwi |l enable actors to acquire tel ephone
numbers for use with a conmuni cations service. The acquisition
mechanismw || provide a neans for either a user or a CSP to request
nunbering resources froman authority, either on a nunber-by-nunber
basis, or as inventory blocks. The authority who grants nunbering
resources to a user will retain netadata about the assignnent,

i ncludi ng the responsible organi zation or individual to whom nunbers
have been assigned. |In the DNS environnent, an authority thus m ght
be anal agous to either a registrar or a reseller of nanes, though
obvi ous hierarchical domain nanes do not have a conparable inventory
situation to tel ephone nunbers.

The managenent mechanismwill | et actors provision data associated
with tel ephone nunbers at CSPs. |If a user owns a tel ephone nunber,
they may select a CSP to provide particular service associated with
the nunber, or a CSP may own a nunber, and effectively rent these to
users. In either case, a user needs a nechani smfor provision data
associ ated with the nunber at a CSP

The resolution mechanismwi |l enable actors to learn information
about tel ephone numbers, typically by sending a request to a CSP.
For some information, an actor nay need to send a request to a
nunbering authority rather than a CSP. Different parties nmay be
authorized to receive different information about tel ephone nunbers.

4. Use Cases

4.1. CSP Acquires Nunmbers from Authority
TBD.

4.2. User Acquires Numbers from Authority

TBD.
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4.3. Accessing Nunbering Data
TBD.

4.3.1. Privileged Access for Government Entities
TBD.

4.4. Service Managenent for Nunmbers
TBD.
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7. Security Considerations

TBD.
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