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Abst ract

| EEE 802.1Qca Path Control and Reservation (PCR) [|EEE8021Qca] uses
the algorithmspecified in [I-D.ietf-rtgwg-nrt-frr-algorithm to
conmput e Maxi nmal ly Redundant Trees (MRTS) to be used for the
protection of data traffic in bridged networks. This docunent

di scusses the applicability of the MRT algorithmto 802. 1Qxa.

Status of This Meno

This Internet-Draft is submtted in full conformance with the
provi sions of BCP 78 and BCP 79.

Internet-Drafts are working docunents of the Internet Engineering
Task Force (I ETF). Note that other groups may also distribute
wor ki ng documents as Internet-Drafts. The list of current Internet-
Drafts is at http://datatracker.ietf.org/drafts/current/.

Internet-Drafts are draft documents valid for a maxi num of six nonths
and nmay be updated, replaced, or obsoleted by other docunents at any
time. It is inappropriate to use Internet-Drafts as reference
material or to cite themother than as "work in progress.”

This Internet-Draft will expire on January 4, 2016
Copyright Notice
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I ntroduction

| EEE 802. 1Qaq Shortest Path Bridging (SPB) [| EEE8021aq] is an

anendnment to | EEE Std 802.1Q that allows bridged franes to trave
the shortest path between their source and destination(s),

to traveling along paths deterni ned by shared spanning trees.

[ EEEB021aq] and [ RFC6329] specify extensions to IS-1S that allow

bridges to share the topology informati on needed to construct

shortest path trees.
SPB.

[ | EEEB021Qca]

[ 1 EEE8021aq] has been already incorporated in [|EEE8021Q .

IS-1S that builds upon the |ISIS SPB extensions and extends them
further as described in [I-D.ietf-isis-pcr]. These extensions

(referred to here as 1SIS-PCR) allow bridges to share the information
needed to construct explicit trees.

[ EEEB021Qxca] specifies five different nmethods for the construction

of explicit trees as well as how to share the information needed to

construct these trees. These five different nmethods of explicit

trees are referred to as Strict Tree, Loose Tree, Loose Tree Set,

These extensions are referred to here as | SIS

is an anendnent to [| EEE8021(Q that specifies explicit
path control, bandw dth assignnent, and protection nechanisns for
data flows for bridged networks. [IEEE8021Qca] is an extension to

ArBRAPhWwWwWN

~NOoO OO O 0101

as opposed

MRT, and MRT with GADAG. This docunent is concerned with the MRT and

"MRT with GAGAG explicit tree nethods (algorithns).

produce Maxi mal |y Redundant Trees (MRTS)
[I-Dietf-rtgwg-nrt-frr-architecture].

Bot h net hods
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This docunment is intended to explain the relationship between
[ EEEB021Qca] and [I-D.ietf-rtgwg-nrt-frr-algorithn. The text
shoul d not be interpreted as normative with respect to either.

2. How 802.1Qca uses the MRT al gorithm

The al gorithm for conputing Maxi mal |y Redundant Trees in
[I-D.ietf-rtgwg-nrt-frr-algorithm has been specified with a focus on
supporting fast-reroute for the protection of unicast |IP and LDP
traffic, as described in [I-D.ietf-rtgwg-nmt-frr-architecture]. The
conmputation described in [I-D.ietf-rtgwg-nrt-frr-algorithn starts
with the topology of an IGP area, prunes it to forman MRT |sland
topol ogy, constructs a GADAG and then uses that GADAG to construct a
compl ete set of destination-based MRT-Blue and MRT-Red trees rooted
at each node in the MRT Island, where each tree spans all nodes in
the MRT Island. [I|EEEB021Qca] supports this node of operation, but
it also supports other nodes of operation as described bel ow

2.1. DMRT Explicit Trees in 802.1Qca

In [ EEEB021Cxa], the flooding of an SPB I nstance sub-TLV ([ RFC6329])
with the MRT ECT Al gorithmvalue in the absence of a Topol ogy sub-TLV
([I-D.ietf-isis-pcr]) results in the creation of an MRT-Blue and an
MRT-Red tree rooted at each node in the domain, and each tree spans
all nodes in the domain. This is equivalent to the behavior
described in [I-D.ietf-rtgwg-mt-frr-algorithni.

In addition, [|EEE8021Qca] allows one to affect both the nunber and
structure of the MRT-Blue and Red trees by including the Topol ogy
sub-TLV in the MI-Capability TLV (type 144 [RFC6329]). In the
context of the MRT ECT Algorithm Hop sub-TLVs in the Topol ogy sub-
TLV specify nodes with flags that can indicate Root, Exclude, or Edge
Bridge. 1In the context of the MRT algorithm all nodes with the
Exclude flag set are excluded fromthe MRT Island. The GADAG is then
computed for the MRT Island. For each node with the Root flag set,
an MRT-Blue and an MRT-Red tree rooted at that node is constructed.

Note that the Edge Bridge flag does not affect the construction of
the MRTs. It is used to determ ne which filtering database (FDB)
entries to install once the trees have been determ ned.

2.2. "MRT with GADAG Explicit Trees in 802.1CQca
In the previous section, each node will conpute the same GADAG based
on the sane topology information using the algorithmsteps in

sections 5.4 and 5.5 of [I-D.ietf-rtgwg-mrt-frr-algorithnj. Each
node then applies the algorithmsteps in section 5.6.5 of
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2

3.

3.

[I-Dietf-rtgwg-nrt-frr-algorithn] to that GADAG in order to conpute
the MRT-Blue and MRT-Red next-hops for the trees of interest.

[ EEEB021Qca] can operate in a node where each node is supplied with
a conmon GADAG (communicated via | SIS-PCR), from which each node then
determ nes the MRT-Blue and MRT-Red next-hops for the trees of
interest. That is, this node of operation bypasses the algorithm
steps in section 5.4 and 5.5 of [I-D.ietf-rtgwg-nrt-frr-algorithni
and only applies the algorithmsteps in section 5.6.5 to the GADAG
communi cated directly via | SI S-PCR

This behavior is controlled in [I EEE8021Qca] by fl oodi ng an SPB

I nstance sub-TLV with the ' MRT with GADAG ECT Al gorithm val ue as
wel|l as a Topol ogy sub-TLV. Hop sub-TLVs in this Topol ogy sub-TLV
are used to describe the comon GADAG using an ear deconposition.

The first Hop sub-TLV is the GADAG root followed by a sequence of Hop
sub- TLVs describing an ordered ear that ternmi nates on the GADAG root.
Subsequent ears are described as sequences of Hop sub-TLVs. Setting
the Root flag for a given Hop sub-TLV indicates that MRT-Blue and Red
trees rooted at that node should be constructed.

3. MRT Explicit Trees as Strict Trees

A Path Conputation Elenment can also inplenent each conputation step
of [I-Dietf-rtgwg-nrt-frr-algorithn] and conpute the MRTs. The MRTs
can be then specified by Topol ogy sub-TLVs, one for each. The SPB

I nstance sub-TLV then conveys the ST ECT Al gorithm val ue.

O her consi derations
1. Unequal link netrics

[ EEEBO21aq] specifies that if two SPB Link Metrics are different at
each end of a link, the maxi mumof the two values is used in SPB
calculations. |In order to provide symetry and nai ntai n consistency
with [ EEEB021aq], [|EEE8021Cca] places the sane requirenment on the
Link Metrics for the topology graph that is used in the MRT
algorithm In order to acconplish this, [|IEEEB021Qca] makes the same
nmodi fication to link metrics before applying the MRT algorithm This
change of netric values can affect the ordering of interfaces on a

gi ven node through the Interface Conpare function in section 5 of
[I-Dietf-rtgwg-nrt-frr-algorithnj, which in turn can affect the
GADAG computed. The change of netric values can also affect the
results of the SPF_No_Traverse Root function used in determnining MRT
next - hops, since the SPF traversal depends on netric val ues.

This nodification of link netrics applies ONLY to [| EEE8021Qxa].
When the MRT | owpoi nt inheritance algorithmin
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[I-Dietf-rtgwg-nrt-frr-algorithn] is applied to | PPLDP FRR the
topol ogy graph with the link netrics advertised by the | GP are used
wi t hout nodification by the MRT al gorithm

3.2. Conputation of MRT-Blue and MRT-Red next-hops fromthe point of
vi ew of ot her nodes

In the algorithmdescribed in [I-D.ietf-rtgwg-mt-frr-algorithm a
gi ven node conputes and installs its own MRT-Blue and MRT-Red next -
hops for all destinations. This conputation is all that is required
for the IP/LDP FRR application to function properly. An individua
node does not need to conpute the MRT-Blue and MRT- Red next-hops used
by other nodes. Instead the conplete MRT tree structure is created
in the network as the result of each node conmputing and installing
the appropriate MRT next-hops. This is anal ogous to the way that
shortest path trees are instantiated in shortest path routing, with
each node needing to conpute and install only its own shortest path
next - hops.

In sone scenarios, a bridge using [| EEEB021Qca] may need to know nore
than just its own MRT-Blue and MRT-Red next-hops. This can be
acconpl i shed by having a bridge performthe MRT next-hop conputation
specified in section 5.6.5 of [I-D.ietf-rtgwg-nrt-frr-algorithni from
t he point of view of one or nore other bridges. The result of
computing an MRT next-hop fromthe point of view of another bridge is
the normative result. An inplenmentation may use another method to
comput e MRT next-hops fromthe point of view of renote bridges as
long as it produces the sane result.

This does not nodify the MRT algorithmwith respect to its use for
the |1 P/LDP FRR application as described in
[I-D.ietf-rtgwg-nrt-frr-architecture].

3.3. Recalculation of MTs

MRTs can be used for the protection of SPTs in a bridged network
simlarly to | P/LDP FRR application of MRTs. A pair of MRT-Blue and
MRT- Red then protect the SPT rooted at the MRT Root. The MRTs are
only used for protection, i.e. MRTs do not carry traffic during
nornmal operation, simlarly to | P/LDP FRR operations. The Point of
Local Repair (PLR) is responsible for redirecting traffic from SPTs
to MRTs upon detection of a failure event.

In 802.1Qca, recalculation of MRTs after a topol ogy change foll ows
the general method specified in Section 12.2 of
[I-Dietf-rtgwg-nrt-frr-architecture], with an additiona
requirenent. Inmediately after a failure, the PLR or PLRs redirect
sone traffic onto MRTs. In the neantine, all nodes receive
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notification of the failure, reconpute SPTs, and install themin
their FIBs. The PLRs take the traffic off of the MRTs, and put the
traffic on the new SPTs. Based on
[I-Dietf-rtgwg-nrt-frr-architecture], at this point it is safe
reconpute and install the new MRTs corresponding to the new topol ogy.

802. 1Qca pl aces an additional requirenent on when it is safe to
install the new MRTs. The new MRTs shoul d not be reconputed and
installed if there is any reason to suspect that the nodes of the
domai n do not share a comon view on the network topology. This is
in order to prevent |loops in the MRT paths that may be used by PLRs
at the next failure event. The |oop prevention nethod to be used for
MRTs in 802.1Qca is the Agreement Protocol, which is specified in

[ EEEB021aq] and al so described in [AP].

Note that while 802.1Qca requires that the Agreenent Protocol be used
to avoid | oops on MRTs, it does not mandate the use of the Agreenent
Protocol for the shortest path trees, where other [ oop nitigation
techni ques can be used.

4. 1 ANA Consi derations
Thi s docunent introduces no new | ANA Consi derati ons.

5. Security Considerations

The 1SIS-PCR extensions for the use of the MRT algorithm are not
believed to introduce new security concerns.
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