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Problem

 The SCTP handshake uses a cookie-based
procedure to protect against flooding attacks.
* Limitations
— CPU resources required to build the cookie

— Size of the INIT-ACK is substantially larger than the
size of the INIT

— In some scenarios the protection is not needed
— User data transfer on the third leg



