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Abstract

Wth network-based applications beconing preval ent, solutions that
provi de connectivity over w de area becone nore attractive for
custonmers. In small-to-mediumenterprise sector, Virtual Private LAN
Service (VPLS), is a very useful service provider offering. It
creates an enul ated LAN segnents fully capable of |earning and
forwardi ng Ethernet MAC addresses.

Today, in VPLS inplenmentations, within the context of a VPLS PE (VE)
a single-site is selected fromwhich all PW are rooted. The site-

el ection nechanismis usually hard-coded by different vendors (e.g.

m ni mum or maxi num site-id), and as such, is outside end-users
control. This offers no flexibility to end-users as it forces themto
define the site-id allocation schene well in advance, or deal with

t he consequences of a suboptinal site-id election. Mreover, whenever
the elected site-id is declared down, the traffic to and from al

other sites hosted within the sanme VE is inpacted as well.

This draft defines protocol extensions to keep core-facing
pseudowi res (PWs) established at all times, regardl ess of the events
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taking place on the attachnent-circuit (AC) segnent when using the
BGP- based si gnal i ng procedures

Status of this Meno

This Internet-Draft is submtted in full conformance with the
provi sions of BCP 78 and BCP 79.

Internet-Drafts are working documents of the Internet Engineering
Task Force (I1ETF), its areas, and its working groups. Note that
other groups nmay al so distribute working docunents as Internet-
Drafts.

Internet-Drafts are draft documents valid for a maxi num of six nonths
and may be updated, replaced, or obsol eted by other docunents at any
time. It is inappropriate to use Internet-Drafts as reference
material or to cite themother than as "work in progress."

The list of current Internet-Drafts can be accessed at
http://ww. ietf.org/ietf/1id-abstracts.txt

The list of Internet-Draft Shadow Directories can be accessed at
http://ww.ietf.org/shadow. htmn

This Internet-Draft will expire on Novenber 2, 2016

Copyright Notice

Copyright (c) 2015 | ETF Trust and the persons identified as the
docunment authors. Al rights reserved.

This docunment is subject to BCP 78 and the | ETF Trust’s Lega
Provisions Relating to | ETF Docunents
(http://trustee.ietf.org/license-info) in effect on the date
of publication of this docunent. Pl ease review these docunents
carefully, as they describe your rights and restrictions with
respect to this docunent. Code Conponents extracted fromthis
docunent nust include Sinplified BSD License text as descri bed
in Section 4.e of the Trust Legal Provisions and are provided
wi thout warranty as described in the Sinplified BSD License.
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1. Introduction

As the popularity of VPLS services continue to expand, Service
Provider requirenments for a scalable nmulti-homed solution are
becom ng i ncreasingly demandi ng. As dictated by RFC4762 BGP- VPLS RFC
every PE participating in a VPLS domain nust be fully neshed through
a bidirectional pseudowire (PW. This set of PW is built attending
to the signaling information (I abel-block) advertised by each PE. The
| abel - bl ock used to build any given PW will be the one matching the
| ocal site being elected as 'representative’ of the VPLS donmain
within a given PE. As stated in RFC4762, if this site is ever

decl ared 'down’, a conpliant inplementation will need to either

wi t hdraw t he correspondi ng | abel -bl ock, or announce that the affected
site is no longer reachable. In either case, the PWw Il end up being
destroyed, which will have a considerable inpact on other local sites
relying on this specific PW Furthernore, as a considerabl e anount of
cycles are spent in destroying/re-building affected PW, the overal
convergence period will be severely inpacted for those critica

mul ti-homed sites that need a rapid transition to a backup PE
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This draft defines protocol extensions to keep core-facing
pseudowi res established at all tines, regardless of the events
taking place on the attachnment-circuit segnent when using the BGP-
based signaling procedures defined in [ RFC4761] .

Today, in VPLS inplenentations, within the context of a VPLS PE (VE)
a single-site is selected fromwhich all PW are rooted. The site-

el ection mechanismis usually hard-coded by different vendors (e.g.

m ni mum or mexi num site-id), and as such, is outside end-users
control. This offers no flexibility to end-users as it forces themto
define the site-id allocation schene well in advance, or deal with
the consequences of a suboptinal site-id election. Mreover, whenever
the elected site-id is declared down, the traffic to and from al

other sites hosted within the same VE is inpacted as well.

In BGP VPLS MH scenarios the above pitfalls are specially acute, as
not only we need to factor in the cost to bring the active PWdown
and run DF election in primary PE, but also in the n-DF PE and al
renote-PEs within the VPLS domain. Taking into account that control -
pl ane operation is signaled through BGP protocol, is fare to expect
that many of these operations will be carried out in sequence and
not in parallel, so the overall cost is usually pretty considerable
in scaling scenarios.

To achieve mininmal traffic disruption, this draft introduces a
virtual or dunmy site which will serve as the preferable or best
site within each VE. Thereby, its corresponding site-id value wll
be defined by the end-user. But nore than providing greater
provisioning flexibility, the real advantage of this best-site
solution relies on the capability to maintain VPLS PW established
at all times regardless of the fluctuations in AC segnents.

To summarize, this best-site feature offers:

* (reater provisioning flexibility.

* Mninmal traffic disruption for non-preferable sites in nulti-
site VEs (upon AC going down).

* Convergence period would be considerably reduced in MH setups
during transient intervals.
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2. Conventions used in this docunent

The key words "MJST", "MJST NOT', "REQUI RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOMMENDED', "MAY", and "COPTIONAL" in this
docunent are to be interpreted as described in RFC 2119 [ RFC2119].

In this docunment, these words will appear with that interpretation
only when in ALL CAPS. Lower case uses of these words are not to be
interpreted as carrying RFC-2119 significance.

3. Modifications to Layer 2 Info Extended Conmunity

The Layer 2 Info Extended Community is used to signal contro

i nformati on of the pseudowires to be setup. The extended community
format is described in [RFCA761]. This draft reconmends that the
Control Flags field of this extended community be used to synchronize
the best-site information anongst PEs for a given L2VPN

oo e e e e e e e e e e e eaaa o +
| Extended conmunity type (2 octets) |
B +
| Encaps Type (1 octet) |
e +
| Control Flags (1 octet) |
oo e e e e e e e e e e e eaaa o +
| Layer-2 MIU (2 octet) |
B +
| Reserved (2 octets) |
e +

Layer-2 Info Extended Community:

Control Flags Bit Vector:

This field contains bit flags relating to pseudowire’s contro
information. It is augmented with the definition of one new flag
field. If on a given PE VPLS instance is configured with ’best-
site’, it will include in its VPLS BGP NLRI a Layer 2 Info Extended
Conmunity using Control Flags field with B = 1.
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01234567
R S T
IDDA FIBITIRIC S (Z = MIST Be Zero)
B S S

Wth reference to the Control Flags Bit Vector, the following bits in
the Control Flags are defined; the remaining bits, MJST be set to
zero when sendi ng and MJST be ignored when receiving this Extended
Conmuni ty. The signaling procedure described here is therefore
backwards conpatible with existing inplenentations.

D Defined in | 2vpn-vpl s-nul ti hom ng draft
A Defined in | 2vpn-auto-site-id draft
F Defined in | 2vpn-vpl s-nmul ti hom ng draft
B Wen the bit value is 1, the PE receiving the I abel-block
will deemthe corresponding site as the nost preferable site
fromthe renote nei ghbor
When the bit value is 0, the PE receiving the |abel-block
will rely onits |legacy/default site-election algorithm
T/R Defined in |2vpn-fat-pw bgp draft
C Defined in [ RFCA761]

S Defined in [ RFCA761]

4. Best-site functionality:

Traditionally, vpls path selection nmechani smpick the mninum (or
maxi murm) site-id to determine the 'preferable’ local site. This
"preferable’ local site serves two purposes: 1) pseudowi res created
fromthe local VEwill be rooted fromthis site, and 2) pseudowi res
created fromrenmote VES will be built towards this elected site.

[ Page 6]



I nternet-Draft VPLS Best-site ID May 2016

In order to provide some greater flexibility in the current pre-
defined site-election process, this draft proposes a solution to give
priority to these 'best-sites’ in detrinment of those local sites with
m ni mum (maxi mun) site-ids.

This solution would be fully backward conpati ble as VPLS-PEs on which
the proposed feature isn’t enable, would sinply obviate the BGP
extensions previously described, and thereby, would rely on their

| egacy/default site-el ection mechani sm

Let’s nmake use of the follow ng exanple to describe our solution in
nore details

/ :. Servi ce
CE1l : Pr ovi der

Figure 1- MH scenario with Best-site capabl e nodes.

A PE where 'best-site’ feature is enabled in VPLS instance, behaves
as a dummy site and no access interface will be associated with it.
This dummy site won’t be subjected to access interface down/ up
events; thereby, the corresponding D-bit will not be set to represent
a site-down condition. The main goal here is to have a site that is
permanently alive, regardl ess of the state of the attached circuits
defined within the VPLS donain.

Each VPLS instance where a 'best-site’ is defined (e.g. PE1), wll
signal the site’ s existence by setting the B-bit of the control -
flags bit-vector within the L2-info extended community. Upon arriva
of this BGP advertisenent to the receiving PE (e.g. PE3), and only
if this one is 'bhest-site’ capable, the received B-bit will be
honored and the corresponding site will be elected as the nost
preferable site within the remote VE (PEl).
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For those nei ghbors where 'best-site’ feature is not configured,
conventional local site election will take place. For instance, if
PE1 does not receive a Label -Bl ock advertisenent with B-bit set from
a renote PE (PE3), it will assune that PE3 is not 'best-site

capable, and will create a pseudowire fromits nini num (nmaxi nun
designated site. For the rest of the 'best-site’ capable PEs, PE1l
will construct pseudowires rooted at its 'best-site site.

By proceeding to define a "best-site’ in each of the VEs across the
VPLS network, we will be drastically reducing the DF transition
period as no CPU cycles will need to be spent destroying and creating
new pseudowi res during failover events.

5. Renote mac-flush requirenent:

Havi ng a permanent pseudowi re setup would not be that effective if
we end up relying solely on the current inplicit mac-flush
mechani sm MAC addresses are automatically aged out when the
pseudowi re over which they are learned is deleted. This approach
woul d collide with the proposed 'best-site’ feature, in which
pseudowi res are kept established on a pernanent basis.

An explicit-mac-flush capable inplenentation would ensure that MAC
t o- pseudowi re bindings are cleared the nmonment in which a DF
transition is initiated. In scenarios where 'best-site feature is
enabl ed, no core-facing PWwi Il be ever torn down, so previously

| earned MAC entries could potentially end up pointing to an invalid
PW

Thereby, to avoid potential traffic blackholes, any successfu
"best-site’ inplenentation should be capable of supporting the
explicit-mac-flush nechanismdepicted in [I-D.ietf-I2vpn-vpls-
mul ti homing draft]. F-bit was introduced in the Control-Fl ags
bit-vector, to provide a determnistic nethod in which any
given PE can request a renote PE to flush those mac-entries

| earned fromthe forner one.

Control Flags Bit Vector

[ Page 8]



I nternet-Draft VPLS Best-site ID May 2016

01234567
R S T
[DIA FIBlZ Z|C S| (Z = MIST Be Zero)
B S S

When naking use of this feature, a DF PE will set the 'F bit,
whereas an n-DF one will clear it when sending BGP MH

adverti senents. A state transition fromone to zero for the "F bit,
will be interpreted by a renote PE as an indication to flush all the
MACs | earned fromthe PE that is transitioning fromDF to n-DF

6. Security Considerations

This extension to BGP does not change the underlying security issues
i nherent in the existing [ RFC4271].

7. | ANA Consi derations
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