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Abstract

This draft specifies and anal yzes the expected cases regardi ng the
sel ection of a proper source |P address and address type by an
application in a distributed nobility nanagement (DMVM) network. It
al so proposes a new Socket APl to address further selection issues
with three source | P address types defined in the on-demand nobility
APl draft.

Status of This Meno

This Internet-Draft is submtted in full conformance with the
provi sions of BCP 78 and BCP 79.

Internet-Drafts are working docunents of the Internet Engineering
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1. Introduction

Applications to select source |IP address type in a mobile node (M)
need to consider IP session continuity and/or |IP address
reachability. [I-D.ietf-dmm ondemand-nobility], defines three types
of source | P addresses based on nobility nmanagenent capabilities:
fixed I P address, session-lasting |P address, and non-persistent |IP
address. Based on the address type requested by the application, the
MN configures a proper source |P address. However, the source IP
address type itself in a socket request may not be enough to convey
all the requirenments of an application. For exanple, nore than one
| P address of the sane type requested may be available. It nmay be
that as a result of nmobility the MN can potentially obtain new IP
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prefixes fromdifferent serving networks belonging to different
subnets. This draft categorizes and anal yzes use cases that an MN is
likely to encounter. |In addition, this draft proposes an extension
that allows the application to express its preferences when nore than
one source address of a type is present.

2. Use Cases and Analysis

This section outlines use cases where an application on the MN tries
to obtain a source | P address.

2.1. Application has no specific |P address type requirement or address
preference

Applications such as text-based web browsing or information service
e.g. weather and stock information, as well as |egacy applications
belong to this category. Many applications use short-lived Internet
connections with no requirements for session continuity or |P address
reachability. Assigning a non-persistent |P address can be thus
considered as default for MNs. However, it is subject to address
assignnent policy of a network operator. The suggested fl ag,

| PV6_REQUI RE_NON- PERSI STENT_I P, defined in

[I-D.ietf-dm ondenmand-nobility] can used for expressing its
preference to the | P stack.

2.2. Application has specific |IP address type requirenent and address
pr ef erence

This category is for an application requiring |IP session continuity
with different granularity of |IP address reachability. This case may
be further divided in three sub-cases with regard to | P address type
avail ability and/ or address sel ection.

2.2.1. Case 1. there is no configured |IP address based on a requested
type in the | P stack, but there is a further selection
preference by the application

Once an | P address is requested by an application regardl ess of any
source | P address type defined in [I-D.ietf-dnm ondemand-nobility],
the network stack will configure an | P address after obtaining an I P
prefix based on the requested source | P address type fromthe current
servi ng gateway.
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2.2. Case 2: there are one or nore | P addresses configured with a
requested type in the I P stack, and no sel ection preference by
the application

This is the sane as Case 1 described above, except the existence of
nmore than one configured | P addresses belonging to the requested IP
address type in the I P stack, e.g. due to different address

assi gnnent policy by an operator.

When a non-persistent | P address is requested, if an application
requests a non-persistent |IP address to the IP stack, the | P address
is obtained fromthe serving | P gateway as the previous one is not
mai nt ai ned across gateway changes.

When a session-lasting | P address is requested, an expected sequence
can be described as foll ows;

1. The MN has one or nore session-lasting | P addresses configured in
the I P stack.

2. If an application requests a session-lasting |IP address to the IP
stack, it will try to use an existing session-lasting |IP address as
it is already configured in the IP stack. |[|f there are multiple

avai | abl e session-lasting | P addresses, the default address sel ection
rules will be applied [RFC6724], e.g. with scope preference, |ongest
prefix matching, and/or so on. The best-matched | P address anong
themwi Il be selected and assigned to the application

3. Subsequently, the MN noves to anot her serving network, and the
previous (nobile) sessions are still in use. A new application
requests a session-lasting |P address with flag,

| PV6_REQUI RE SESSI ON LASTING IP to the I P stack. The selection of
the session-lasting | P address foll ows the sane procedure as
described in Step 2.

When a fixed I P address is requested, it will follow the sanme
procedure with session-lasting |IP address request as described.

2.3. Case 3: there are one or nore |IP addresses with a requested type
configured in the I P stack, but there is a further selection
preference by the application

Assume that there are one or nultiple applications with session-
lasting I P address running. A newy initiated application m ght get
one of the session-lasting | P addresses being used, not initiating a
protocol procedure, i.e. DHCP or SLAAC for a new session-lasting IP
address to the network. On the contrary, the IP stack might try to
get a new session-lasting | P address fromthe current serving gateway
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by default. Acquiring a new session-lasting |P address may take sone
time (due to the exchange with the network) while using an existing
one is instantaneous. On the other hand, using the existing one

m ght yield less optimal routing. For exanple, the use of the IP
address with an existing one configured m ght provide a subopti nal
routing path as a result of a handover. This situation mght not be
preferred by newly initiated applicati ons because the application
incurs the costs of IP nobility even though the MN has not noved from
the current serving network. Eventually, the new session is served
by a renote IP nobility anchor with nobility managenent functions,

t hough the MN has not noved yet.

If the application is allowed to further define its preference for an
optimally routed, this situation can be avoided. See Section 3 for
t he proposed fl ag.

2.3. @Gps in the consistency with the default address sel ection

The need of an indication mechani smcan be sought in the consistency
with the former | ETF standards. For exanple, in [RFC6724] where
default behavior for IPv6 is specified, without a proper indication
mechani sm followi ng conflicts are expected to happen. In Rule 6 in
[ RFC6724], it is said that the matching | abel between source address
of an I Pv6 host and destination address is preferred anong the

conbi nati ons between ot her source addresses and destinati on address,
where the label is a nunmeric value representing policies that prefer
a particular source address prefix for use with a destination address
prefix in [RFC6724]. In Rule 8 in [RFC6724], it is said that the

| ongest mat ching prefix between source address of an | Pv6 host and
destination address is preferred anong the conbi nati ons between ot her
source addresses and destination address. Following Rules 6 and 8
may result in the selection of a source |P address with which packets
that are sub-optimally routed.

3. Indications for expressing address preference requirenent

When an application prefers a new | P address of the requested IP
address type, additional indication flags should be delivered through
the socket APl interface.

To obtain an address that supports dynamic nobility using session-
lasting | P address, a new address preference flag needs to be
defined. The flag should be sinple and useful while aligned with the
three types of | P addresses. The objective of the hereby presented
address preference flag is letting the I P stack check whether it has
an available | P address assigned fromthe current serving network
when the flag is received by an initiated application. If not, it
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will trigger the IP stack to get a new | P address fromthe current
serving network. W call it "ON_NET" property.

If the application requests an | P address with ON NET flag set in the
socket request, the IP address returned by the stack should conform
to the address preference requirenment. This should be the case even
t hough ot her session-lasting | P addresses, not belonging to the
current serving network are available. |If there are multiple
session-lasting | P addresses matched with ON_NET property, the
default source address selection rules will be applied.

| PV6_XX_SRC_ON_NET

/* Require (or Prefer) an |IP address based on a requested |IP address
type as source, assigned fromthe current serving network, whatever
it has been assigned or should be assigned */

This flag aims to express the preference to check an | P address,
bei ng used by an application, previously assigned fromthe current
serving network and to use it or to get an IP address fromthe
current serving network, as well as enabling differentiated per-flow
anchoring where an obtai ned session-lasting | P address m ght be used
for all initiated session-lasting |P applications. The use of the
flag can be conbined together with the three types of | P address
defined in [I-D.ietf-dnm ondemand-nobility].

In [I-D. nccann-dnm prefixcost], it proposes that the Router
Advertisenent signaling nessages conmuni cate the cost of nmintaining
a given prefix at the MN's current point of attachnment. The
objective is to make a dynam ¢ and optinmal decision of address
assignnent and release, i.e. when to release ol d addresses and assign
new ones. The proposed ON_NET property may present a way to deliver
a prefix decision for an application, specifically froma routing

di stance point of view, to the IP stack

4. | ANA Consi derations
Thi s docunent nmakes no request of | ANA
5. Security Considerations
T. B. D.
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