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Status of this Meno

This Internet-Draft is submtted to |ETF in full conformance with the
provi sions of BCP 78 and BCP 79.

Internet-Drafts are working docunents of the Internet Engineering
Task Force (I ETF), its areas, and its working groups. Note that
ot her groups may al so distribute working docunents as
Internet-Drafts.

Internet-Drafts are draft documents valid for a maxi num of six nonths
and nmay be updated, replaced, or obsol eted by other docunents at any
time. It is inappropriate to use Internet-Drafts as reference
material or to cite themother than as "work in progress.”

The list of current Internet-Drafts can be accessed at
http://ww.ietf.org/lid-abstracts. htn

The list of Internet-Draft Shadow Directories can be accessed at
http://ww.ietf.org/shadow. htm

Copyright and License Notice

Copyright (c) 2015 | ETF Trust and the persons identified as the
docunent authors. Al rights reserved.

This docunent is subject to BCP 78 and the | ETF Trust’s Lega
Provisions Relating to | ETF Docunents
(http://trustee.ietf.org/license-info) in effect on the date of
publication of this docunent. Please review these docunents
carefully, as they describe your rights and restrictions with respect
to this document. Code Components extracted fromthis docunent nust
include Sinplified BSD License text as described in Section 4.e of
the Trust Legal Provisions and are provided without warranty as
described in the Sinplified BSD License.
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Abst ract

MPTCP Intends to address a wi de range of issues, with mninal

i npl ement ati on tweaks. Though this works in a range of use
cases,there are sone use cases, where sone standard inplenmentation
recomendati ons could hel p. The Purpose of this draft is to docunent
Qpportunities, where Enhancenments to MPTCP can translate to nore

wi der depl oynent s.
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1 Introduction

The Scope of the use cases discussed is limted to inpact on end-user
experience only and recomended updates at SP (PE Router). The
initial versions of this draft woul d docunent findings fromtests
covering various end-user use cases in detail, that presents nptcp
enhancenent opportunities. The later versions of the document woul d
strive to provide solutions for the docunented usecase scenari 0s

1.1 Term nol ogy

The key words "MJST", "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOMMENDED', "MAY", and "OPTIONAL" in this
docunment are to be interpreted as described in RFC 2119 [ RFC2119].

2 MPTCP Enhancenent COpportunities - End user Use cases

2.1 Short Flows vs Long Fl ows
Internet traffic MJUST have Security, Throughput, Reliability,.. taken
care across different network conditions, nodes of access and fl ows.

Dat a access can be categorized into short or long flows.

Too many Small Flows => Hi gher Nunber of Transactions. But, nuch |ess
Bandwi dt h Consunpti on

Can we achieve Low |l atency for short flows?

Average conpletion of flow with nptcp can be hi gher than
completion tinme without nptcp Wth Bunch of Short Fl ows, MPTCP nay
negatively inpact throughput

Even a single |ost packet can force an entire connection to wait
for an RTO

Far Lesser Long Flows => Lesser Nunber of Transactions. But, higher
Bandwi dt h Consunpti on

Can we achi eve hi gher Throughput for Long Fl ows Wt hout
conpr om sing on performnce?

How do we nmaintain Reliability? How do we nanage tol erance to
sudden and high bursts of traffic?

In Summary, Both |long and short flows are inportant fromthe enduser
perspective. We need to come up with appropriate definition and cl ear
demarcation for short and long flows, from MPTCP Perspective. These
need be dealt differently (Probably with nultiple profiles).
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2.2 Application based Path sel ection and Adaptive buffering
How rmuch of benefit it would be when we consider different type of
applications, for better nptcp profiling. Typical internet
applications are categorized as Elastic and | nEl astic.
El astic vs Inelastic Applications..How does it natter to MPTCP?
MPTCP performance is inpacted

When the size of the receive buffer is |imted.

Path with high RTT may result in the receive buffer size
growi ng beyond the allowed maxi mnum

Diversified RTT
D fferent ways of handling packets => Better Performance.
In Summary, Application based Path Sel ection and Adaptive Buffering
can help with the above scenarios. Tweaking the buffer sizes based on
the type of application and/or network condition can positively
i mpact the flows.
2.3 Path Sel ection Enhancenents
Path Sel ection is one of the inportant part of MPTCP. Though there
are existing tools that help diagnose issues in the path, there stil
is scope to fine tune it further flexible based on certain factors.
Usecases where MPTCP path sel ecti on can be enhanced:

For Hi gh packet | oss and Hi gh | atency networks?

Multiple profiles to dynamically switch (nove across) the
net wor ks?

Roami ng scenari os
In Summary, The best optinmal path is ever changing in the Internet.
Frequent swi tching may cause unnecessary overheads and can i npact

performance. Enhanced yet controlled Path Sel ection and Path
Switching can help get better perfornmance out of the network
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2.4 Optimal nunmber of paths
The best and effective path selection is critical to the effect of
MPTCP for the client application. How about the optinmal nunber of
sub-flows? Can we inprove client experience by controlling nunber of
sub fl ows based on certain factors?
Controlling the nunber of sub flows getting created
How many is too many?
Can this be controlled? Wiat | nputs to Consider?
Based on Network Characteristics
Hi storic data (region w se)
In Summary, MPTCP being not too strict as well as not too flexible,

Certain profiling based on detailed analysis of data can positively
i mpact MPTCP experience
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3 UseCase Scenarios (Sinmulated in Lab) and Results

Data for enhancenment opportunities are derived fromour |lab tests.
These tests are done in a reasonably popul ated, yet contained test
network. The initial set of tests are nore focused on the throughput
side and covers sinulated Near, Md and Far cell network conditions.
The Intention is to get detailed data fromset of tests to cover
different types of data access (short/long or elastic/inelastic
applications, nobile network conditions,..etc) as well as different
mptcp profiles (for eg. nunber of sub flows). The detail ed anal ysis
and summary woul d be presented in the later sections of the docunent,
foll owed by design/inpl enentati on recommendati ons for the SPs.

3.1 MPTCP Enabl ed dient Upl oads data from Non- MPTCP Capabl e Server

<Shared in | ETF-94 WG Di scussion.. WII| be updated here>

3.2 MPTCP Enabl ed dient Upl oads data from MPTCP Enabl ed Server

<Shared in | ETF-94 WG Di scussion.. WII| be updated here>

3.3 MPTCP Enabl ed dient Upl oads data from Non- MPTCP Capabl e Server with
I nternedi ate MPTCP Enabl ed devi ces (proxy?)

<Shared in | ETF-94 WG Di scussion.. WII| be updated here>

3.4 MPTCP Enabl ed Cient Upl oads data from MPTCP Enabl ed Server with
I nt ernedi ate MPTCP Enabl ed devi ces (proxy?)

<Shared in | ETF-94 W5 Di scussion.. WII| be updated here>
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3.5 MPTCP Enabl ed dient Downl oads data from Non- MPTCP Capabl e Server

<Shared in | ETF-94 WG Di scussion.. WII| be updated here>

3.6 MPTCP Enabl ed dient Downl oads data from MPTCP Enabl ed Server

<Shared in | ETF-94 WG Di scussion.. WII| be updated here>

3.7 MPTCP Enabl ed dient Downl oads data from Non- MPTCP Capabl e Server
with I ntermedi ate MPTCP Enabl ed devi ces (proxy?)

<Shared in | ETF-94 WG Di scussion.. WII| be updated here>

3.8 MPTCP Enabl ed dient Downl oads data from MPTCP Enabl ed Server with
I nternedi ate MPTCP Enabl ed devi ces (proxy?)

<Shared in | ETF-94 WG Di scussion.. WII| be updated here>
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4 Security Considerations

None

5 | ANA Consi derations

None
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