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Objectives

 To reduce flooding of IGMP messages (both 
Reports and Queries) in EVPN networks just 
similar to ARP/ND suppression mechanism that 
reduces flooding of ARP/ND messages over 
EVPN

 To Provide functionality of Anycast distributed 
host multicast router

 To forward multicast traffic efficiently over EVPN 
network to PEs that are have receivers for that 
(*,G) or (S,G)
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IGMP Proxy

 Proxy Reporting:

– Terminate IGMP reports from downstream 
hosts/VMs

– Summarize these reports in a new EVPN 
BGP  route – draft specifies a set of rules for 
such summarization

– Translate back into IGMP messages at the 
receiving EVPN PE when needed



4Copyright © 2004 Juniper Networks, Inc. Proprietary and Confidential www.juniper.net 

IGMP Proxy – Cont.

 Proxy Querier:

– To enable the collection of EVPN PEs 
providing L2VPN service to  act as 
distributed multicast router with Anycast IP 
address for all attached hosts/VMs in that 
subnet.

– To enable suppression of IGMP membership 
reports and queries over MPLS/IP core.

– To enable generation of query messages 
locally to their attached host.



5Copyright © 2004 Juniper Networks, Inc. Proprietary and Confidential www.juniper.net 

Operational Example
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        - only hosts/VMs
        - mix of hosts/VMs and multicast source
        - mix of hosts/VMs, multicast source, and multicast router

                           +--------------+
                           |              |
                           |              |
                    +----+ |              | +----+
     H1:(*,G1)v1 ---|    | |              | |    |---- H6(*,G1)v2
     H2:(*,G1)v1 ---| PE1| |   IP/MPLS    | | PE2|---- H7(S2,G2)v3
     H3:(*,G1)v2 ---|    | |   Network    | |    |---- S2
     H4:(S2,G2)v3 --|    | |              | |    |
                    +----+ |              | +----+
                           |              |
                    +----+ |              |
     H5:(S1,G1)v3 --|    | |              |
              S1 ---| PE3| |              |
              R1 ---|    | |              |
                    +----+ |              |
                           |              |
                           +--------------+

   Figure 1:

3.1 PE with only attached hosts/VMs for a given subnet

   When PE1 receives an IGMPv1 Join Report from H1, it does not forward
   this join to any of its other ports (for this subnet) because all
   these local ports are associated with the hosts/VMs. PE1 sends an
   EVPN Multicast Group route corresponding to this join for (*,G1) and
   setting v1 flag. This EVPN route is received by PE2 and PE3 that are
   the member of the same EVI. PE3 reconstructs IGMPv1 Join Report from
   this EVPN BGP route and only sends it to the port(s) with multicast
   routers attached to it (for that subnet). In this example, PE3 sends
   the reconstructed IGMPv1 Join Report for (*,G1) to only R1.
   Furthermore, PE2 although receives the EVPN BGP route, it does not
   send it to any of its port for that subnet - namely ports associated
   with H6 and H7.

   When PE1 receives the second IGMPv1 Join from H2 for the same
   multicast group (*,G1), it only adds that port to its OIF list but it
   doesn’t send any EVPN BGP route because there is no change in
   information. However, when it receives the IGMPv2 Join from H3 for
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New EVPN BGP Route 
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                   +---------------------------------------+
                   |  RD (8 octets)                        |
                   +---------------------------------------+
                   |  Ethernet Tag ID (4 octets)           |
                   +---------------------------------------+
                   |  Multicast Source Length (1 octet)    |
                   +---------------------------------------+
                   |  Multicast Source Address (variable)  |
                   +---------------------------------------+
                   |  Multicast Group Length (1 octet)     |
                   +---------------------------------------+
                   |  Multicast Group Address (Variable)   |
                   +---------------------------------------+
                   |  Originator Router Length (1 octet)   |
                   +---------------------------------------+
                   |  Originator Router Address (variable) |
                   +---------------------------------------+
                   |  Flags (1 octets) (optional)          |
                   +---------------------------------------+

   For the purpose of BGP route key processing, all the fields are
   considered to be part of the prefix in the NLRI except for the one-
   octet optional flag field (if included). The Flags fields are defined
   as follows:

                      0  1  2  3  4  5  6  7
                    +--+--+--+--+--+--+--+--+
                    | reserved  |IE|v3|v2|v1|
                    +--+--+--+--+--+--+--+--+

   The least significant bit, bit 7 indicates support for IGMP version
   1.

   The second least significant bit, bit 6 indicates support for IGMP
   version 2.

   The third least significant bit, bit 5 indicates support for IGMP
   version 3.

   The forth least significant bit, bit 4 indicates whether the (S, G)
   information carried within the route-type is of Include Group type
   (bit value 0) or an Exclude Group type (bit value 1). The Exclude
   Group type bit MUST be ignored if bit 5 is not set.

   This EVPN route type is used to carry tenant IGMP multicast group
   information. The flag field assists in distributing IGMP membership
   interest of a given host/VM for a given multicast route. The version
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Next Step

 Questions ?
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