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Agenda bash - Wednesday

10:30   CLUE Status Update       (Chairs)
10:40   Status of CLUE protocol   (Simon Romano)
10:50   CLUE Signaling           (Rob Hansen)
11:05   Mapping RTP streams to CLUE media captures (Roni Even)
11:15   Usage of CLUE with Perc   (Roni Even)
11:30   End
The current text:

- In addition, the media is based on RTP and thus existing RTP security SHOULD be supported, and DTLS/SRTP MUST be supported. Media security is also discussed in [I-D.ietf-clue-signaling] and [I-D.ietf-clue-rtp-mapping]."

The text to consider:

- In addition, the media is based on RTP and thus existing RTP security mechanisms SHOULD be supported, and DTLS/SRTP MUST be supported and SHOULD be used. If media is protected by other means [RFC7201], then DTLS/SRTP does not need to be used.
Document Status

- CLUE Protocol data channel in draft-ietf-clue-datachannel-10
  - Need some update based on security discussion on the list as proposed by Alissa.
Document Status

• An XML Schema for the CLUE data model in draft-ietf-clue-data-model-schema-11
  – Can go to publication but prefer to send it with the signaling and protocol drafts?