PCE C. Margaria, Ed.

I nternet-Draft C. Barth
I nt ended status: Standards Track S. Cheruat hur
Expi res: Septenber 21, 2016 B. Tsai

Juni per

March 20, 2016

PCEP Procedures for Hierarchical Label Sw tched Paths
draft-margari a- pce- pcep- hl sp- ext ensi on-00

Abst ract

Label Switched Paths (LSPs) set up in Miltiprotocol Label Switching
(MPLS) or Generalized MPLS (GWLS) networks can be used to formlinks
to carry traffic in those networks or in other (client) networks.
These LSPs can be referred to as Hierarchical LSPs (HLSP). HLSPs
allow to inprove the scalability of MPLS/ GWLS networks by creating
hi erarchies of TE-LSPs. Those hierarchies are an inportant state for
optimal TE-Conputation, therefore a stateful PCE should be able to

di scover and nmanage those H LSPs. A PCE having a gl obal view of the
net wor k, including Forwardi ng Adj acencies LSP (FA-LSP) and non FA-
LSPs, can create nore optinal hierachies and (re-)conpute the TE-LSPs
path to make use of the HLSPs. In particular a PCE can better

| everage the Private H LSP introduced by RFC6107 w t hout influencing
the 1GP, allowing a |less disruptive use of Hierarchies.

RFC6107 defined Protocol mechanisnms to facilitate the establishnent
of such LSPs and to bundle traffic engineering (TE) links to reduce
the | oad on routing protocols.

Thi s docunent defi nes PCEP extensions to | earn about and control
t hose H LSPs.

Status of This Meno

This Internet-Draft is submitted in full conformance with the
provi sions of BCP 78 and BCP 79.

Internet-Drafts are working docunments of the Internet Engineering
Task Force (IETF). Note that other groups may also distribute

wor ki ng docunments as Internet-Drafts. The list of current Internet-
Drafts is at http://datatracker.ietf.org/drafts/current/.

Internet-Drafts are draft docunents valid for a maxi num of six nonths
and nay be updated, replaced, or obsol eted by other docunents at any
time. It is inappropriate to use Internet-Drafts as reference
material or to cite themother than as "work in progress.”
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1.

1.

1.

I nt roducti on

Traffic Engineering (TE) links in a Miltiprotocol Label Swtching
(MPLS) or a Ceneralized MPLS (GWLS) network nmay be constructed from
Label Switched Paths (LSPs) [ RFC6107]. Such LSPs are defined as

hi erarchical LSPs (H LSPs).

The mechani sms descri bed in [RFC6107] enables the dynamically
construction of provisioned hierarchical networks. The Path
Conput ati on El enent Protocol (PCEP) defined in [ RFC5440], [RFC5521],
[ RFC5541], [RFC5520], [I-D.ietf-pce-gnpls-pcep-extensions],
[I-D.ietf-pce-stateful-pce] and [I-D.ietf-pce-pce-initiated-Isp]
enable a PCE to conpute paths for a range of swi tching technol ogies
in a stateless and statefull manner, but does not allow a PCE to
control the hierarchy of such LSPs. This docunent conplenents those
RFCs to control H LSPs.

Thi s docunment provides the sane |evel of control as [ RFC6107], so
that the PCE can provide the following information to the LSPs
endpoi nt s:

Whet her the LSP is an ordinary LSP or an H LSP
In which | GP instances the LSP should be advertised as a |ink

How the client networks should nake use of H LSP and correspondi ng
TE-1i nks.

Whet her the TE-1ink should formpart of a bundle (and if so, which
bundl e) .

How the |ink endpoints should be identified when adverti sed.
1. Requirenents Language
The key words "MJST", "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",

"SHOULD', "SHOULD NOT", "RECOMMENDED', "MAY", and "OPTIONAL" in this
docunent are to be interpreted as described in RFC 2119 [ RFC2119].

2. Sol ution overview

The encoding and semantics associated with the control of HLSPs is
al ready considered and defined by [ RFC6107]. This docunment reuses
those definitisns and adapts themto PCEP. The foll owing section
descri bes the new PCEP new objects and associ ated procedures
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2. HLSP capability advertisenent
2.1. PCE Discovery Protoco

| GP-based PCE Discovery (PCED) is defined in [ RFC5088] and [ RFC5089]
for the OSPF and 1S-1S protocols. A new flag (bit TBA-1) is defined
to advertise the HLSP capability:

Bi t Capabilities
TBA-1 : HLSP Capability
2.2. OPEN (bject extension HLSP-CAPABILITY TLV

In addition to the 1 GP advertisenment, a PCEP speaker SHOULD be abl e
to di scover the other peer GWLS capabilities during the Open nessage
exchange. This capability is also useful to avoid nisconfigurations.
Thi s docunent defines a new GVWPLS- CAPABI LI TY TLV for use in the OPEN
object to negotiate the H LSP capability. The inclusion of this TLV
in the OPEN nessage indicates that the PCC PCE support the PCEP
extensions defined in this docunment. A PCE that is able to support
the extensions defined in this docunment MJST include the HLSP-
CAPABI LI TY TLV in the OPEN nessage. |f a PCEP Peer does not include
the HLSP- CAPABI LI TY TLV in the OPEN nmessage and the ot her PCEP peer
does include the TLV, it is RECOMMENDED that each peer indicates a

m smat ch of capabilities. |If any of the peers do not advertise the
HLSP- CAPABI LI TY TLV, the extension defined in this document MJUST NOT
be used.

| ANA has all ocated value TBA-2 fromthe "PCEP TLV Type Indicators”
sub-registry, as docunmented in Section 5.2 ("New PCEP TLVs"). The
description is "HLSP- CAPABI LI TY". |Its format is shown in the
follow ng figure

0 1 2 3
01234567890123456789012345678901
i T e o o s T e e et e ok o Sl e
| Type=TBA- 2 | Length |
B i S S T s i S T st i S S S S S S S S i
[ Fl ags |
T T e i i i i S S o ik i R SR

No Flags are defined in this docunment, they are reserved for future
use.
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3.

3.

1.

PCEP obj ect and extensions

This section describes the required PCEP objects and extensions. The
PCReq and PCRep nessages are defined in [RFC5440]. The PCRpt and
PCUpd nmessages are defined in [I-D.ietf-pce-stateful-pce] and the
PClnitiate in [I-D.ietf-pce-pce-initiated-Isp]. The control of HLSP
by a PCE will reuse and adapt the information, encoding and procedure
described in [RFC6107]. This docunment defines the

LSP_TUNNEL_| NTERFACE | D PCEP obj ect for that purposea and it is
carried in the foll ow ng nessages:

PCReq: The PCC indicates that it will forma H LSP.

PCRep: If the object was present in the correspondi ng PCReq, the
PCE may suggest | Ds.

PCRpt: The PCC reports the state of the H LSP.

PCUpd: The PCE requests the LSP to be used as H- LSP.
PClnitiate: The PCE requests the creation of a H LSP.
The PCReq nessage

The PCReq MAY include the LSP_TUNNEL_I NTERFACE_ | D object. Miltiple
i nstances of the object MAY be included in the nmessage, in case
multiple GP instances are the target, follow ng [ RFC6107], section
3.4. The presence of the object indicates that the PCC will setup
the TE-LSP as a HLSP. This MAY be used by the PCE as policy input.
The PCC MAY set the IDs to 0, as described in Section 3.6. 1.

The PCReq is nodified as follows:

<request >:.: = <RP>
<END- PO NTS>
[ <LSPA>]
[ <BANDW DTH>]
[<metric-list>]
[ <OF>]
[ <RRC>[ <BANDW DTH>] ]
[ <I RO>]
[ <LOAD- BALANCI NG>]
[ <XRC>]
[ <LSP_TUNNEL | NTERFACE | D>. . . ]
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3.2. The PCRep nessage

The PCE MAY include the LSP_TUNNEL_I NTERFACE I D object fromthe
correspondi ng PCReq. The PCE MJST NOT incl ude the

LSP_TUNNEL INTERFACE IDif it was not present in the corresponding
PCReq. If the IDs were set to O on request, the PCE SHOULD provide a
recomended val ue, as described in Section 3.6. 1.

The PCRep uses the <attribute-list> definition, which is extended as
fol | ows:

<attribute-list>::=[ <LSPA>]
[ <BANDW DTH>]
[<metric-list>]
[ <I RO>]
[ <LSP_TUNNEL_I NTERFACE_I D>. . . ]

3.3. The PCRpt nessage

The PCRpt MAY include the LSP_TUNNEL_I NTERFACE ID object. Miltiple

i nstances of the object MAY be included in the nessage, in the case
where nultiple I GP instances are the target, follow ng [ RFC6107],
section 3.4 or to report the ingress and egress IDs. The presence of
the object indicates that the PCC will setup the TE-LSP as a H LSP.
If the LSP object Q(Operational) flag is DOMN, the PCC MAY set the
IDs to 0, as described in Section 3.6.1. |If the LSP object Oflag is
UP or ACTIVE the PCC SHOULD report at |east 2

LSP_TUNNEL | NTERFACE I Ds for a given target |GP instance, one for

i ngress and one for egress.

The PCRpt uses the <attribute-list> definition, which is extended as
descri bed in Section 3. 2.

3.4. The PCUpd nessage

The PCUpd MAY include the LSP_TUNNEL_I NTERFACE_ I D object. Miltiple

i nstances of the object MAY be included in the nmessage, in the case
where nultiple 1 GP instances are the target, follow ng [ RFC6107],
section 3.4 or to report the ingress and egress IDs. The presence of
the object indicates that the PCC SHOULD setup the TE-LSP as a H LSP.
The PCE MUST NOT include any object type for the egress node. |If the
PCE i ncludes the object type for the egress node the PCC MIST send a
PCErr with error type TBA-5(PCC Hierarchy |Issue) and error val ue
1(Egress LSP_TUNNEL_ | NTERFACE | D Cbject type in PCUp, PCRep or
PClnitiate nmessage). The PCE MAY set the IDs in accordance to
Section 3.6. 1.
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The PCUpd use the <attribute-list> definition, which is extended as
described in Section 3.2

Upon recei pt of a PCUpd nessage with LSP_TUNNEL | NTERFACE I D, the PCC
SHOULD try to setup the TE-LSP as a H LSP based on its policies. |If
the PCC ignores the LSP_TUNNEL | NTERFACE ID, it MJST set the |I bit.

If the PCE requires the LSP to be an HLSP, it MJST set the
P(Processing) Flag in the object header.

If the PCE is tearing down the LSP, the client LSPs may be inpacted.
It is RECOWENDED that the PCC uses the Gacefull |ink shutdown
procedures described in [RFC4203], [RFC5307] and [ RFC5817]. It can
be desirable for a PCE to know in advance if the LSP carries traffic
before initiating the teardown as it would result in a snoother
transition in the case where the gracefull teardown procedures are
not used. This indication is not a HLSP specific operation and MAY
be used in a nore general context, therefore it is out of the scope
of this docunent.

3.5. The PClnitiate nessage

The procedure for PClnitiate are the same as for PCUpd, described in
Section 3.4.

3.6. LSP_TUNNEL_I| NTERFACE | D nj ect

| ANA has all ocated value TBA-3 fromthe "PCEP (bjects" sub-registry,
as docunented in Section 5.1 ("New PCEP Object"). The description is
"LSP_TUNNEL_ | NTERFACE I D'. The followi ng object-type are defined by
t hi s docunent:

bj ect - Type Descri ption

I ngress Unnunbered Links with Action ldentification.

I ngress | Pv4 Nunbered Links with Action ldentification.
Ingress | Pv6 Nunmbered Links with Action Identification.
Egress Unnunbered Links with Action Identification.
Egress | Pv4 Numbered Links with Action Identification.
Egress | Pv6 Numbered Links with Action Identification.

ok wWNE

The content and TLVs are those defined in [ RFC6107]. The TLVs are
not PCEP TLVs.

3.6.1. Procedures
In [RFC6107] the interface IDs are allocated by the endpoints, this

principle remains unchanged. In the context of PCEP the PCE does not
manage the PCC ids. It may suggest |IDs (nunmbered or unnunbered), but
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the PCC remains in control of these allocations. The PCE can
indicate to the PCC that the I D SHOULD be all ocated by the PCC by
setting the IDto the value of 0. This applies to the foll ow ng
fields:

Interface ID

LSR s Router ID

| Pv4 Interface Address

| Pv6 Interface Address

Conponent Link Identifier

I Pv4 Nunber ed Conponent Link Identification

| Pv6 Numbered Conponent Link Identification
The PCE MAY only set the hject-type (OT) in the range of 1 to 3,
while the OT range of 4 to 6 are reserved for reporting the reverse
I ds assigned by the egress node.
The 1D MAY be O for O 1 to 3 in the follow ng cases:
PCReq: the PCCis indicating that the PCE SHOULD provi de a val ue
PCRep: the PCE is indicating the PCC SHOULD do the allocation
PCRpt: when the LSP is DO or GO NG UP
PCUpd: the PCE is indicating the PCC SHOULD do the allocation
PClnitiate: the PCE is indicating the PCC SHOULD do the allocation
In case where the PCCis not able to allocate an address suitable for
the HLSP, it MIST reply with a PCErr with type TBA-5 (PCC Hi erarchy
I ssue), value 9 (PCC Cannot allocate a IPv4 Interface Address), value
10 (PCC Cannot allocate a IPv6 Interface Address) or value 11 (PCC

Cannot allocate an Unnunbered Interface Address).

The I D MAY be set by the PCE for OT in range of 1 to 3 in the
foll owi ng cases:

PCRep: the PCE is suggesting and ID to be used

PCUpd: the PCE is suggesting and ID to be used
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PClnitiate: the PCE is suggesting and ID to be used

The PCC MAY use the suggested value. |If the value is not used, the
PCC SHOULD send a PCErr with type TBA-5 (PCC Hierarchy Issue) and a
value 2 ( Interface ID provided is invalid), 3 (LSR's Router ID
provided is invalid), 4 (IPv4d Interface Address provided is invalid)
5 (I1Pv6 Interface Address provided is invalid), 6 (Conponent Link
Identifier provided is invalid), 7 (IPv4 Nunbered Conponent Link
Identification provided is invalid) or 8 (I Pv6 Nunbered Component
Link Identification provided is invalid).

The 1D MJUST NOT be O for O 1 to 3 in the follow ng cases:
PCRpt when the LSP is UP, ACTIVE or GO NG DO
4., Additional Error Type and Error Val ues Defi ned

A PCEP- ERRCR object is used to report a PCEP error and is
characterized by an Error-Type that specifies the type of error while
Error-val ue that provides additional information about the error.
Additional errors types and error values are defined to represent
some of the errors related to the newy identified objects. For each
PCEP error, an Error-Type and an Error-value are defined. Error-Type
1 to 10 are already defined in [ RFC5440]. Two new Error-Type are

i ntroduced (val ue TBA-4 and TBA-5).
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Error-Type Error-val ue

Type=TBA-4
Val ue=1:
Val ue=2
Val ue=3:
Val ue=4:
Val ue=5:
Val ue=6

Val ue=7
Val ue=8:
Val ue=9:
Val ue=10:
Val ue=11:
Val ue=12:
Val ue=13:

Val ue=14:
Val ue=15:

Type=TBA-5
Val ue=1:

Val ue=2
Val ue=3:
Val ue=4:
Val ue=5:
Val ue=6
Val ue=7
Val ue=8:
Val ue=9:
Val ue=10:
Val ue=11:
5. | ANA Consi derati ons

5.1. PCEP bjects

PCEP H- LSPs March 2016

LSP Hi erarchy |ssue

Li nk adverti senent not supported.

Li nk advertisenent not allowed by policy.

TE link creation not supported.

TE link creation not allowed by policy.
Rout i ng adj acency creation not supported.
Rout i ng adj acency creation not allowed by
policy.

Bundl e creation not supported.

Bundl e creation not allowed by policy.

Hi erarchical LSP not support ed.

LSP stitching not supported.

Li nk address type or fam |y not supported.

| GP instance unknown.

| GP instance advertisenent not allowed by
policy.

Conponent link identifier not valid.
Unsupported component link identifier address
famly.

PCC Hi erarchy | ssue

Egress LSP_TUNNEL_| NTERFACE I D Object type in
PCUp, PCRep or PClnitiate nessage.

Interface ID provided is invalid.

LSR s Router ID provided is invalid.

I Pv4d Interface Address provided is invalid.

I Pv6 Interface Address provided is invalid.
Conponent Link ldentifier provided is

i nvalid.

| Pv4 Number ed Conponent Link ldentification
provided is invalid.

| Pv6 Numbered Conponent Link Identification
provided is invalid.

PCC Cannot allocate a | Pv4 Interface Address.
PCC Cannot allocate a | Pv6 Interface Address.
PCC Cannot all ocate an Unnunbered Interface
Addr ess.

I ANA is requested to nake the foll owi ng Object-Type allocations from

the "PCEP (bjects" sub-

registry
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5.

5.

oj ect Nare bj ect - Type Ref erence

d ass

Val ue

TBA- 3 LSP_TUNNEL | NTERFACE I D 1: | ngress Unnunbered Thi s
Links with Action docunent

I dentification.

2: Ingress | Pv4d Nunbered This

Li nks with Action docunent
I dentification.

3:1ngress | Pv6 Nunbered Thi s
Links with Action docunent
I dentification.

4: Egress Unnunbered Links This
with Action docunent
I dentification.

5: Egress | Pv4 Nunber ed Thi s
Links with Action docunent
I dentification.

6: Egress | Pv6 Numbered Thi s

Li nks with Action docunent

I dentification.

7-15: Unassi gned Thi s
docunent

2.  New PCEP TLVs

| ANA manages the PCEP TLV code point registry (see [RFC5440]). This
is maintained as the "PCEP TLV Type Indicators" sub-registry of the
"Pat h Conmputation El ement Protocol (PCEP) Nunbers" registry. This
docunent defines new PCEP TLVs, to be carried in the END- PO NTS
object with Generalized Endpoint object Type. |1ANA is requested to
do the following allocation. The values here are suggested for use
by | ANA.

Val ue Meani ng Ref erence
TBA-2 HLSP- CAPABI LI TY TLV This docunent (section Section 2.2)
3. RP hject Flag Field
As described in new flag are defined in the RP hject Flag |ANA is
requested to make the followi ng allocations fromthe OSPF registry,

"PCE Capability Flags" sub-registry. The values here are suggested
for use by | ANA
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Bi t Descri ption Ref er ence

TBA-1 H-LSP Capability This docunent, Section 2.1
5.4. New PCEP Error Codes

As described in Section 4, new PCEP Error-Type and Error Values are
defined. 1ANA is requested to make the follow ng allocation in the

" PCEP- ERROR Obj ect Error Types and Val ues" registry. The values here
are suggested for use by | ANA
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Error nane Ref er ence

Type=TBA-4 LSP Hi erarchy Issue Thi s Docunent

Val ue=1: Li nk adverti senent not supported. Thi s Docunent

Val ue=2: Li nk advertisenent not allowed by policy. Thi s Docunent

Val ue=3: TE link creation not supported. Thi s Docunent

Val ue=4: TE link creation not allowed by policy. Thi s Docunent

Val ue=5: Rout i ng adj acency creation not supported. Thi s Docunent

Val ue=6: Rout i ng adj acency creation not allowed by Thi s Docunent
policy.

Val ue=7: Bundl e creation not supported. Thi s Docunent

Val ue=8: Bundl e creation not allowed by policy. Thi s Docunent

Val ue=9: Hi erarchical LSP not support ed. Thi s Docunent

Val ue=10: LSP stitching not supported. Thi s Docunent

Val ue=11: Link address type or famly not supported. Thi s Docunent

Val ue=12: | GP instance unknown. Thi s Docunent

Val ue=13: | GP instance advertisenent not allowed by Thi s Docunent
policy.

Val ue=14: Conponent link identifier not valid. Thi s Docunent

Val ue=15: Unsupported component link identifier Thi s Docunent
address famly

Type=TBA-5 PCC Hi erarchy | ssue Thi s Docunent

Val ue=1: Egress LSP_TUNNEL_ | NTERFACE | D Object type Thi s Docunent
in PCUp, PCRep or PClnitiate nmessage.

Val ue=2: Interface I D provided is invalid. Thi s Docunent

Val ue=3: LSR s Router ID provided is invalid. Thi s Docunent

Val ue=4: I Pv4 Interface Address provided is invalid. This Docunent

Val ue=5: I Pv6 Interface Address provided is invalid. This Docunent

Val ue=6: Conponent Link ldentifier provided is Thi s Docunent
i nvalid.

Val ue=7: | Pv4 Number ed Conponent Link ldentification This Docunent
provided is invalid.

Val ue=8: | Pv6 Numbered Conponent Link ldentification This Docunent
provided is invalid.

Val ue=9: PCC Cannot allocate a | Pv4 Interface Thi s Docunent
Addr ess.

Val ue=10: PCC Cannot allocate a | Pv6 Interface Thi s Docunent
Addr ess.

Val ue=11: PCC Cannot allocate an Unnunbered Interface This Docunent
Addr ess.

Val ue=: . Thi s Docunent

6. Security Considerations
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