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Captive Portal Operator Examples 

Traditional Captive Portal Examples 
1.  Service activation 
2.  Non-payment 
3.  Abuse 
4.  WiFi roaming activation 
5.  WiFi day pass 

Non-Service-Interrupting Notification Examples 
(a form of captive portal) 
1.  Malware alert 
2.  Device-to-Product Enforcement (DPE) alert 
3.  Copyright Alert System (CAS) alert 
4.  Usage Based Billing alert 
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Captive Portal Operator Design Goals 

Traditional Captive Portal Examples 
1.  Work wired or wireless 
2.  Work in any web browser (i.e. PC and mobile/tablet) 

Non-Service-Interrupting Notification Examples 
1.  Not interrupt non-browser applications (i.e. IPTV, VoIP, 

gaming) 
2.  Easy to dismiss, minimally intrusive 
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Service Signup / Self-Service Activation 
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Service Signup / Self-Service Activation 
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Service Signup / Self-Service Activation 
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Service Signup / Self-Service Activation 
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Service Signup / Self-Service Activation 
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Non-Payment Walled Garden 
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Non-Payment Walled Garden 
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Abuse Walled Garden 
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WiFi Activation 
Septa: 
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WiFi Activation 
Weather 
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WiFi Activation 
PPU Pay Per Use: 
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Browser Notification Platform 

Bot / Malware 

Device to Product 
Enforcement 
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Browser Notification Platform 

Copyright Alerts 
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Browser Notification Platform 
Usage Based Billing 
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Concluding Thoughts 

•  Very broadly define “captive portal” 
•  No access without interactive with captive portal 
•  Uninterrupted access during captive portal interaction 
•  Emergency Alert System for IP networks? 

•  Work across many devices types and software clients 
•  It’s not just about HTTP-based portals, some devices 

may lack a web browser (or using it may be impractical 
or not preferred) 

•  Consider an OS-level or other special messaging channel 
•  Refer to work by Steve Bauer, MIT (net.info) 


