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Abstract

Thi s docunent describes how a service node can dynamically terninate
EVPN virtual private wire transport service (VPW5) from access nodes
and of fer Layer 2, Layer 3 and Ethernet VPN overlay services to

Cust oner edge devi ces connected to the access nodes. Service nodes
using EVPN wi Il advertise to access nodes the L2, L3 and Ethernet VPN
overlay services it can offer for the term nated EVPN VPWS transport
service. On an access node an operator can specify the L2 or L3 or

Et hernet VPN overlay service needed by the custonmer edge device
connected to the access node that will be transported over the EVPN
VPW5 servi ce between access node and service node.

Status of this Meno

This Internet-Draft is submtted to |ETF in full conformance with the
provi sions of BCP 78 and BCP 79.

Internet-Drafts are working docunments of the Internet Engineering
Task Force (IETF), its areas, and its working groups. Note that
ot her groups may al so distribute working docunents as
Internet-Drafts.

Internet-Drafts are draft docunents valid for a maxi num of six nonths
and nay be updated, replaced, or obsol eted by other docunents at any
time. It is inappropriate to use Internet-Drafts as reference
material or to cite themother than as "work in progress.”
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The list of current Internet-Drafts can be accessed at
http://ww.ietf.org/lid-abstracts. htm

The list of Internet-Draft Shadow Directories can be accessed at
http://ww.ietf.org/shadow. htmn

Copyright and License Notice

Copyright (c) 2017 | ETF Trust and the persons identified as the
docunent authors. Al rights reserved.

This docunment is subject to BCP 78 and the | ETF Trust’'s Lega
Provisions Relating to | ETF Documents
(http://trustee.ietf.org/license-info) in effect on the date of
publication of this docunent. Please review these docunents
carefully, as they describe your rights and restrictions with respect
to this docunment. Code Conponents extracted fromthis docunent nust
include Sinplified BSD Li cense text as described in Section 4.e of
the Trust Legal Provisions and are provided without warranty as
described in the Sinplified BSD License.
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1 Introduction

Thi s docunment describes how a service node can act as a gateway
termnating dynamically EVPN virtual private wire service (VPW5) from
access nodes and offering Layer 2, EVPN and Layer 3 VPN overl ay
services to Custoner edge devices connected to the access nodes.

The service node would initially advertise using EVPN the different
L2, L3 and Ethernet VPN overlay services that can be transported from
access nodes over an EVPN-VPWS transport service.

The service node woul d advertise EVPN-VPW5 per EVI Ethernet A-D
routes with the Ethernet Segnent Identifier field set to 0 and the

Et hernet tag ID set to (OxFFFFFFFF wi |l dcard), all those routes will
be associated with the EVPN-VPW5 service edge RT that will be

i mported by other service edge PEs, each route will have a uni que RD
and will be associated with another RT corresponding to the L2, L3 or
Et hernet VPN overlay service that can be transported over the EVPN
VPWS transport service

The access nodes will advertise EVPN-VPW5 per EVI Ethernet A-D with
the Ethernet Segnent Identifier field set to O for single hone
custoner edge CE device and set to the CE's ESI and the Ethernet Tag
field is set to the VPWS service instance identifier. The route will
have a unique RD and will be associated with an RT corresponding to
the L2, L3 or Ethernet VPN overlay service that will be transported
over the EVPN-VPWS transport service.

If nore than one service node advertise the ability to term nate the
EVPN- VPWS transport service and offer the L2, L3 or Ethernet VPN
service required by CE device connected to a given access node, then
all service node(s) will performa DF el ection based on HAR al gorithm
using {Ethernet tag-id, Service node |IP addresses} to determ ne which
service node will be the primary service node to to termnate the
VPW5 service and offer the L2, L3 or Ethernet overlay service for the
custonmer edge, Al active and single active redundancy can be

of f er ed.

The Service PE node that is a DF for a given VPW5 service | D MJST
respond to the Eth A-D route per EVI fromthe access node by sending
its own Eth A-D per EVI route and by setting the same VPW5 service

i nstance | D and downstream assi gned MPLS | abel to be used by Access
node. When access node receives this Eth A-D route per EVI fromthe
service node, it binds the two side of EVCs together.

1.1 Term nol ogy

The key words "MJST", "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",
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"SHOULD', "SHOULD NOT", "RECOMMENDED', "MAY", and "OPTIONAL" in this
docunent are to be interpreted as described in RFC 2119 [ RFC2119].

2. Requirenents

This section describes the requirenments specific to this draft. These
requirenents are in addition to the ones described in [ EVPN-REQ,
[EVPN], and [ EVPN- VPWE] .

2.1 Auto-Di scovery

A service node needs to support the follow ng functionality of auto-
di scovery:

(Rla) A service node PE MJUST be agnostic of all access nodes PEs
connected on the sane access network.

(R1b) A service node PE MUST advertise its associated overlay VRF(L2
and/or L3) to all service nodes PEs connected on the sanme networKk.

(Rlc) A service node PE MJST resol ve received overlay VRF(L2 and/ or
L3) fromother service nodes with |ocal configuration. The
information is used to select proper service node PE for a given
EVPN- VPWS5 connection from an access PE

(R1d) A service node PE MJST accept EVPN- VPW5 connection from any
access node PE which require one of the service node PE available L2
or L3 overlay service.

2.2 Scalability

(R2a) A single service node PE can be associated with nany access
node PEs. The follow ng requirenents give a quantitative neasure.

(R2b) A service node PE MJST support thousand(s) head-end connections
for a a given access node PE connecting to different overlay VRF
services on that service node

(R2c) A service node PE MJST support thousand(s) head-end connections
to many access node PEs.

2.3 Head-end

(R3a) A service node PE MJST support L2 and/or L3 head-end
functionality.

(R3b) A service node PE SHALL support auto-configuration of L2 and/or
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L3 head-end functionality.
2.5 Multi-hom ng

TBD
2.5 Fast Convergence

TBD

3. Benefits
This section describes some of the major benefits of EVPN VPWS
service edge gateway solution. This list is not considered as
exhausti ve.

Maj ors benefits are:

- An easy and scal abl e mechani sm for tunneling (head-end)
custoner traffic into a conmon | P/ MPLS network infra structure

- Auto-provision features such as Q0S access lists (ACL), tunne
preference, bandw dth, L3VPN on a per head-end interface basis

- reduces CAPEX in the access or aggregati on network and
service PE

- Auto configuration of head-end functionality:
Configuring other Layer3 paraneters, such as VRF and |IP
addresses, are optional for the head-end to be
functional. However, they are required for Layer3 services
to be operational (head-end L3 term nation).
- Auto-di scovery of access nodes by service nodes. Hence, there

is no need to change any service node configuration when a new
access node is being added to the access network.

4. Solution Overview
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T + T +
I I I I
A S + | IPIMPLS | +----- + | 1 P/MPLS |
| CE|---|] PELl |-| Access |-| PE2 |-| Core [
S N + | Network | +----- + | Network |
I I I I
T + T +

<---- EVPN-VPWS ----><---- |P/MAC VRF --->

Figure 1. EVPN-VPWS Service Edge Gateway.
AN: Access nhode
SE: Servi ce Edge node.

EVPN- VPW5 Servi ce Edge Gateway Operation

At the service edge node, the EVPN Per-EVI Ethernet A-D routes wll
be advertised with the ESI set to 0 and the Ethernet tag-id set to
(wi | dcard OXFFFFFFF). The Ethernet A-D routes will have a uni que RD
and will be associated with 2 BGP RT(s), one RT corresponding to the
underlay EVI i.e. the EVPN VPW5 transport service that’s configured
only anong the service edge nodes, and one corresponding to the L2
L3 or EVPN overlay service.

At the access nodes, the EVPN per-EVI Ethernet A-D routes will be
advertised as described in [draft-ietf-bess-evpn-vpws] with the ES
field is set to 0 and for single homed CEs and to the CE' s ESI for
multi-homed CE's and the Ethernet Tag field will be set to the VPWS
service instance identifier that identifies the EVPL or EPL servi ce.
The Ethernet-AD route will have a unique RD and will be associ ated
with one BGP RT corresponding to the L2, L3 or EVPN overlay service
that will be transported over this EVPN VPW5 transport service.

Servi ce edge nodes on the underlay EVI will determine the prinary
service node terminating the VPWS transport service and offering the
L2, L3 or Ethernet VPN service by running the on HAR al gorithm as
described in [draft-nohanty-12vpn-evpn-df-el ection] using weight

[ VPWS service identifier, Service Edge Node | P address]. This ensure
that service node(s) will consistently pick the primary service node
even after service node failure. Upon primary service node failure,
all other renmaining services nodes will choose another service node
correctly and consistently.

Si ngl e-si ded signaling mechanismis used. The Service PE node that is
a DF for accepts to term nate the VPWS transport service from an

access node, the primary service edge node shall:- Dynamically create
an interface to ternminate the service and shall attach this interface
to the overlay VPN service required by the access node to service its
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custonmer edge device.- Responds to the Eth A-D route per EVI fromthe
access node by sending its own Eth A-D per EVI route by setting the
same VPWS service instance | D and downstream assi gned MPLS | abel to
be used by the access node.

When access node receives this Eth A-D route per EVI fromthe service
edge node, it binds the two side of EVCs together and it now knows
what primary/backup service nodes to forward the traffic to.

The service edge node shall support per features such as QS, ACL,
etc. for the EVPN VPWS transport service it term nates.

4.1 Ml ti-homi ng

R + R +
+----+ +-- - - - + | | +----- + | [
| CE|---] ANL |-| |-1 SE2 |-| I
Fo- o+ R + | IPPMPLS | +----- + | IP/MPLS |
| Access | | Core |
| Network | +----- + | Network |
| | -1 SE3 |- |
| NESEEREE |
S - + S - +

<---- EVPN-VPWS ----><---- |P/MAC VRF --->

Figure 2: EVPN-VPW5S SEG Mul ti-hom ng (same ASN)
AN: Access node
SE: Servi ce Edge node.

Fomm e oo - + Fomm e oo - +
+--- -+ +om - + | | +----- + ASN- A |
| CE|---] AN1 |-]| |-] SE2 |-| Core [
Homoot Ao + | IPIMPLS | +----- + | Network |
| Access | Fo-emmm- - +
| Network | o +
| | +----- + | ASNNB |
| |-] SE3 |-| Core |
[ | +----- + | Network |
TS + TS +

<---- EVPN-VPWS ----><---- |P/MAC VRF --->

Figure 3: EVPN-VPW5 SEG Multi-hom ng (different ASN)
AN: Access node
SE: Servi ce Edge node.
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~

Both All-active and single active redundancy can be support ed.

A backup service node can be preprogrammed in data plane on an access
node in order to switch traffic and based on how fast the data pl ane
detect the failure of the primary service node traffic on an access
node can switch to the backup node.

2 Applicability to I P-VPN TBD

Fail ure Scenarios TBD

Acknow edgenent s TBD.

Security Considerations

Thi s docunent does not introduce any additional security constraints.
| ANA Consi derati ons

TBD.
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