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• All IETF Contributions are subject to the rules of RFC 5378 and RFC 3979 (updated by RFC 4879).
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Requests

- Jabber Scribe
- Minute Taker
- Blue Sheets
Status

• Authorization Server Metadata in AD evaluation
• JWT Secured Authorization Request (JAR) in IESG evaluation
• OAuth 2.0 for Native Apps in approved-announcement to be sent
• Mutual TLS Profiles for OAuth Clients new WG item
• Token Exchange & Device Flow in WGLC
OAuth Security Workshop
ETH Zurich, July 13th & 14th 2017

• All info available at https://zisc.ethz.ch/oauth-security-workshop-2017/
• Great event for exchanging ideas between researchers & standards experts.
• Content
  – Formal analysis of OAuth/OpenID Connect
  – Crypto-related attacks
  – New ideas for OAuth
  – Discussions on what we could improve
• Tuesday Afternoon session I (13:30-15:30)
  1. Chairs update
  2. Mutual TLS Profile for OAuth 2.0 (Brian Campbell)
  3. OAuth Security Topics (Torsten Lodderstedt)
  4. OAuth 2.0 Incremental Authorization (William Denniss)
  5. JSON Web Token Best Current Practices (Mike Jones)