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Note Well
• Any submission to the IETF intended by the Contributor for publication as all or part of an IETF Inter

net-Draft or RFC and any statement made within the context of an IETF activity is considered an "IET
F Contribution". Such statements include oral statements in IETF sessions, as well as written and ele
ctronic communications made at any time or place, which are addressed to:
– The IETF plenary session

– The IESG, or any member thereof on behalf of the IESG

– Any IETF mailing list, including the IETF list itself, any working group or design team list, or any other list func
tioning under IETF auspices

– Any IETF working group or portion thereof

– Any Birds of a Feather (BOF) session

– The IAB or any member thereof on behalf of the IAB

– The RFC Editor or the Internet-Drafts function

• All IETF Contributions are subject to the rules of RFC 5378 and RFC 3979 (updated by RFC 4879).

• Statements made outside of an IETF session, mailing list or other function, that are clearly not inten
ded to be input to an IETF activity, group or function, are not IETF Contributions in the context of thi
s notice.  Please consult RFC 5378 and RFC 3979 for details.

• A participant in any IETF activity is deemed to accept all IETF rules of process, as documented in Bes
t Current Practices RFCs and IESG Statements.

• A participant in any IETF activity acknowledges that written, audio and video records of meetings m
ay be made and may be available to the public.

http://www.rfc-editor.org/rfc/rfc5378.txt
http://www.rfc-editor.org/rfc/rfc3979.txt
http://www.rfc-editor.org/rfc/rfc4879.txt
http://www.rfc-editor.org/rfc/rfc5378.txt
http://www.rfc-editor.org/rfc/rfc3979.txt


Requests

• Jabber Scribe

• Minute Taker

• Blue Sheets



Status

• Authorization Server Metadata  in AD evaluatio
n 

• JWT Secured Authorization Request (JAR)  in IES
G evaluation

• OAuth 2.0 for Native Apps  in approved-announ
cement to be sent 

• Mutual TLS Profiles for OAuth Clients  new WG i
tem

• Token Exchange & Device Flow  in WGLC



OAuth Security Workshop 2017



OAuth Security Workshop
ETH Zurich, July 13th & 14th 2017

• All info available at https
://zisc.ethz.ch/oauth-security-workshop-2017/ 

• Great event for exchanging ideas between resea
rchers & standards experts. 

• Content
– Formal analysis of OAuth/OpenID Connect

– Crypto-related attacks

– New ideas for OAuth 

– Discussions on what we could improve

https://zisc.ethz.ch/oauth-security-workshop-2017/
https://zisc.ethz.ch/oauth-security-workshop-2017/
https://zisc.ethz.ch/oauth-security-workshop-2017/


Agenda

•Tuesday Afternoon session I (13:30-15:30)

1. Chairs update 

2. Mutual TLS Profile for OAuth 2.0 (Brian 
Campbell)

3. OAuth Security Topics (Torsten Lodderstedt)

4. OAuth 2.0 Incremental Authorization 
(William Denniss)

5. JSON Web Token Best Current Practices 
(Mike Jones)
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