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Victim: Lionel Morand
Diameter E2E security

Site-to-site

End-to-end
Status

- E2E sec requirement published in 2016 (RFC7966)
- Operational requirements:
  - Required by GSMA (roaming)
  - Required by operators
- Resurrecting old work in this area:
  - draft-korhonen-dime-e2e-security-02
  - AVP integrity and confidentiality protection.
- No progress on this work
  - -03 expired
  - Lack of resources
  - Lack of expertise
Strawman solution proposal

- Two new AVPs are defined for protecting other AVPs:
  - Signed-Data (octet string) for integrity protection of one or more AVPs.
  - Encrypted-Data (octet string) for confidentiality protection of one or more AVPs.

- Original proposal selected JSON-based approach:
  - JSON Web signature (JWS) for integrity protection.
  - JSON Web Encryption (JWE) for confidentiality protection.

- New thinking:
  - What about CBOR/COSE instead of Diameterified use of JSON??
  - Alternative?
HELP!!!!!!!!!!!!!!!!!!!!!!!!!!!!

- Question?
- Note: hop-to-hop encryption is provided with TLS, but not necessarily well-deployed. The request for help is with E2E encryption.
• Security Related WGs/Topics
  – ANIMA
  – DBOUND
  – DIME
  – DISPATCH
  – DMARC
  – DPRIVE
  – HTTPBIS
  – QUIC
  – NETCONF
  – NTP
  – PERC
  – RADext
  – SIDR
  – TCPINC
  – UTA

• Security Related IRTF
  – CFRG
  – IRTFOpen

• IAB Programs
  – PrivSec

• External related
  – W3C
BoFs
Presentations
Presentations

1. Post-Quantum Crypto, Kenny Paterson (30 Minutes)
2. Pretty Easy Privacy (pEp), Volker Birk (15 minutes)
3. Certificate Limitation Profile, Dmitry Belyavsky (5 minutes)
OPEN MIC