
ACE deployment options



Which scenarios are 
most relevant?

ACE Framework = OAuth Profile
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ACE Profiles = Deployment Scenarios

PoP token key
• Symmetric 
• Public 

Communication security
• HTTP/TLS
• COAP/DTLS
• COAP/COSE
• …

Offline
• Only RS
• Only C
• Both
• Neither



Additional PoP methods

• AS-provided keys are used for mutual authentication between C 
and RS and for establishment of communication security

– PoP token with public key of C is complemented with public key of RS 
in Client Information

• New PoP methods
– TLS based PoP method
– DTLS based PoP method
– COSE based PoP method

• Which are most relevant?
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